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About This Document
This file is provided so that you can easily print this section of theMeridiumAPMHelp system.

You should, however, use the Help system instead of a printed document. This is because
the Help system provides hyperlinks that will assist you in easily locating the related instructions
that you need. Such links are not available in a print document format.

TheMeridiumAPMHelp system can be accessed within MeridiumAPM itself or via theMeridium
APMDocumentationWebsite (https://www.me-
ridium.com/documentation/WebHelp/WebHelpMaster.htm).

Note: If you do not have access to theMeridiumAPMDocumentationWebsite, contact
MeridiumGlobal Support Services.

https://www.meridium.com/documentation/WebHelp/WebHelpMaster.htm
https://www.meridium.com/documentation/WebHelp/WebHelpMaster.htm
https://www.meridium.com/support
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Overview of Policy Manager
Traditionally, many companies attempt to improve equipment and location performance by identi-
fying historical trends and using them to define future actions. For example, the results of a Reli-
ability Distribution Analysismay indicate that a type of equipment fails about every sixmonths, so
a strategymight be implemented to replace equipment of that type every fivemonths (i.e., one
month prior to the next predicted failure). In reality, however, some equipment of that type could
last longer than sixmonths (e.g., for eight months), and in these cases, replacing the equipment
too early would result in unnecessary costs. Waiting until the equipment fails, however, is also not
the best plan.

The objective of the PolicyManager module is to develop and execute strategies based upon his-
torical data and dynamic data, which is obtained bymonitoring conditions in real time. Using
PolicyManager, you can define policies that:

l Retrieve information about current conditions.

l Allow you to identify emerging trends of equipment and locations.

l Apply some logic to that data based on historical trends.

l Initiate actions that will mitigate future risk.

For example, an engineer might know that when amotor reaches 200 degrees, it will begin to fail.
Historical datamight also tell him that the samemotor operating continuously will overheat about
every threemonths. Rather than implementing a strategy to replace themotor every three
months, as suggested by the historical data, he can create a policy to take action when threshold
temperature conditions are actuallymet. If the policy retrieves a reading from a process historian
indicating that themotor has reached 200 degrees, policy logic can create a recommendation to
replace the equipment automatically. In this way, the company can savemoney by avoiding unne-
cessary replacements and still prevent failures that will occur if the equipment is replaced too late.

Additionally, after a policy has been created, it canmonitor current conditions continuously and
automatically assign appropriate actions to any employees, based upon the criteria that have
been defined by the policy owner. In this way, even employeeswho do not have the expertise to
analyze real-time data can implement strategies based upon emerging trends. In other words,
policies give you the ability to conduct automatic analysis of real-time data and implemented
appropriate actions quickly and reliably.
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Policy Manager System Requirements
The PolicyManager license is required to take advantage of PolicyManager functionality. In addi-
tion, your systemmust contain the basicMeridiumAPM system architecture and the following
additional components:

l Meridium APM Policy Execution Server: Themachine that houses theMeridium
Policies Execution Service. TheMeridiumPolicies Execution Service works in combination
with theMeridiumPolicies Trigger Service to execute policies. TheMeridiumPolicies Trig-
ger Service is installed automatically on theMeridiumAPMApplication Server machine
and theMeridiumAPMProcessData Integration Server.

TheMeridiumPolicies Execution Service is installed by theMeridiumAPMServer and
Add-ons installer when you select theMeridiumAPMPolicy Execution Service option in the
installer. A supporting instance of theMeridiumAPMApplication Server and Add-ons
should also be installed on theMeridiumAPMPolicy Execution Server.

Depending upon the number of policies that you will need tomanage in your system, you
may havemultiple MeridiumAPMPolicy Execution Server machines. In that case, you will
need to perform all the installation and configuration steps on eachmachine.

About the Policy Execution Server and the Application Server

Policies will be executed according to a defined schedule or on an as-needed basis when
the values in the records that are included in the policy change. If the records included in a
policy belong to families other than the Xi Tag family (e.g., the Equipment family), when the
policy is executed, theMeridiumPolicies Trigger Service on theMeridiumAPMApplication
Server is used in combination with theMeridiumPolicies Execution Service on the
MeridiumAPMPolicy Execution server.

Click here to expand and collapse the hardware and software requirements for the
Meridium APM Policy Execution Server.

The following hardware is theminimum requirement for anymachine that will serve as the
MeridiumAPMPolicy Execution Server. These requirements account for theMeridium
APM software only. Additional hardwaremay be required onmachineswhere other com-
ponents are installed. These requirementsmay not be sufficient, depending upon how
your system is configured.

n Two ProcessCores, 2+ GHz

n 4GB RAM

n 20GB Hard Drive space

TheMeridiumAPMPolicy Execution Service requires that the following software com-
ponents exist on themachine where it will be installed. A supporting instance of the
MeridiumAPMApplication Server is also required.Click here for the APMApplication
Server software requirements. This table is intended to be used as a reference of the beha-
vior of theMeridiumAPMApplication Server and Add-ons installer as it relates to each
component.
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Software
Name and
Version

Description

Where
You
Can
Obtain
It

Behavior of MeridiumAPMServer and Add-ons
Installer

Microsoft.net
3.5 SP1

Microsoft soft-
ware frame-
work

Microsoft If it is not found, the installer will close.

Microsoft.net
4.0

Microsoft soft-
ware frame-
work

Microsoft If it is not found, the installer will close.

MSMQ
Message
queuing ser-
vice

Microsoft
If it is not found, you can continue through the
installer. It can be activated through roles in
Server Manager.

Windows 7
or 2008 R2

Microsoft oper-
ating system Microsoft

If it is not found, amessage will appear, indicating
that the environment is not supported, but you can
continue through the installer.

64-bit oper-
ating system

Microsoft oper-
ating system Microsoft If it is not found, the installer will close.

ODP.net
2.112.1.0 or
later

Oracle Data
Provider Oracle

If it is not found,amessage will appear indicating
that if you are using Oracle as your database pro-
vider, the software is required, but you can con-
tinue through the installer.
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Software
Name and
Version

Description

Where
You
Can
Obtain
It

Behavior of MeridiumAPMServer and Add-ons
Installer

MergeMod-
ules:

Visual C++ 8
CRT (x86)
Win SXS
MSM

Visual C++
8.0MFC
(x86)
WinSXS
MSM

Visual C++
10.0 CRT
(x64)

Visual C++
9.0 CRT
(x86)
WinSXS
MSM

Visual C++
10.0 ATL
(x64)

Visual C++
9.0 ATL
(x86)
WinSXS
MSM

Third-party
mergemod-
ules that sup-
port C++
runtime.

Meridium
APM

If this is not found, the installer will install it auto-
matically.
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l MeridiumAPMProcessData Integration Server: Themachine on which theMeridium
Policies Trigger Service is installed. This server also contains the OPC Server software
and a supporting instance of theMeridiumAPMApplication Server and Add-ons.

Thismachine is required only if you want to use Xi Tag records in your policies. If a policy
includes an Xi Tag record, the policy will be executed automatically when the reading value
for that tag changes in the process historian. In this case, theMeridiumPolicies Trigger Ser-
vice on theMeridiumAPMProcessData Integration Server is used in combination with the
MeridiumPolicies Execution Service on theMeridiumAPMExecution Server. The
MeridiumPolicies Trigger Service is installed by theMeridiumAPMServer and Add-ons
installer when you install the ProcessData Integration Services software.

After you have installed and configured the basicMeridiumAPM system architecture, you will
need to perform some configuration steps specifically for PolicyManager.

If you are using a virtual machine (VM) to host your MeridiumAPMPolicy Execution Server or
your MeridiumAPMProcessData Integration Server, we recommend that:

l You increase the physical server CPU and hard drive space requirements by 20% to
ensure that the application will perform equivalently in a virtualized environment.

l You double the physical server memory requirements.

l Each VMhave its own dedicated processor cores andmemory allocation to ensure appro-
priate performance.

Meridium, Inc. supports Hyper-V and VMWare platforms.

These requirementsmay not be sufficient, depending upon how your system is configured. Para-
meters that affect the hardware requirements include the number of users, modules purchased,
database size, and other factors that can vary from one customer to another. For help refining
your specific system requirements, consult a member of theMeridium Inc. Global Support Ser-
vices or Professional Services department.

The following image provides an illustration of the architecture components that are required for
deploying PolicyManager. This image shows the system architecture for a PolicyManager
deployment that does not include ProcessData Integration.



Policy Manager System Requirements

Confidential and Proprietary Information of Meridium, Inc. • Page 15 of 343

The following image provides an illustration of the architecture components that are required for
deploying PolicyManager, including ProcessData Integration.
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Policy Manager Data Model
The PolicyManager datamodel uses families to represent the components of policies. In the fol-
lowing diagram:

l Boxes represent entity families.

l Solid lines represent relationship families.

l Dotted lines represent associations between records (not relationships).

In PolicyManager:

l Policy records store identifying information about policies, such as the name, description,
and next and last execution dates. The Policy family contains a binary field, Model, that
stores code defining the logic that is represented by the policy diagram.

l Policy Instance records store information about policy instances. The Policy Instance fam-
ily containsmultiple binary fields that store code defining the records that belong to the
policy instance.

In the datamodel image

l TheHealth Indicator, Health Indicator Value, and Has Timestamped Value families are
used only when you include an Add Value to Health Indicator node in a policy.

l The <Entity Family> box represents any family containing a record that is included in the
policy instance. For example, if a policy diagram contains an Equipment node and a
HumanResource node, a policy instance that is associated with that policy would include
two records: one that is assigned to the Equipment node and one that is assigned to the
HumanResource node. So, the data structure would look like this:
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About the Date Format Used in Policy Manager
With the exception of fields that accept a relative date format, the date format YYYY-MM-DD hh:
mm: ss is used for all date fields in all families included in the PolicyManager datamodel. This
format is used regardless of any global date format settings that have been defined or the format
that is defined in your WindowsRegion and Language settings.
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About Policies
Policies are strategic plans that define actions that should be taken when certain conditions exist.
To build a policy, you will use a diagram, where the nodes on the diagram represent:

l The items that you want to monitor (e.g., equipment temperature).

l The conditions that should trigger actions to be taken (e.g., temperature rises above 600
degrees).

l The actions that should be taken (e.g., send an email message).

Policies do not reference specific records. Rather, they can contain references to families. After
you have designed your policy, you can add policy instances, which identify the individual records
whose valueswill be evaluated against the criteria that is specified in the policy. Each policy can
have an unlimited number of policy instances.

The concept of policies and policy instances is best understood through a complete, simple
example.
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About Policy Instances
Each policy can be associated with one or more policy instances, where each policy instance iden-
tifies the individual records you want to monitor (e.g., Equipment 101). The conditions that should
trigger actions to be taken (e.g., temperature rises above 600 degrees) and the specific actions
that should be taken (e.g., send an email message to Bob Smith) are defined by the policy itself
using the policy diagram.

In other words, using a policy instance, you will identify the specific recordswhose values should
be used as inputs to the policy logic when the policy is executed.

After you have created a policy instance, you can validate the policy logic against the records
included in that policy instance to ensure the logic is working correctly. After the policy is
executed, you can view execution results for each policy instance.
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Putting It All Together: Policies and Instances
Consider a policy that monitors the DA Reading Value related to an Xi Tag record. The following
image displays the policy diagram.

This policy diagram contains the following nodes.

Node Type Node Purpose

Input Serves as a placeholder for specific Xi Tag
records that will be included in individual policy
instances belonging to this policy.

Input Serves as a placeholder for specific Human
Resource records that will be included in indi-
vidual policy instances belonging to this policy.

Condition Defines the logic that will be applied to values
associated with specific Xi Tag records that will
be included in individual policy instances belong-
ing to this policy.

Action Specifies that an email message should be sent
when the condition defined in the condition
node ismet. The email message will be sent to
the email address defined in the specific
HumanResource records that will be included
in individual policy instances belonging to this
policy.

A policy instance associated with this policymight look like this:
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...where:

l The specific Xi Tag record is A1113B.

l The specific HumanResource record contains the last and first name Smith, John.

When this policy is executed, if the Xi Tag record A1113B has a DA Reading Value that is greater
than 1000, theMeridiumAPM systemwill send an email message to the email address specified
in the HumanResource record with the last and first name Smith, John.

Click here for additional information about working with the policy diagram, including further
explanation of this example diagram.
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About These Examples
To explain how you can use PolicyManager to accomplish certain tasks, we have created the fol-
lowing policy examples:

l A policy that monitors a single value (temperature).

l A policy that monitorsmultiple values (vibration, pressure, temperature, and flow).

l A policy that creates a Health Indicator record and a Health Indicator Value record.

l A policy that creates and updates a Policy Event record.
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Example Policy: Monitoring a Single Value
Suppose a factory contains a heat exchanger shell, which can fail as a result of hot hydrogen
attack. Part of themitigation strategy for the heat exchanger shell, therefore, is to monitor the tem-
perature of the process stream exposed to the shell component to ensure that it does not exceed
600 degrees Fahrenheit.

The following table outlines a workflow that would yield a policy that monitors the process steam
temperature and triggers certain actions if it gets too high. Because the policy uses inputs from
other modules, the Location column identifies theMeridiumAPMmodule or feature in which you
would complete a step that yields values that will be used by those policy inputs.

Step Location Task

1 RBI Assess the risk of loss of containment for a heat
exchanger shell, which is associated with
the damagemechanismHot Hydrogen Attack.

2 ProcessData Integration Create an Xi Tag record for the location on the
heat exchanger shell where the process stream
temperature ismonitored and recorded (using
an external process historian).

3 AHM Create a Health Indicator record based on the
Xi Tag record.

4 PolicyManager Create a policy tomonitor the temperature val-
ues that are stored in the process historian.

The policy that you create could specify that, when the policy is executed, if the temperature of
the heat exchanger shell rises above 600 degrees Fahrenheit more than once:

l A Policy Recommendation record will be created and configured to create anOracle EBS
eAMWorkRequest for immediate corrective action.

l An email message will be sent to a process engineer.

Click here for detailed information about a policy diagram that illustrates this example.
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Example Policy: Monitoring Multiple Values
Suppose a factory contains a highly critical pump, which can pose risk if one of its bearings fails.
Part of themitigation strategy for the pump, therefore, is to perform a vibration analysis andmon-
itor multiple variables in order to create a composite view of the pump's condition.

The following table outlines a workflow that would yield a policy that monitors the pump's con-
dition and triggers certain actions if impending failure is identified. Because the policy uses inputs
from other modules, the Location column identifies theMeridiumAPMmodule or feature in which
you would complete a step that yields values that will be used by those policy inputs.

Step Location Task

1 ASM Assess the risk of bearing failure for the pump.

2 ProcessData Integration Create Xi Tag records for the locations on the pump
where the vibration, pressure, temperature, and flow
aremonitored and recorded (using an external process
historian).

3 AHM Create Health Indicator records based on the Xi Tag
records.

4 PolicyManager Create a policy tomonitor the values that are stored in
the process historian.

The policy that you create could specify that, when the policy is executed, if the pump conditions
indicate a pending failure:

l A Policy Recommendation record will be created and configured to create anOracle EBS
eAMWorkRequest for immediate corrective action.

l The reliability engineer will notified via email.

Click here for detailed information about a policy diagram that illustrates this example.
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Example Policy: Creating Health Indicator and Health
Indicator Value Records
Unlike the single input andmultiple input examples, the policy in this example does not result in
corrective actionswhen thresholds aremet. Instead, this example ismanipulatingmultiple read-
ings to create a health index score that will indicate the overall health of the asset.

Suppose you are using Asset Health Manger tomonitor the health of a pump using the following
indicators, which are tracked using Health Indicator recordswhose primary source records are
Measurement Location records:

l Flow Rate

l Pressure

l Lubrication

l General operation

l Vibration

You can use Asset Health Manager to evaluate the health of the pump in terms of these individual
indicators by viewing gauges and trends for them on an individual basis. But youmight also want
to evaluate the overall health of the pump as a composite view of all of these underlying factors. If
so, you can create a policy that facilitates this.

The following table outlines a workflow that would yield this type of policy. Because the policy
uses inputs from other modules, the Location column identifies theMeridiumAPMmodule or fea-
ture in which you would complete a step that yields values that will be used by those policy inputs.

Step Location Task

1 Operator Rounds Create theMeasurement Location records that will be used to
measure the pump's conditions. Complete the Operator
Roundsworkflow to yield reading values for those check-
points.

2 AHM Create Health Indicator records based on theMeasurement
Location records.

3 PolicyManager Create a policy tomonitor the values that are stored in the
Health Indicator records.

The policy that you create could specify that, when the policy is executed, the values in the exist-
ing Health Indicator recordswill be used in calculations that determine an overall, single value
that provides a composite view of the pump's health. This value is stored in a Health Indicator
Value record that gets created automatically each time the policy is executed and linked to a
Health Indicator record that will be used to evaluate the overall health of the pump.

Click here for detailed information about a policy diagram that illustrates this example.
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Example Policy: Creating and Updating a Policy Event
Record
Suppose a factory contains a heat exchanger, which can fail as a result of hot hydrogen attack.
Part of themitigation strategy for the heat exchanger shell, therefore, is to monitor the tem-
perature of the process stream exposed to the shell component to ensure that it does not exceed
600 degrees Fahrenheit. Specifically, the organizational policy dictates that when the tem-
perature of the process stream reaches 550 degrees Fahrenheit, the heat exchanger should be
shut down to ensure that the temperature of the process stream exposed to the shell component
does not exceed 600 degrees Fahrenheit, and when the temperature of the process stream falls
back below 550 degrees Fahrenheit, the heat exchanger should be restarted.

The following table outlines a workflow that would yield a policy that monitors the process steam
temperature and triggers the shutdown of the heat exchanger if the process stream temperature
reaches 550 degrees Fahrenheit. Because the policy uses inputs from other modules, the Loca-
tion column identifies theMeridiumAPMmodule or feature in which you would complete a step
that yields values that will be used by those policy inputs.

Step Location Task

1 RBI Assess the risk of loss of containment for a heat exchanger shell,
which is associated with the damagemechanismHot Hydrogen
Attack.

2 ProcessData
Integration

Create an Xi Tag record for the location on the heat exchanger
shell where the process stream temperature ismonitored and
recorded (using an external process historian).

3 AHM Create a Health Indicator record based on the Xi Tag record.

4 PolicyMan-
ager

Create a policy that monitors the temperature values that are
stored in the process historian and creates and updates a Policy
Event record.

The policy that you create could specify that, when the policy is executed, if the temperature of
the process stream exposed to the exchanger shell:

l Rises to or above 550 degrees Fahrenheit, a Policy Event record will be created.

l Falls back below 550 degrees Fahrenheit (after rising to or above 550 degrees Fahren-
heit), the Policy Event record will be updated to indicate that the event has closed.

Click here for detailed information about a policy diagram that illustrates this example.
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First-Time Deployment Workflow
Deploying and configuring PolicyManager for the first time includes completingmultiple steps,
which are outlined in the table in this topic. The steps in this section of the documentation provide
all the information that you need to deploy PolicyManager on top of the basicMeridiumAPM sys-
tem architecture.

Whether a step is required or optional is indicated in the Required/Optional cell. Steps are
marked asRequired if youmust perform the step to take advantage of PolicyManager func-
tionality.

The person responsible for completing each taskmay vary within your organization.We recom-
mend, however, that the steps be performed in relatively the same order in which they are listed
in the table.

Step Task Required/Optional

1 Install theMeridiumAPMPolicies Execution Service on the
MeridiumAPMPolicy Execution Server.

This documentation assumes that theMeridiumAPMPolicy
Execution Server machinemeets the hardware and soft-
ware requirements.

Required

2 Modify the Policies Execution Service configuration file to
specify theMeridiumAPMApplication Server, Meridium
APMExecution Server, MeridiumAPMdatabase, and login
credentials.

Required

3 If it is not already started, start theMeridiumAPMPolicies
Execution Service.

Required

4 Modify the Policies Trigger Service configuration file to spe-
cify theMeridiumAPMApplication Server, MeridiumAPM
Execution Server, MeridiumAPMdatabase, and login cre-
dentials.

You will need to perform this step on theMeridiumAPM
Application Server, theMeridiumAPMPolicy Execution
Server, and theMeridiumAPMProcessData Integration
Server.

Always required on the
Application Server and
Policy Execution
Server.

Required on the Pro-
cessData Integration
Server only if you want
to use Xi Tag records
in your policies.
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Step Task Required/Optional

5 If it is not already started, start theMeridiumAPMPolicies
Trigger Service.

You will need to perform this step on theMeridiumAPM
Application Server, theMeridiumAPMPolicy Execution
Server, and theMeridiumAPMProcessData Integration
Server.

Always required on the
Application Server and
Policy Execution
Server.

Required on the Pro-
cessData Integration
Server only if you want
to use Xi Tag records
in your policies.

6 Reset IIS.

You will need to perform this step on theMeridiumAPM
Application Server, theMeridiumAPMPolicy Execution
Server, and theMeridiumAPMProcessData Integration
Server.

Always required on the
Application Server and
Policy Execution
Server.

Required on the Pro-
cessData Integration
Server only if you want
to use Xi Tag records
in your policies.

7 Start (or restart if it is already started) theMeridiumAPMPro-
cessData Integration Service on theMeridiumAPMProcess
Data Integration Server.

Required

8 Create a scheduled item in the ScheduleManager applic-
ation in order for policies to be executed on a recurring basis.

Required

9 Assign the desired Security Users to one or more PolicyMan-
ager Security Groups via the ConfigurationManager applic-
ation.

Required
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Upgrade or Update Policy Manager to 3.6.1.0.0
The following tables list the steps that youmust perform to update or upgrade PolicyManager to
3.6.1.0.0. These steps assume that you have upgraded the components in the basicMeridium
APM system architecture.

Upgrade from any version V3.6.0.0.0 through V3.6.0.12.3

Step Task Required/Optional Notes

1
Upgrade theMeridiumAPMPolicies
Execution Service on theMeridiumAPM
Policy Execution Server.

Required None

2

Modify the Policies Execution Service
configuration file to specify theMeridium
APMApplication Server, MeridiumAPM
Execution Server, MeridiumAPMdata-
base, and login credentials.

Required

During the server
upgrade process, a
backup of your pre-
viously used con-
figuration file was
created. You can
use this pre-
upgrade file as a
reference tomodify
the new baseline
configuration file.
You should not
overwrite the
baseline con-
figuration file, as
changesmay have
beenmade that are
required for the ser-
vice to work cor-
rectly. After you
modify the baseline
configuration file,
you can delete the
pre-upgrade con-
figuration file.

3
Start theMeridiumAPMPolicies Exe-
cution Service.

Required None
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Step Task Required/Optional Notes

4

Modify the Policies Trigger Service con-
figuration file to specify theMeridium
APMApplication Server, MeridiumAPM
Execution Server, MeridiumAPMdata-
base, and login credentials.

You will need to perform this step on the
MeridiumAPMApplication Server
andtheMeridiumAPMProcessData
Integration Server.

Always required on
the Application
Server.

Required on the Pro-
cessData Integ-
ration Server only if
you want to use Xi
Tag records in your
policies.

During the server
upgrade process, a
backup of your pre-
viously used con-
figuration file was
created. You can
use this pre-
upgrade file as a
reference tomodify
the new baseline
configuration file.
You should not
overwrite the
baseline con-
figuration file, as
changesmay have
beenmade that are
required for the ser-
vice to work cor-
rectly. After you
modify the baseline
configuration file,
you can delete the
pre-upgrade con-
figuration file.

5

Start theMeridiumAPMPolicies Trigger
Service on theMeridiumAPMApplic-
ation Server.

You will need to perform this step on the
MeridiumAPMApplication Server and
theMeridiumAPMProcessData Integ-
ration Server.

Always required on
the Application
Server.

Required on the Pro-
cessData Integ-
ration Server only if
you want to use Xi
Tag records in your
policies.

None
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Step Task Required/Optional Notes

6

Reset IIS.

You will need to perform this step on the
MeridiumAPMApplication Server and
theMeridiumAPMProcessData Integ-
ration Server.

Always required on
the Application
Server.

Required on the Pro-
cessData Integ-
ration Server only if
you want to use Xi
Tag records in your
policies.

None

7

Start (or restart if it is already started) the
MeridiumAPMProcessData Integration
Service on theMeridiumAPMProcess
Data Integration Server.

Required None

8
Start the Scheduling Service on the
MeridiumAPMApplication Server.

Required None

Upgrade from any version V3.5.1.0.0 through V3.5.1.12.0

Step Task Required/Optional Notes

1
Upgrade theMeridiumAPMPolicies
Execution Service on theMeridiumAPM
Policy Execution Server.

Required None
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Step Task Required/Optional Notes

2

Modify the Policies Execution Service
configuration file to specify theMeridium
APMApplication Server, MeridiumAPM
Execution Server, MeridiumAPMdata-
base, and login credentials.

Required

During the server
upgrade process, a
backup of your pre-
viously used con-
figuration file was
created. You can
use this pre-
upgrade file as a
reference tomodify
the new baseline
configuration file.
You should not
overwrite the
baseline con-
figuration file, as
changesmay have
beenmade that are
required for the ser-
vice to work cor-
rectly. After you
modify the baseline
configuration file,
you can delete the
pre-upgrade con-
figuration file.

3
Start theMeridiumAPMPolicies Exe-
cution Service.

Required None
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Step Task Required/Optional Notes

4

Modify the Policies Trigger Service con-
figuration file to specify theMeridium
APMApplication Server, MeridiumAPM
Execution Server, MeridiumAPMdata-
base, and login credentials.

You will need to perform this step on the
MeridiumAPMApplication Server
andtheMeridiumAPMProcessData
Integration Server.

Always required on
the Application
Server.

Required on the Pro-
cessData Integ-
ration Server only if
you want to use Xi
Tag records in your
policies.

During the server
upgrade process, a
backup of your pre-
viously used con-
figuration file was
created. You can
use this pre-
upgrade file as a
reference tomodify
the new baseline
configuration file.
You should not
overwrite the
baseline con-
figuration file, as
changesmay have
beenmade that are
required for the ser-
vice to work cor-
rectly. After you
modify the baseline
configuration file,
you can delete the
pre-upgrade con-
figuration file.

5

Start theMeridiumAPMPolicies Trigger
Service on theMeridiumAPMApplic-
ation Server.

You will need to perform this step on the
MeridiumAPMApplication Server and
theMeridiumAPMProcessData Integ-
ration Server.

Always required on
the Application
Server.

Required on the Pro-
cessData Integ-
ration Server only if
you want to use Xi
Tag records in your
policies.

None
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Step Task Required/Optional Notes

6

Reset IIS.

You will need to perform this step on the
MeridiumAPMApplication Server and
theMeridiumAPMProcessData Integ-
ration Server.

Always required on
the Application
Server.

Required on the Pro-
cessData Integ-
ration Server only if
you want to use Xi
Tag records in your
policies.

None

7

Start (or restart if it is already started) the
MeridiumAPMProcessData Integration
Service on theMeridiumAPMProcess
Data Integration Server.

Required None

8
Start the Scheduling Service on the
MeridiumAPMApplication Server.

Required None

Upgrade from any version V3.5.0 SP1 LP through V3.5.0.1.9.0

Step Task Required/Optional Notes

1
Upgrade theMeridiumAPMPolicies
Execution Service on theMeridiumAPM
Policy Execution Server.

Required None
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Step Task Required/Optional Notes

2

Modify the Policies Execution Service
configuration file to specify theMeridium
APMApplication Server, MeridiumAPM
Execution Server, MeridiumAPMdata-
base, and login credentials.

Required

During the server
upgrade process, a
backup of your pre-
viously used con-
figuration file was
created. You can
use this pre-
upgrade file as a
reference tomodify
the new baseline
configuration file.
You should not
overwrite the
baseline con-
figuration file, as
changesmay have
beenmade that are
required for the ser-
vice to work cor-
rectly. After you
modify the baseline
configuration file,
you can delete the
pre-upgrade con-
figuration file.

3
Start theMeridiumAPMPolicies Exe-
cution Service.

Required None
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Step Task Required/Optional Notes

4

Modify the Policies Trigger Service con-
figuration file to specify theMeridium
APMApplication Server, MeridiumAPM
Execution Server, MeridiumAPMdata-
base, and login credentials.

You will need to perform this step on the
MeridiumAPMApplication Server
andtheMeridiumAPMProcessData
Integration Server.

Always required on
the Application
Server.

Required on the Pro-
cessData Integ-
ration Server only if
you want to use Xi
Tag records in your
policies.

During the server
upgrade process, a
backup of your pre-
viously used con-
figuration file was
created. You can
use this pre-
upgrade file as a
reference tomodify
the new baseline
configuration file.
You should not
overwrite the
baseline con-
figuration file, as
changesmay have
beenmade that are
required for the ser-
vice to work cor-
rectly. After you
modify the baseline
configuration file,
you can delete the
pre-upgrade con-
figuration file.

5

Start theMeridiumAPMPolicies Trigger
Service on theMeridiumAPMApplic-
ation Server.

You will need to perform this step on the
MeridiumAPMApplication Server and
theMeridiumAPMProcessData Integ-
ration Server.

Always required on
the Application
Server.

Required on the Pro-
cessData Integ-
ration Server only if
you want to use Xi
Tag records in your
policies.

None
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Step Task Required/Optional Notes

6

Reset IIS.

You will need to perform this step on the
MeridiumAPMApplication Server and
theMeridiumAPMProcessData Integ-
ration Server.

Always required on
the Application
Server.

Required on the Pro-
cessData Integ-
ration Server only if
you want to use Xi
Tag records in your
policies.

None

7

Start (or restart if it is already started) the
MeridiumAPMProcessData Integration
Service on theMeridiumAPMProcess
Data Integration Server.

Required None

8
Start the Scheduling Service on the
MeridiumAPMApplication Server.

Required None

Upgrade from any version V3.5.0 through V3.5.0.0.7.1

Step Task Required/Optional Notes

1
Upgrade theMeridiumAPMPolicies
Execution Service on theMeridiumAPM
Policy Execution Server.

Required None
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Step Task Required/Optional Notes

2

Modify the Policies Execution Service
configuration file to specify theMeridium
APMApplication Server, MeridiumAPM
Execution Server, MeridiumAPMdata-
base, and login credentials.

Required

During the server
upgrade process, a
backup of your pre-
viously used con-
figuration file was
created. You can
use this pre-
upgrade file as a
reference tomodify
the new baseline
configuration file.
You should not
overwrite the
baseline con-
figuration file, as
changesmay have
beenmade that are
required for the ser-
vice to work cor-
rectly. After you
modify the baseline
configuration file,
you can delete the
pre-upgrade con-
figuration file.

3
Start theMeridiumAPMPolicies Exe-
cution Service.

Required None
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Step Task Required/Optional Notes

4

Modify the Policies Trigger Service con-
figuration file to specify theMeridium
APMApplication Server, MeridiumAPM
Execution Server, MeridiumAPMdata-
base, and login credentials.

You will need to perform this step on the
MeridiumAPMApplication Server and
theMeridiumAPMProcessData Integ-
ration Server.

Always required on
the Application
Server.

Required on the Pro-
cessData Integ-
ration Server only if
you want to use Xi
Tag records in your
policies.

During the server
upgrade process, a
backup of your pre-
viously used con-
figuration file was
created. You can
use this pre-
upgrade file as a
reference tomodify
the new baseline
configuration file.
You should not
overwrite the
baseline con-
figuration file, as
changesmay have
beenmade that are
required for the ser-
vice to work cor-
rectly. After you
modify the baseline
configuration file,
you can delete the
pre-upgrade con-
figuration file.

5

Start theMeridiumAPMPolicies Trigger
Service on theMeridiumAPMApplic-
ation Server.

You will need to perform this step on the
MeridiumAPMApplication Server and
theMeridiumAPMProcessData Integ-
ration Server.

Always required on
the Application
Server.

Required on the Pro-
cessData Integ-
ration Server only if
you want to use Xi
Tag records in your
policies.

None
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Step Task Required/Optional Notes

6

Reset IIS.

You will need to perform this step on the
MeridiumAPMApplication Server and
theMeridiumAPMProcessData Integ-
ration Server.

Always required on
the Application
Server.

Required on the Pro-
cessData Integ-
ration Server only if
you want to use Xi
Tag records in your
policies.

None

7

Start (or restart if it is already started) the
MeridiumAPMProcessData Integration
Service on theMeridiumAPMProcess
Data Integration Server.

Required None

8
Start the Scheduling Service on the
MeridiumAPMApplication Server.

Required None



How are Policies Executed?

Confidential and Proprietary Information of Meridium, Inc. • Page 43 of 343

How are Policies Executed?
When a policy is executed, records that meet the conditions defined in the policy logic are used to
trigger actions that are defined by the Action nodes in the policy diagram.

You can configure a policy to be executed:

l When records or tag values associated with the policy are updated.

n If the policy includes records from theMeridiumAPMdatabase, the policy will be
executed when those records are updated.

n If the policy includes an Xi Tag record, the policy will be executed when the reading
value for that tag changes in the process historian or when the Xi Tag record in the
MeridiumAPMdatabase is updated.

l On a predefined schedule.
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About Configuring Policies to be Executed When
Records or Tag Values are Updated
If you configure a policy to be executed when records or tag values in the policy are updated, the
following items are used in the execution process:

l Meridium APM Policies Execution Service: AWindows service that is installed auto-
matically on theMeridiumAPMPolicy Execution Server when you select theMeridium
APM Policy Execution Service option in theMeridiumAPMServer and Add-ons
installer.

Note: Throughout the rest of this documentation, we refer to this service as the Exe-
cution Service.

l Meridium APM Policies Trigger Service: AWindows service that is installed auto-
matically on:

n TheMeridiumAPMApplication Server when you select theMeridium APM Applic-
ation Server option in theMeridiumAPMServer and Add-ons installer.

n TheMeridiumAPMProcessData Integration Server when you select theMeridium
APM Process Data Integration Service option in theMeridiumAPMServer and
Add-ons installer.

Note: Throughout the rest of this documentation, we refer to this service as the Trigger
Service.

The Execution Service and the Trigger Service work together to facilitate the policy execution pro-
cess. An Execution Service is always used. At least one of the Trigger Services is also always
used. Depending upon the type of records that are included in the policy, either the one on the
MeridiumAPMApplication Server or the one on theMeridiumAPMProcessData Integration
Server is used.

l The Trigger Service on theMeridiumAPMApplication Server is used when records are
updated. The following image illustrates the services that are used in this scenario.
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This image depicts one Policy Execution Server. Depending upon the number of policies
that you will need tomanage in your system, youmay havemultiple MeridiumAPMPolicy
Execution Server machines.

l The Trigger Service on theMeridiumAPMProcessData Integration Server is used when
a policy includes an Xi Tag record whose reading value changes in the process historian.

Note: Your system architecture will include aMeridiumAPMProcessData Integration
Server only if you are using theMeridiumAPMProcessData Integration feature.

The following image illustrates the services that are used in this scenario. Note that the Trig-
ger Service on theMeridiumAPMApplication Server exists but is shaded gray to indicate
that it is not used in this scenario.
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About Configuring Policies to be Executed on a Pre-
defined Schedule
If you configure a policy to be executed on a predefined schedule, the following items are used in
the execution process:

l The master scheduled item. Checks the policy execution schedule in all active policies
and executes the policies that are due.

l The policy execution schedule. Determines how often the policy should be executed.

Note: Each policy has its own policy execution schedule. Thismeans that while there will
bemultiple policy execution schedules, you need to configure only onemaster schedule.

The policy execution schedule should be less frequent than the schedule defined in the sched-
uled item. Otherwise, the policy will be executed only when the scheduled item runs.

For example, suppose the following schedules have been configured:

l Scheduled Item Schedule: Every day

l Policy Execution Schedule: Every hour

In this case, although the policy execution schedule indicates that the policy should be executed
every hour, the policy will actually be executed every daywhen the scheduled item runs. In order
for the policy to be executed every hour, the scheduled itemmust be runmore often than every
hour (e.g., every fifteenminutes).

For this reason, we recommend that you configure the scheduled item to be run every 15
minutes.
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Installing the Meridium APM Policies Execution Service
TheMeridiumAPMPolicies Execution Servicemust be installed on themachine that will serve as
theMeridiumAPMPolicy Execution Server. We recommend that this is a separatemachine from
the dedicatedMeridiumAPMApplication Server. The following instructions provide details on
installing theMeridiumAPMPolicies Execution Service using theMeridiumAPMServer and
Add-ons installer.

These instructions assume that:

l You are installing theMeridiumAPMPolicies Execution Service, along with a supporting
instance of theMeridiumAPMApplication Server software, on a separatemachine from
the dedicatedMeridiumAPMApplication Server.

l Your systemmeets the hardware and software requirements for the basicMeridiumAPM
system architecture.

Note: If your system doesmeet certain software requirements, amessagemay be dis-
played during the installation process that indicates the software requirement that ismiss-
ing. Some software requirements, however, will be installed automatically if they are
missing.

l TheMeridiumAPMPolicy Execution Server machinemeets the hardware and software
requirements.

l You are an Administrator with full access to the Application Server machine.

Note: IIS will be reset automatically by the installer before the installation process begins.

To install the Meridium APM Policy Execution Service software on the Policy Execution
Server machine:

1. On theMeridiumAPMPolicy Execution Server machine, insert theMeridiumAPMdis-
tribution DVD, and navigate to the folder General Release\Meridium APM Framework
and Server Setup\Setup\Meridium APM Server and Add-ons.

2. Double-click the file Setup.exe.

A message appears, asking if you want to allow the setup.exe tomake changes to your
machine.

3. Click the Yes button.

TheMeridium APM Serer and Add-ons installer appears, displaying the Preparing Setup
screen, which contains a progress bar.
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After the progress bar reaches the end, theWelcome screen appears.



Installing theMeridium APM Policies Execution Service

Confidential and Proprietary Information of Meridium, Inc. • Page 50 of 343

4. Click the Next button.

The License Agreement screen appears.

5. Read the entire license agreement, and then select one of the following options:

l I accept the terms of the license agreement, if you agree to the terms of the
license agreement and want to continue. These instructions assume that you want
to continue.

l I do not accept the terms of the license agreement. This option is selected by
default. If you do not agree to the terms of the license agreement and do not want to
continue, click the Cancel button to exit the installer.

The Next button is enabled.
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ŒHint: If you want to print the license agreement, click the Print button.

6. Click the Next button.

The Select Installation Location screen appears, prompting you to select the location
where the Policy Execution Service software will be installed. The software will be saved to
the following folder on theMeridiumAPMPolicy Execution Server by default: C\Program
Files\Meridium.
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7. If you are satisfied with the default location where the software will be installed, click the
Next button.

-or-

If you want to change the location where the software will be installed, click the
Change button, and navigate to the location where you want to install the software. The
folder path that you select will be displayed in place of the default folder path. When you
are satisfied with the installation location, click the Next button.

The Select the features you want to install screen appears, and theMeridium APM
Application Server node is highlighted automatically in the tree.
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ŗIMPORTANT: The Select the features you want to install screen lets you specify which fea-
tures you want to install on the Policy Execution Server machine. These instructions assume
that you want to deploy only theMeridiumAPMApplication Server and theMeridiumAPM
Policy Execution Service software.When the Policy Execution Service software is installed, the
MeridiumAPMSystemAdministration Tool will be installed automatically. When theMeridium
APMApplication Server software is installed, the followingMeridiumAPMapplications are
installed automatically: APMFramework, Database UpgradeManager, Data SourceManager,
ScheduleManager, and URLManager. Corresponding options for these applications are not
listed in the tree because these componentsmust be installed with theMeridiumAPMApplic-
ation Server software. You can optionally install the ConfigurationManager application and
MeridiumAPMAdapter for SSRS Designer.

8. Select theMeridium APM Application Server check box.

The successor nodes are selected automatically.
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9. Clear the Configuration Manager check box.

10. Clear theMeridium APM Adapter for SSRS Designer option.

11. Select theMeridium APM Policy Execution Service option.

ŗIMPORTANT:While additional options are available for selection in the tree on the Select the
features you want to install screen, these options are not meant to be installed on the Policy
Execution Server. These instructions assume that you want to install theMeridiumAPMApplic-
ation Server software (with APMFramework applications) and the Policy Execution Service
software. This installer is also used to install the additional components on other machines.

12. Click the Next button.

A message appears, indicating that the installer is checking your machine for the required
prerequisites for the features that you want to install.

l If one or more prerequisites aremissing on themachine, theMeridium Installer screen
will appear and display amessage that indicateswhich prerequisites still need to be
installed on themachine before you can install the feature that is dependent on that pre-
requisite. Thismessage also indicateswhat you can do to continue.

If you see this screen, you should read themessage in detail, and either click the Back
button to clear the selection whose prerequisites aremissing, and then continue
through the installation without installing that component, or close the installer, install
themissing prerequisite, and then run the installer again later.

l If all the prerequisites for the selected components are installed on themachine, or you
have selected components that do not require any prerequisites, the Select ZIP File Loca-
tion screen appears.
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The Select ZIP File Location screen lets you specify the location where you want the
ZIP file of database content to be installed. This ZIP file is used by the Database Com-
parison Utility. By default, the ZIP file will be installed in the folder C:\Meridium\DbUpg.
You can, however, select a different location.

13. Read the information on this screen and note the estimated size of the extracted files from
this ZIP file. You should use this information to determine where you want install the ZIP
file.

14. If you want the ZIP file to be installed in the default location, accept the default setting, and
move on the next step.

-or-

If you want the ZIP file to be installed in a different location, click the Browse button, and
navigate to the location where you want to ZIP file to be installed. The selected file path will
appear in the Destination Folder section in place of the default file path.

15. Click the Next button.

The websites screen appears.
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Thewebsites screen lets you specify where the installer will create a virtual directory for
MeridiumAPM. This website is configured in the IIS Manager on the APMApplication
Server machine. The websites list contains all the websites that are configured on the APM
Application Server machine. The default website is Default Web Site. Throughout this doc-
umentation, we assume that you have chosen to install MeridiumAPMunder theDefault
Web Site.

16. In the list of websites, select the website where you want the installer to create a virtual dir-
ectory.

17. Click the Next button.

The Complete the Installation screen appears.
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TheComplete the Installation screen contains amessage, indicating that if you want to
modify any of the settings that you specified in the preceding screens in the installer, you
can use the Back button to do so, or if you do not want to complete the installation, you can
click Cancel. These instructions assume that you are ready to complete the installation pro-
cess.

18. Click the Install button.

The Setup Status screen appears, which displays a progress bar that shows the progress
of the installation process.
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After the progress bar reaches the end, amessage appears, indicating that your server is
being configured. After your server is configured, the Installation is Complete screen
appears.
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This screen contains amessage, indicating that the software has been installed suc-
cessfully. You can also select to optionally launch the APMSystemAdministration tool
when the installer window closes. By default, this option is set to Yes.

19. If you want the APMSystemAdministration tool to be launched as soon as you click the
Finish button, accept the default selection.

-or-

If you do not want the APMSystemAdministration tool to be launched at this time, clear
the Launch APM System Administration now check box.

20. Click the Finish button.

TheMeridium APM Server and Add-ons installer closes. Additionally, if the Launch APM
System Administration now check boxwas selected, the APM System Administration
window appears. At this point, you should refer back to the checklist.
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Modifying the File Meridi-
um.Policies.ExecutionService.exe.config
The following instructions provide details onmodifying the file Meridi-
um.Policies.ExecutionService.exe.configmanually.

To modify the file Meridium.Policies.ExecutionService.exe.config:

1. On theMeridiumAPMPolicy Execution Server, navigate to the folder where the Policies
Execution Service files are installed. If you installed theMeridiumPolicy Execution Ser-
vices software in the default location, you can locate this file in the following location:
C:\Program Files\Meridium\Services

2. Open the file Meridium.Policies.ExecutionService.exe.config in an application that you
can use tomodify XML code.

3. In the file, within the <baseAddresses>tags, locate the following text:

<add baseAddress="http://localhost:8000/Meridium/Policies/ExecutionService"/>

4. Replace localhost with the name or IP address of theMeridiumAPMPolicy Execution
Server where the Policies Execution Service is installed.

Note:If you do not modify this value, your policies will not be updated.

5. Within the <meridiumConnections> tags, uncomment the example connection tag by
deleting <!--EXAMPLE:and the corresponding-->from the beginning and end of the string.

6. Within the <meridiumConnections> tags, within the connection name attribute, replace
TEST with a name for the connection to the database. This value is used only by the con-
figuration file.

7. Within the <meridiumConnections> tags, within the applicationServer attribute:

l If you want theMeridiumAPMPolicy Execution Server to use a remote connection to the
MeridiumAPMApplication Server, between the quotations, type the name of theMeridium
APMApplication Server.

-or-

l If you want theMeridiumAPMPolicy Execution Server to use a local connection to the
MeridiumAPMApplication Server, accept the default setting (i.e., the empty string).

8. Within the <meridiumConnections> tags, within the text datasource attribute, replace
DVT_ALL_350_2 with the name of theMeridiumAPMdatabase that you will use to store
your policies.

Note:The Datasource value is case sensitive. It is very important that you type the data-
base name exactly as it is defined in the DatasourceManager. Keep inmind that the data-
source that you specify heremust alsomatch the datasource that you specify for any
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other database setting on other machines, or you policies will not be triggered as expec-
ted.

9. Within the <meridiumConnections> tags, within the userId attribute, replaceMIADMIN
with the user name of the user whose credentials should be used to log in to theMeridium
APMdatabase specified as the datasource value.

Note:We recommend that the user you specify here is a Super User. Otherwise, the user
that you specifymust have privileges to all PolicyManager families and any other families
that will be associated with a policy.

10. Within the <meridiumConnections> tags, within the password attribute, replace
PaSsWoRdwith the password that is associated with the user name specified as the
userId value. Note that you should not delete the ! in front of the password. This symbol is
not part of the password itself. Instead, this symbol will cause the password to be encryp-
ted automatically when the service is restarted.

11. Save the file.

Your settingswill be applied when you start or restart the Policy Execution Service.
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Modifying the File Meridi-
um.Policies.Service.exe.config
The following instructions provide details onmodifying the file Meridi-
um.Policies.Service.exe.config manually on theMeridiumAPMApplication Server, theMeridium
APMPolicy Execution Server, or theMeridiumAPMProcessData Integration Server.

To modify the Meridium.Policies.Service.exe.config file:

1. On themachine on which you are configuring theMeridiumPolicies Trigger Service, nav-
igate to the folder where the Policies Execution Service files are installed. If you installed
the Production Data Integration software in the default location, you can locate this file in
the following location: C:\ProgramFiles\Meridium\Services.

2. Open the file Meridium.Policies.Service.exe.config in an application that you can use to
modify XML script (e.g., Notepad).

3. In the file, within the <ExecutionServers> tags, uncomment the example connection tag
by deleting <!--EXAMPLE: and the corresponding --> from the beginning and end of the
string.

4. Within the <Execution Servers> tags, within the add url attribute:

l If you aremodifying this file on theMeridiumAPMApplication Server or the
MeridiumAPMProcessData Integration Server, replace localhost with the name or
IP address of the Policy Execution Server where the Policy Execution Service is
installed.

-or-

l If you aremodifying this file on theMeridiumAPMPolicy Execution Server, accept
the default value (i.e., localhost).

3. In the file, within the <meridiumConnections> tags, uncomment the example connection
tag by deleting <!--EXAMPLE: and the corresponding --> from the beginning and end of
the string.

6. Within the <meridiumConnections> tags, within the connection name attribute, replace
TEST with a name for the connection to the database. This value is used only by the con-
figuration file.

7. Within the <meridiumConnections> tags, within the applicationServer attribute:

l If you want the triggering service to use a remote connection to the Application
Server, between the quotations, type the Application Server name.

-or-

l If you want the triggering service to use a local connection to the Application Server, accept
the default setting, andmove on to the next step.
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8. Within the <meridiumConnections> tags, within the datasource attribute, replace DVT_
ALL_350_2 with the name of theMeridiumAPMdatabase that you will use to store your
policies.

Note: The Datasource value is case sensitive. It is very important that you type the data-
base name exactly as it is defined in the DatasourceManager. Keep inmind that the data-
source that you specify heremust alsomatch the datasource that you specify for any
other database setting on other machines, or you policies will not be triggered as expec-
ted.

9. Within the <meridiumConnections> tags, within the userId attribute, replaceMIADMIN
with the user name of the user whose credentials should be used to log in to theMeridium
APMdatabase specified as the datasource value.

Note: We recommend that the user you specify here is a Super User. Otherwise, the
user that you specifymust have privileges to all PolicyManager families and any other
families that will be associated with a policy.

10. Within the <meridiumConnections> tags, within the password attribute, replace
PaSsWoRdwith the password that is associated with the user name specified as the
userId value. Note that you should not delete the ! in front of the password. This symbol is
not part of the password itself. Instead, this symbol will cause the password to be encryp-
ted automatically when the service is restarted.

11. Save the file.

Your settingswill be applied when you start or restart the Policies Trigger Service.
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Creating the Scheduled Item to Execute Policies on a
Predefined Schedule
Before you can schedule individual policies to be executed on a recurring basis, youmust first set
up a scheduled item inMeridiumAPMScheduleManager.

Note: Youmust be a Super User or amember of theMI Policy Designer Security Group in
order to create the scheduled item for PolicyManager.

To create the scheduled item for policies:

1. Launch theMeridiumAPMScheduleManager and log in.

2. On the Scheduled Items window, click the Add New link.

The Choose a Meridium Assembly window appears.

3. Select the file Meridium.Policies.dll, and click the Open button.

The Schedule Item Properties dialog box appears, displaying the Schedule tab.
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4. Select the Recurring Item check box, and then select the frequency for the execution.

Note: The recommended frequency for the scheduled item is 15minutes.

5. Click the User tab.
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6. In the User ID text box, type the User ID of the Security User whose account you want to
use for executing this scheduled item.

Note:If you specify the User ID of a Security User who is not a Super User or amember
of theMI Policy Designer Security Group, when you clickOK, amessage will appear stat-
ing that you have specified an invalid user, and the itemwill not be scheduled.

7. In the Password text box, type the password associated with the User ID that you spe-
cified in the previous step.

8. ClickOK.

The scheduled item is saved and appears in the Scheduled Items window.
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Policy Manager Security Groups
The following Security Groups are provided for use with PolicyManager:

l MI Policy Designer

l MI Policy User

l MI Policy Viewer

The following table lists the default privileges that members of each group have to the PolicyMan-
ager families.

Family MI Policy Designer MI Policy User MI Policy Viewer

Health Indicator
Value

View, Update,
Insert, Delete

None View

Policy View, Update,
Insert, Delete

View View

Policy Instance View, Update,
Insert, Delete

View, Update,
Insert, Delete

View

Policy Recom-
mendation

View, Update,
Insert, Delete

View, Update View
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Policy Manager Workflow
The following workflow describes the basic tasks that you will perform in PolicyManager for each
policy that you want to create:

1. Create the policy. The process of creating a policy includes the following steps:

a. Create a Policy record, which stores basic information about the policy, such as the
name description.

b. Create a policy diagram, which includes nodes and connections that represent the
inputs, logic, and resulting actions for each policy.

2. Create policy instances.Policy instances define specific records to which the policy logic
will be applied.

3. Run the validation process. The validation results confirm or deny that all logic is working
correctly.

4. Define an execution setting for the policy. Determine whether you want the policy to be
executed automatically when changes aremade in its associated records or according to a
predefined schedule.

5. Activate the policy and policy instances. Only active policies and active policy instances
will be executed.
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Using the Site Map in Policy Manager
On the following pages in the PolicyManager module, a Site Map appears that looks slightly dif-
ferent than the Site Map that appears on other pages in theMeridiumAPMFramework, but the
general concept is the same:

l Policy page

l Policies Search page

The following image shows an example of the Site Map that is displayed on the Policies Search
page.

The Site Map displays the following text, from left to right:

Meridium > Policy Manager > <Page Identifier>

...where:

l Policy Manageris a hyperlink that launches the Policy Manager Start Page.

l <Page Identifier> is a label that identifies the current page.

n When you are viewing the Policy page, this valuematches the name of the current
policy as it is stored in the Policy Name field in the Policy record. If the Policy is new
and does not yet have a name, the label is New Policy.

n When you are viewing the Policies Search page, the label is Search Policies.
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Accessing the Policy Manager Start Page
The Policy Manager Start Page provides access to the features associated with PolicyMan-
ager.

To access the Policy Manager Start Page:

l On theMeridiumAPMFrameworkmenu bar, clickGo To, point to APM Foundation, and
then click Policy Manager.

The Policy Manager Start Page appears.
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Aspects of the Policy Manager Start Page
TheDashboard -Policy Manager Start Page displays summary information related to the Policy
Manager module. The Dashboard -Policy Manager Start Page is different from other module
start pages in that it displays the contents of the following dashboard Catalog item and its under-
lying queries on the Dashboard page: \\Public\Meridium\Modules\PolicyMan-
ager\Dashboards\PolicyManager Start Page. Throughout the documentation, we refer to the
Dashboard -Policy Manager Start Page simply as the Policy Manager Start Page.

The Policy Manager Start Page displays the following sections by default:

l Policy Manager

l My Recent Policies

l Policy Executions

l Policy Results

l Policy Recommendations

l My Policy Recommendations
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Policy Manager Section
The Policy Manager section is a configured Hyperlinks dashboard section that displays links
that you can use to create new policies and search for existing policies.

The Policy Manager section contains the following links:

l Create a New Policy: Displays the Policy page, where you can create a new policy.

l Search Existing Policies: Displays the Policy Search page, where you can search for
the Policy record belonging to the policy that you want to open on the Policy page.
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My Recent Policies Section
TheMy Recent Policies section is a configured List - Query Result dashboard section that dis-
plays a grid containing the name of policies that were last updated within the last 30 days by the
Security User who is currently logged in (where the name is stored in the Name field in the Policy
record that belongs to the policy).

The grid in this section:

l Displays one row for each policy that meets the criteria defined in this topic.

l Displays one column, Name, which displays the value in the Name field in the associated
Policy record. Values in the Name column:

n Are sorted in descending order by default, meaning that the policy that wasmost
recently updated within the last 30 days by the Security User who is currently logged
in is displayed in the first row in the grid.

n Appear as hyperlinks, which you can click to access the Policy page for the asso-
ciated policy.

l Displays up to 20 rows per page.



Policy Executions Section

Confidential and Proprietary Information of Meridium, Inc. • Page 75 of 343

Policy Executions Section
The Policy Executions (last 30 days) section is a sectionconfigured Chart - Series dashboard
section that displays a bar graph that plots amaximumof the twenty policies that were executed
most frequently within the last 30 days. Throughout the documentation, we refer to the Policy
Executions (last 30 days) section simply as the Policy Executions section.

The axes on the graph are configured in the following ways:

l X-axis: Displays one bar for each policy that has been executed within the last 30 days.
The name of the bar is the value in the Name field in the associated Policy record.

l Y-axis: Displays a value that identifies the number of times that each policy that is plotted
on the x-axis has been executed.

Below the x-axis is a legend that indicates that the graphmeasures the number of policy exe-
cutions. You can click bars in the graph to view a details dialog box that displays the name and
number of executions for a specific policy plotted on the graph.
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Policy Results Section
The Policy Results (last 30 days) section is a configured Chart - Series dashboard section that
displays a graph that plots the results of policies that have been executed within the last 30 days.
Throughout the documentation, we refer to the Policy Results (last 30 days) section simply as
the Policy Results section.

The axes on the graph are configured in the following way:

l X-axis: Displays the following bars:

n 1 - Success: Plots the number of policies whose executionswere successful.

n 2 - Warning: Plots the number of policies whose executions resulted in a warning.

n 3 - Error: Plots the number of policies whose executions resulted in an error.

l Y-axis: Displays a value that correspondswith the number of policy executions.

Below the x-axis is a legend that indicates that the graphmeasures the number of policy exe-
cutions. You can click bars in the graph to view a detail dialog box that displays the number of exe-
cutions associated with a specific execution result.
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Policy Recommendations Section
The Policy Recommendations section is a configuredMeasures - General dashboard section
that displays ameasure of the number of Policy Recommendation records:

l Whose Target Completion Date field contains a value that correspondswith a date that is
at least 30 days prior to today's date.

-and-

l That are not in the Closed state.

By default, the target value defined for thismeasure is 0 (zero), meaning, that no Policy Recom-
mendation records shouldmeet this criteria.

The following image shows an example of the Policy Recommendations section when no Policy
Recommendation recordsmeet this criteria.
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My Policy Recommendations Section
TheMy Policy Recommendations section is a configured List - Query Result dashboard sec-
tion that contains a grid that displays information about all Policy Recommendation records that
are assigned to the Security User who is currently logged in.

The grid in this section:

l Displays one row for each Policy Recommendation record that is assigned to the Security
User who is currently logged in.

l Displays the following columns of information that correspond with Policy Recom-
mendation fields:

n Recommendation Headline

n Target Completion Date

Values in the:

n Target Completion Date column are sorted in ascending order by default, meaning
that the Policy Recommendation record with the Target Completion Date value that
is closest to the current day is displayed in the first row in the grid.

n Recommendation Headline column appear as hyperlinks, which you can click to
access the Policy page for the associated policy.

l Displays up to 20 rows per page.
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Accessing the Policy Page

Note:Youmust have at least View permissions on the Policy family in order to access
thePolicypage. If you do not, when you try to access thePolicypage, an error message will
appear.

To access the Policy page:

1. Access the Policy Manager Start Page.

2. In the Policy Manager section:

l Click the Create a New Policy link to create a new policy.

-or-

l Click the Search Existing Policies link, and open an existing policy.

The Policy page appears.
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Aspects of the Policy Page
The Policy page appears when you create a new policy or open an existing policy. Callouts have
been added to the following image to highlight items on the Policy page.

The Policy page contains the following items:

l Site Map(#1 in the image): Provides navigation to the Policy Manager Start Page and
displays the name of the current policy.

l Toolbars (#2 in the image): The following toolbars are displayed, from left to right:

n Policy Actions: Contains buttons that represent basic actions that you can perform
whenworking with policies.

n Inputs: Contains buttons that you can use to create Input nodes.

n Conditions: Contains buttons that you can use to create Condition nodes.

n Logic: Contains buttons that you can use to create And or Or nodes.

n Calculations: Contains buttons that you can use to create Calculation nodes.

n Actions: Contains buttons that you can use to create Action nodes, which cause cer-
tain actions to be performedwhen the policy is executed.

Note: Youmust be amember of theMI Policy Designer Security Group to create or
modify policies. Otherwise, the toolbars will be disabled.
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On the right side of each toolbar, the button is displayed, which displays a list of

options that correspond with the buttons on the toolbar. The options in the list are labeled.
Thismight be useful for users whose screen size limits the number of buttons that are dis-
played on each toolbar or occasional users who are not familiar with the toolbar buttons.
For example, consider the list that appears when you click the button on the Policy

Actions toolbar.

Throughout the documentation, we refer to toolbar buttons using the picture of the button
as it appears on the toolbar.

l Diagram Canvas (#3 in the image): Themain workspace in which you build the policy dia-
gram. You can add nodes to the diagram canvas using the toolbar buttons, and you can
pan to other areas of the canvas by clicking and dragging the surface of the canvas or by
using the scroll bars.

l Tabs (#4 in the image): The following tabs are displayed below the diagram canvas, from
left to right:

n Policy Details: Displays basic information about the policy.

n Execution Settings: Provides options that you can use to activate the policy, set the
executionmode for the policy, and define a schedule bywhich to execute the policy.

n Instances: Provides options that you can use to create policy instances and activate
or deactivate policy instances.

n Execution History: Displays the results of policy executions.

n Validation: Provides options that you can use to validate the policy logic.

The following buttons are displayed at the top right of each tab.

l : Minimizes the current tab until you select it again.

l : Maximizes the current tab.

l Zoom tool (#5 in the image): Allows you to zoom in or out on the diagram canvas.
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Policy Actions Toolbar
The Policy Actions toolbar contains buttons that let you perform basic actions against a policy.

The Policy Actions toolbar contains the contains the buttons that are described in the following
table.

Image Name Purpose

New Policy After prompting you to save the current policy, opens a new policy
on thePolicypage.

Save Saves the current policy.

Delete
Policy

After asking for confirmation, deletes the current policy.

Delete Node After asking for confirmation, deletes the selected node and all links
between it and other nodes. This button is enabled only when a
node is selected.

Copy Creates a copy of the selected nodes.

Paste Pastes on the diagram canvas nodes that have been copied. This
button is enabled only if you have copied a node.

Save Policy
Model As

Creates a new policy as a copy of the current policy. The new policy
contains a new Policy record with a different name. Note that any
instances are not copied when you use this option.

Save Policy
Model With
Instances As

Creates a new policy and policy instances as copies of the current
policy and its associated policy instances. Note that:

l The new policy contains a new Policy record with a different
name.

l The new policy instances contain new recordswith the same
name as the copied records.
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Inputs Toolbar
The Inputs toolbar contains buttons that you can use to add Input nodes to the policy diagram.

The Inputs toolbar contains the contains the buttons that are described in the following table.

Image Name Purpose

Entity Creates a node that represents aMeridiumAPM family. You will
need to identify which specific entity family the node represents
using the Properties window that appears when you select the
Entity node.

Query Creates a node that represents a query.

Point Value Creates a node that represents a point value.

Measurement
Location

Creates a node that represents theMeasurement Location family.

AMS Asset Creates a node that represents the AMS Asset family.

User Creates a node that represents the Security User family and
HumanResource family.

Constant Creates a node that represents a constant value.

Health Indic-
ator

Creates a node that represents the Health Indicator family.

Xi Tag Creates a node that represents the Xi Tag family.
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Conditions Toolbar
TheConditions toolbar contains buttons that you can use to define criteria for inputs.

The Conditions toolbar contains the contains the buttons that are described in the following table.

Image Name Purpose

Equal Creates an Equal node.

Not Equal Creates a Not Equal node.

Greater Than Creates aGreater Than node.

Greater Than or
Equal

Creates aGreater Than or Equal node.

Less Than Creates a Less Than node.

Less Than or Equal Creates a Less Than or Equal node.

Case Creates a Case node.



Logic Toolbar

Confidential and Proprietary Information of Meridium, Inc. • Page 85 of 343

Logic Toolbar
The Logic toolbar contains buttons that you can use to add logic criteria.

The Logic toolbar contains the contains the buttons that are described in the following table.

Image Name Purpose

Or Creates anOr node.

And Creates an And node.
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Calculations Toolbar
TheCalculations toolbar contains buttons that you can use to performmathematical functions or
other operations on values in your policy.

The Calculations toolbar contains the buttons that are described in the following table.

Image Name Purpose

Add Creates an Add node.

Subtract Creates a Subtract node.

Multiply Creates aMultiply node.

Divide Creates a Divide node.

Remainder Creates a Remainder node.

Exponent Creates an Exponent node.

Round Creates a Round node.

Collection Filter Creates a Collection Filter node.

Last Creates a Last node.

Min Creates aMin node.

Max Creates aMax node.

Average Creates an Average node.

Sum Creates a Sum node.

Count Creates a Count node.

Threshold Statistics Creates a Threshold Statistics node.
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Actions Toolbar
The Actions toolbar contains buttons that you can use to identify actions that should result from a
policy execution.

The Actions toolbar contains the buttons that are described in the following table.

Image Name Purpose

Email Contact Creates a node that sends an email message.

Create Event Creates a node that creates a Policy Event record.

Close Event Creates a node that populates fields in an existing Policy Event
record to signify that the associated event has been closed.

Create Recom-
mendation

Creates a node that creates a Policy Recommendation record.

Rule Creates a node that executes a rule.

Return Value Creates a node that returns values from preceding nodes.

Disable This
Instance

Creates a node that disables the current policy instance.

Add Value to
Health Indicator

Creates an Add Value to Health Indicator node.
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About the Policy Diagram
The policy diagram is a collection of nodes and connections that appears on the diagram canvas
on the Policy page.When you create a new policy from scratch, it will not have a policy diagram.
The policy diagram is built manually, rather, as you add nodes and connections to the diagram
canvas.

In the following image, the diagram is outlined in red.
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About Tabs Displayed on the Policy Page
The following tabs are displayed below the policy diagram on the Policy page:

l Policy Details

l Execution Settings

l Instances

l Execution History

l Validation

Each tab displays information related to the policy that you are working with on the Policy page
and the policy instances and executions associated with that policy. Information is displayed the
tabs in various formats, with the exception of some tabs, which display information in the fol-
lowing common areas:

l Search

l Details
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The Search Area
The Search area is an unlabeled area that is displayed on the left side of the following tabs:

l Instances

l Execution History

l Validation

In the following image that shows an example of the Instances tab, the Search area is outlined in
red.

The Search area contains a grid that displays one row for each policy instance that is associated
with the policy that you are currently viewing.When you select a row in this grid, information for
the associated policy instance is displayed in the Details area on the tab. The grid contains the fol-
lowing columns:

l Instances: Displays the name of the policy instance (stored in the ID field in the Policy
Instance record).

l Active: Displays a checkmark if the policy instance is active. If the policy instance is inact-
ive, this column is empty.

Note: Additional rows are displayed in the grid on the Execution History and Validation tabs,
and buttons are displayed below the grid on the Instances tab.

Above the grid, a text box is provided so that you can filter the results that are displayed in the grid
according to the value that you type in the text box.

Throughout the documentation, the termSearch area is used to refer to unlabeled area on the
left side of the Instance, Execution History, and Validation tabs.
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The Details Area
TheDetails area is an unlabeled area that is displayed to the right of the Search area on the fol-
lowing tabs:

l Instances

l Execution History

l Validation

In the following image that shows an example of the Instances tab, the Details area is outlined in
red.

The Details area displays information related to the policy instance that is selected in the grid in
the Search area. The information and items that are displayed in the Details area varies, depend-
ing upon the tab that is selected. Throughout the documentation, the termDetails area is used to
refer to this unlabeled area on the right side of the Instance, Execution History, and Validation
tabs.
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Policy Details Tab
The Policy Details tab displays summary information about the policy that you are currently view-
ing.

When you create a new policy, the Policy Details tab is displayed automatically.

The Policy Details tab contains the following items:

l Name text box: The value that you type in this text box is stored in the Name field in the
associated Policy record. This text boxmust contain a value. If you do not type a value in
this field, or if you type a value that is stored in the Name field in an existing Policy record,
you will not be able to save the policy.

l Description text box: The value that you type in this text box is stored in the Description
field in the associated Policy record. You are not required to type a value in this text box.

l Policy Owner: The first and last name of the policy owner is displayed below this label.
When you create a new policy, you will be assigned automatically as the policy owner.

l Take Ownership button: Allows you to take ownership of the current policy. If you are view-
ing a policy for which you are not the owner, you can click this button to take ownership of
the policy. The Take Ownership button is enabled only when you are:

n Not the current policy owner.

n A Super User or amember of theMI Policy Designer Security Group.



Execution Settings Tab

Confidential and Proprietary Information of Meridium, Inc. • Page 93 of 343

Execution Settings Tab
The Execution Settings tab on the Policy page contains options that you can use to specify
when a policy should be executed.

The Execution Settings tab contains the following items:

l Active check box: Indicateswhether or not the policy is active. When the Active check
box is:

n Selected, the policy is active.

n Cleared, the policy is inactive.

l Automatic Evaluation check box: Indicateswhether or not the policy will be executed
automatically when records belonging to the policy instance aremodified. When the Auto-
matic Evaluation check box is:

n Selected, the policy will be executed automatically when records aremodified.

n Cleared, the policy will not be executed automatically when records aremodified.

In order for the policy to be executed, this check boxmust be selected if the Execute on a
Schedule check box is cleared.

l Time Zone list: Displays a hard-coded list of time zones. The value (UTC) Coordinated
Universal Time is selected by default. Your selection in this list is stored in the Time Zone
field in the associated Policy record. The selected time zone will be used to display dates
and times on the Execution History and Validation tabs. In addition, it will be used to
determine the range of values that are evaluated when you specify a start end time for the
execution.

l Execute on a Schedule workspace: Displays the following items that are used to define
an execution schedule:

n Check box: Displayed to the left of the Execute on a Schedule workspace label
and indicateswhether or not the policy will be executed according to a predefined
schedule. When the Execute on a Schedule check box is:

o Selected, the policy will be executed according to a predefined schedule.
o Cleared, the policy will not be executed according to a predefined schedule.

In order for the policy to be executed, this check boxmust be selected if the Automatic
Evaluation check box is cleared.
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n Box: Displayed at the top of the Execute on a Schedule workspace. This box dis-
plays a summary of the schedule on which the policy will be executed automatically
(specified via the Schedule window). If a schedule has not been defined, this box is
empty.

To the right of this box, the button is displayed, which opens the Schedule window.

When a schedule summary is displayed in the box, the button is also displayed to the

right of the box. This button clears the execution schedule that is displayed in the box and
any corresponding Next Date or Last Date values.

n Next Date: If an execution schedule has:
o Been defined for the policy, the value that represents the next date on which
the policy will be executed is displayed below this label.

o Not been defined for the policy, no value is displayed below this label.

n Last Date: If an execution schedule has:
o Been defined for the policy, the value that represents the last date on which
the policy was executed is displayed below this label.

o Not been defined for the policy, no value is displayed below this list.

n Master Schedule: Displays a summary of the schedule that is defined by the sched-
uled item in theMeridiumAPMScheduleManager. If a schedule is not defined by
the scheduled item in theMeridiumAPMScheduleManager, the text Nomaster
schedule defined is displayed below this label. The execution schedule (summarized
in the box) should be less frequent than the schedule defined in the scheduled item
in order for the policy to be executed at the correct time.
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Instances Tab
You can use the Instances tab on the Policy page to create andmanage policy instances.

The Instances tab contains the following items:

l Search area: Contains the grid and text box that are displayed in the standard Search
area. The text in the Instances column in the grid in this area will be colored red if the grid
in the Details area contains any rows for which a record has not been specified (i.e., the
row contains the text Click to assign value).

On the Instances tab, the following buttons are displayed below the grid.

Creates a new policy instance.

Deletes the selected policy instance.

Deactivates all policy instances. This button is enabled whenmore than one
policy instance is active.

Activates all instances. This button is enabled whenmore than one policy
instance is inactive.

l Details area:Contains a grid that displays one row for each node in the policy that requires
values to bemapped from specific records. If a primary node has been identified in the
policy diagram, a yellow star appears in the Source column to the left of that node name. If
a primary node has not been identified in the policy diagram, the grid also contains one
additional, empty row to represent the primary record that you can later define.

The following columns are displayed in the grid.
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Displays one of the following items, depending upon what the row represents. If the row:

l Represents a node in the policy diagram, the Source column displays the name of the name of the node. In addition, if the node has been identified as the primary node, a yellow star also appears in the Source column. This scenario is illustrated in the image in this topic.

l Does not represent a node in the policy diagram, the Source column displays a yellow star, indicating that in this row, you can specify a primary record that is not associated with a node.

I-
n-
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c-
e
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Displays the Record ID of the selected record or the value Click to assign value if you have not selected a record in a row.

When you click in this cell in:

l The first row, (the row representing the primary record in the policy) the value Find record and the button appear. You can use the button to access the Search or Search <Node> window to specify the primary record in the policy.

l Any row other than the first row:

n The button appears, which you can use to access the Search <Node> window to select a record to assign to the node.

n If you have specified a primary record in the policy, the text box in the cell becomes enabled, which you can use to type the Record ID of the record that you want to assign to the node.When you do this, the type-ahead functionality displays a drop-down list of up to five records that are linked to the primary record and whose Record IDs contain the value that you typed in the text box.

n The value No suggestions appears when:
o You have not specified a primary record in the policy.
o The source family does not contain at least one record that is linked to the primary record.
o When you have specified a primary record in the policy, but there is no relationship linking the source family and the primary record family.

Additionally, when a primary record has been specified that is not associated with a node, the button appears in the Instance Value column in that row. This button can be used to clear the value in the Instance Column in that row.

The following items are displayed above the grid in the Details area:

n button:Saves the policy instance that is currently selected in the grid in the Search

area. This button is enabled only when the selected policy instance contains unsaved
changes.

n button: Refreshes the grid in the Details area.

n Instance text box: Displays the name of the policy instance that is currently selected in the
grid in the Search area (stored in the ID field in the Policy Instance record). You canmodify
the name of the policy instance if you want.

n Active check box: Indicateswhether or not the policy instance that is currently selected in
the grid in the Search area is active. You can select this check box to activate the policy
instance or clear the check box to deactivate the policy instance. You can activate a policy
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instance only if all nodes displayed in the grid in the Details area have records assigned to
them (i.e., no rows contain the text Click to assign value).



Execution History Tab

Confidential and Proprietary Information of Meridium, Inc. • Page 98 of 343

Execution History Tab
The Execution History tab on the Policy page displays the results of policy executions.

The Execution History tab contains the following items:

l Search area:Contains the grid and text box that are displayed in the standard Search
area. In addition to containing one row for each policy instance that is associated with the
current policy, the grid contains a row with the value No Instance in the Instances column.
This row exists to support policies that are executed outside of the PolicyManager module.

l Details area: Contains a grid that displays one row for each policy execution associated
with the policy instance that is select in the grid in the Search area.When you select a row
in the grid in the Details area, the policy diagramwill bemodified to show the details of the
execution. The grid contains the following columns:

n Start Time: The date and time that the execution process began.

n Summary: A summary of the execution results (e.g., Errors occurred, no action taken,
Email sent to jsmith@companyabc.com, or Created Event named PumpWarning). If a
Policy Event record was created, the corresponding summarywill include a hyperlink that
you can click to access the Events tab on the Asset Health Manager page.

The following items are displayed above the grid:

n button: Refreshes the grid in the Details area.

n Filters check boxes:
o Actions: Displays only executions that resulted in actions.
o Errors: Displays only executions that resulted in errors.
Below the grid, the following options are available that allow you to navigate between
pages of results if more executions exist than the grid can display in a single view:

n Page count: Displays a text box and the text of <#> to the right of the text box, where <#>
is the total number of pages available. For example, in the image in this topic, the page
count indicates that page 1 of 1 is displayed.

The text box contains the value1by default (the first page of results is displayed by
default). You can type a value in this text box to navigate to a different page of results.

n Record count: The text <#> record(s)is displayed where <#>is the number of policy exe-
cutions found for the currently selected policy instance.

n Navigation buttons that allow you to scroll between pages.

n Page Size text box: The number of executions that will be displayed in the grid on a single
page. This text box contains the value 20by default.
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Validation Tab
You can use the Validation tab to simulate a policy execution to ensure that the policy will yield
the desired results.

Note: If you select the Validation tab for a policy that contains unsaved changes, the tab will be
blank.

The Validation tab contains the following items:

l Search area: Contains the grid and text box that are displayed in the standard Search
area. In addition to containing one row for each policy instance that is associated with the
current policy, the grid contains a row with the value AdHoc in the Instances column. In
this grid, when you select:

n The row containing the value AdHoc in the Instances column, you canmodify val-
ues in the Value column in the grid in the Details area and validate the policy against
the values that you typemanually.

n A row containing a policy instance, the values displayed in the Value column in the
grid in the Details area are disabled and cannot bemodified, and you can validate
the policy against values in the records belonging to the policy instance.

l Details area: Contains a grid that displays one row for each policy node (in the current
policy) that requires values to bemapped from specific records. The rows in the grid are
sorted alphabetically in ascending order according to the value in the Input column. The
grid contains the following columns:

n Input: Displays the name of the node that requires a value to bemapped from spe-
cific records.

n Values: Displays the name of the field fromwhich a value will bemapped to that
node and the specific value that will bemapped to that node. If a node is not being
used in the policy, this columnwill contain the text Not Used.

The following buttons are displayed above the grid in the Details area:
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n button:Validates the policy using the values in the grid as inputs.

n button:Copies values from the record belonging to the policy instance. This but-

ton is enabled only when a policy instance is selected in the grid in the Search area,
(i.e., the row containing the value AdHoc in the Instances column is not selected).



Types of Messages in Policy Manager

Confidential and Proprietary Information of Meridium, Inc. • Page 101 of 343

Types of Messages in Policy Manager
PolicyManager provides you with feedback about the operations that you are performing using a
messaging system that providesminimal interruption to your workflow and identifies the location
where the errors exist (e.g., which node). The PolicyManager messaging system uses the fol-
lowing types of messages:

l Validationmessages

l Systemmessages

l Error messages
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Validation Messages
Validationmessages appear in a bar at the top of the screen to provide you with information
about required fields or input values. For example, when you are providing values in the Prop-
erties window for an Email Contact node, until an email address is provided, a validationmes-
sage will appear to indicate that a valid email address format is required in the To Address field.

Any validationmessages identifyingmissing required data appear in a red bar. Any validation
messages identifyingmissing optional data appear in a yellow bar. Depending upon themes-
sage, the bar may include a View Details link, which displaysmore information about themissing
information, and aGo To Source link, which takes you to the source of themissing information.

Validationmessages continue to appear at the top of the screen until the requirements described
in themessage are fulfilled. If multiple validationmessages are displayed at once, you can scroll
through them using the buttons. The following image displays an example of a validation

message:

In thismessage, you can see that the policy name ismissing. Because the bar is red, you can
assume that the policy cannot be saved successfully until the policy name is provided.

If you were to view the Name text boxwhere you can provide a policy name, you would see that it
is outlined in red, which also indicates that a value is required:
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System Messages
Systemmessages appear in the upper right corner of the screen and then disappear after a few
seconds. They are provided to confirm that an action has succeeded. For example, as shown in
the image below, after you save a policy, themessage The policy has been successfully saved
appears briefly on your screen and then fades away.
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Error Messages
Error messages appear in pop-up dialog boxes, similar to other error messages in theMeridium
APMFramework. Usually, thesemessages report problems that will interrupt your workflow,
such a lost connection to the database. Youmay also see an error message if you have not
responded to all validationmessages appropriately and you try to save the policy. After you click
OK on an error message, you will need to correct the issue before you can save the policy suc-
cessfully.
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Refreshing the Policy Page
You can refresh the Policy page to ensure that the information that is displayed on the page for
all records reflects up-to-date data from the application server. Before you refresh the Policy
page, you should save the policy that you are working with. If you try to refresh the Policy page
and you have unsavedmodifications on the page, the Confirm Navigation dialog box appears,
indicating that any unsavedmodificationswill not be retained. The following instructions assume
that you are viewing the Policy page that does not contain any unsavedmodifications.

To refresh the Policy page:

l On theMeridiumAPMFramework toolbar, click the Refresh link.

The Policy page is refreshed, and it is displayed according to how it appears when it is first
accessed.

For example, the following image shows an example of the Policy page where the Exe-
cution Settings tab is selected.

Continuing with the example, when you click the Refresh link, the page is displayed accord-
ing to how it appears when it is first accessed, as shown in the following image.
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About the Zoom Tool
As outlined in red in the following image, the zoom tool appears in the lower right corner of the
Policy page.

The following table describes the features of the zoom tool.

Feature Description

Slider bar (sliding the
indicator to the right).

The button.

Zooms in on the policy diagram.

Slider bar (sliding the
indicator to the left)

The button.

Zooms out on the policy diagram.
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Feature Description

The text <#>%, where
<#> is a number indic-
ating the current zoom
level (e.g., )

Indicates the current zoom level. You can click the number to resets
the zoom level to 100%.

The button. Forces the diagram canvas to display all nodes, regardless of the
current size of the diagram canvas (e.g., if the size of theMeridium
APMFramework application has been decreased by dragging the
window borders).

Note that the following keyboard shortcuts can also be used to zoom in or out on the policy dia-
gram:

l Ctrl+Down Arrow: Zooms in on the policy diagram.

l Ctrl+Up Arrow: Zooms out on the policy diagram.
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Creating Policies from Scratch
The following instructions provide details on creating a Policy record, which is the first step in the
PolicyManager workflow. After you have created the Policy record, youmust create a policy dia-
gram to complete the policy.

Note that you cannot create a new Policy record via the RecordManager because the Policy fam-
ily is locked down (i.e., the Family is Managed By Product Module check box is selected in the
ConfigurationManager). As a result, if you attempt to create a new Policy record by clicking the
New button on theMeridiumAPMFramework toolbar, you will find that the Policy family does not
appear in the list of available families on the Select Family dialog box.

Note: Youmust be amember of theMI Policy Designer Security Group to create a new policy.

To create a new policy:

1. On the Policy Manager Start Page, in the Policy Manager section, click the Create a
New Policy link.

The Policy page appears.
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The name of the currently logged in Security User is displayed below the Description text
box in the format Last Name, First Name.

2. On the Policy Details tab, in the Name text box, type a name for the policy. This value is
required andmust be unique.

3. On the Policy Actions toolbar, click the button.

The Policy record belonging to the policy is saved to the database.
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Copying a Policy
In addition to creating a policy from scratch, you can also create new policies by copying existing
policies. The following instructions explain how to copy a policy.

To copy a policy:

1. Access the Policy page for the policy you want to copy.

2. On the Policy Actions toolbar, click the button.

The Save Policy Model As dialog box appears, displaying the name of the current policy
in the Policy Name text box.

3. In the Policy Name text box, type a name for the new policy. The valuemust be unique.

TheOK button becomes enabled.

4. ClickOK.

The Policy page appears, displaying the new policy.
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Copying a Policy and its Associated Instances
In some cases, youmaywant to create a new policy and policy instances by copying an existing
policy and its associated instances.

To copy a policy and its associated instances:

1. Access the Policy page for the policy you want to copy.

2. On the Policy Actions toolbar, click the button.

The Save Policy Model With Instances As dialog box appears, displaying the name of
the current policy in the Policy Name text box.

3. In the Policy Name text box, type a name for the new policy. The valuemust be unique.

TheOK button becomes enabled.

4. ClickOK.

The Policy page appears, displaying the new policy and policy instances.
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Opening Existing Policies
The following instructions provide details on opening an existing policy in PolicyManager. Note
that you can also open existing Policy records in the RecordManager, but because the Policy
family is locked down (i.e., the Family is Managed By Product Module check box is selected in
the ConfigurationManager), you will not be able tomodify any of the information for existing
Policy records via RecordManager. When you open a Policy record in the RecordManager, a
link will appear at the top of the datasheet area that will take you to the Policy page.

To open an existing policy:

1. On the Policy Manager Start Page, in the Policy Manager section, click the Search Exist-
ing Policies link.

The Policies Search page appears, displaying a list of all existing policies.

2. If desired, type a keyword in the Filter text box.

3. If you want the list to display only active policies, select the Show only active policies
check box.

3. Click the Search button.

The grid displays policies whose Policy record contains the specified keyword in the Name
or Description field.

4. In the Policy Name column, click the name of the policy that you want to open.
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The Policy page appears, displaying the selected policy. In the following image, the policy
Appendix_B is displayed on the Policy page.

Note: If you are a Super User or amember of theMI Policy Designer Security Group and
want to modify an existing policy, youmust take ownership of the policy.
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Aspects of the Policies Search Page
The Policies Search page uses the Policies query, which is located in the Catalog folder
\\Public\Meridium\Modules\PolicyManager\Queries, to retrieve all existing policies.

The Policies Search page contains the following items:

l Site Map: Provides navigation to the PolicyManager Start Page.

l Filter text box: Lets you filter the results based upon a keyword in this text box.

l Show only active policies check box: Lets you show only active policies in the results. If
this check box is cleared, both active and inactive policies will be displayed.

l Grid: Displays all policies that meet the filtering criteria. The grid contains the following
columns:

n Policy Name: The name of the policy.

n Policy Description: A description of the policy.

n Active: A value that indicateswhether or not the policy is active (Yes or No).

You can sort the contents of each of the columns using the button.

l Navigation pane: Allow you to navigate between pages if more results exist than the grid
can display in a single view. The following navigational tools are available:

n Page count: Displays a text box and the text of <#> to the right of the text box, where
<#> is the total number of pages available. For example, in the image in this topic,
the page count indicates that page 1 of 1 is displayed. The text box contains the



Aspects of the Policies Search Page

Confidential and Proprietary Information of Meridium, Inc. • Page 116 of 343

value 1 by default (the first page of results is displayed by default). You can type a
value in this text box to navigate to a different page of results.

n Record count: The text <#> record(s) is displayed where <#> is the number of
policy executions found for the currently selected policy instance.

n Navigation buttons that allow you to scroll between pages.

n Page Size text box: The number of executions that will be displayed in the grid on a
single page. This text box contains the value 20by default.
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About Policy Ownership
A policy owner is theMeridiumAPMSecurity User who is responsible for a given policy. Only the
policy owner can save changes to a policy. Each policy is owned by a particular Security User.

In order to be a policy owner, youmust be aMeridiumAPMSuper User or amember of theMI
Policy Designer Security group.

This section of the documentation provides details on:

l Taking ownership of a policy

l Viewing the ownership history for a policy

Note: Exclusive privileges are granted to policy owners. MeridiumAPMSuper Users do not
have the same privileges as policy owners.
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Taking Ownership of a Policy
Some options for working with policies are available only to the policy owner. If you want to
access an option that is unavailable to you, you can take ownership if the policy.

To take ownership of a policy:

1. Open the policy for which you want to become the owner.

The Policy page appears.

2. On the Policy Details tab, click the Take Ownership button, which is outlined in red in the
following image.



Taking Ownership of a Policy

Confidential and Proprietary Information of Meridium, Inc. • Page 119 of 343

The last and first name of the policy owner that appears to the left of the Take Ownership
button changes to reflect your last name and first name (as they are stored in your Security
User record), and the policy becomes enabled.

3. On the Policy Actions toolbar, click the button.

The policy is saved, and you are now the policy owner.
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Viewing Policy Ownership History
You can view the ownership history for a policy to determine if and when other Security Users
have been the owner of a particular policy.

To view the ownership history of a policy:

1. Using the Search Tool, perform a search for the Policy record associated with the policy for
which you want to view ownership history, and open the record in RecordManager.

2. Access the Field Change History dialog box.

The Field Change History dialog box appears, displaying ownership history for the policy.
The following image shows an example of a Field Change History dialog box that indic-
ates that Administrator, Meridium took ownership on ownership of the given policy from
Demo, Joe on 8/30/12 at 1:10 PM.
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Saving Changes to a Policy
To save changes to a policy:

l While viewing a policy that contains unsaved changes, on the Policy Actions toolbar, click
the button.

Your changes are saved to the database.
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Activating Policies
The following instructions assume that you are viewing the Policy page for the policy that you
want to activate.

To activate a policy:

1. On the Execution Settings tab, select the Active check box.

The policy is activated.

2. On the Policy Actions toolbar, click the button.

The policy is saved.
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Deactivating Policies
The following instructions assume that you are viewing the Policy page for the policy that you
want to deactivate.

To deactivate a policy:

1. On the Execution Settings tab, clear the Active check box.

The policy is deactivated.

2. On the Policy Actions toolbar, click the button.

The policy is saved.

Note: When you deactivate a policy, none of the policy instances that are associated
with the policy will be executed.
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Deleting Policies
The following instructions assume that you are viewing the Policy page for the policy that you
want to delete. Only the policy owner can delete a policy.

To delete a policy:

1. On the Policy Actions toolbar, click the button.

A confirmationmessage appears, asking if you really want to delete the policy.

2. Click the Delete button.

The policy is deleted from the database.
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About the Time Zone Setting
On the Execution Settings tab, you can select a time zone that will be used by the policy.

Note: The policy Time Zone setting will be used instead of theWindows time zone on the
MeridiumAPMApplication Server, theWindows time zone on theMeridiumAPMFramework
workstation, and the value in the Timezone field in the Security User record of the currently
logged in Security User or the Security User who is the current policy owner.

The Time Zone setting is used to determine:

l The dates and times that are displayed on the Execution History tab, as shown in the fol-
lowing image.

l The dates and times that are displayed in validationmessages.

l The dates and times that are displayed in email messages that are generated by policies.

l The dates and times that are displayed in Policy Recommendation records that are gen-
erated by policies.

l Which times to evaluate when you specify a relative date range.

For example, suppose that you want process historian reading values to be evaluated
using the following start and end times:

n Start time: today + 4 hours

n End time: today + 8 hours
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Because today is interpreted as 12:00:00 A.M. of the current day, the times shown in
the image above are translated as:

n Start time: 4:00 A.M. today

n End time: 8:00 A.M. today

These times are specific to the time zone defined for the policy and will be the same
across time zones. For example, using UTC time as the baseline, consider the fol-
lowing time zones:

n Eastern Time (US & Canada) = UTC - 5 hours

n Pacific Time (US & Canada) = UTC - 8 hours

Using the relative start time of today + 4 hours, if the Time Zone setting specifies:

n (UTC-5:00) Eastern Time (US & Canada), theMeridiumAPM systemwill
evaluate values starting at 4:00:00 A.M. Eastern, which is the equivalent of
9:00:00 A.M. UTC.

n (UTC-5:00) Pacific Time (US & Canada), theMeridiumAPM systemwill eval-
uate values starting at 4:00 A.M. Pacific, which is the equivalent of 12:00:00
P.M. UTC.

These times are represented by the following image, where:

n The (UTC-5:00) Eastern Time (US & Canada) start and end time is rep-
resented by the red shaded region.

n The (UTC-5:00) Pacific Time (US & Canada) start and end time is rep-
resented by the green shaded region.
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In other words, if you specify a date and time that is relative to 12:00:00 A.M. of a specific
day, the date range criteria and the policy time zone work together to determine the range
of data that is included in the evaluation. If two policies are set up to evaluate the exact
same data but those policies use different time zones, each of those policies will end up
evaluating a different set of data.
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Policy Diagram Workflow
The following workflow describes the basic tasks that you need to perform to create a policy dia-
gram:

1. Add nodes to the diagram canvas. Most policy diagrams consist of one or more input
nodes, various calculation, condition, and logic nodes, and one or more action nodes.

2. Connect the nodes in the policy diagram.

3. Configure the properties for each node. In the Properties window for each node, you can
specify a name and label for the node, define input values, and configure additional set-
tings that are specific to each node.

Before you begin, it is important to understand some principles for working with the policy dia-
gram.
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About Working with the Policy Diagram
The following principles apply to working with the policy diagram:

l Policy diagrams do not reference specific records. Rather, they can contain nodes that ref-
erence families. Youmust use policy instances to identify the individual recordswhose val-
ues are evaluated when the policy is executed.

l The first node in a policy diagrammust be an Input node other than aQuery node.

l Every node, with the exception of Action nodes, has outputs that successor nodes can use
as inputs. Youmust specify inputs for these nodes in the Properties window that appears
when you select each node in the policy diagram.

Note: Outputs and inputsmay represent either a single value or a collection of values.
The types of outputs that each node generates and the types of inputs that each node
accepts is different for each node.When setting up a policy diagram, youmust use cor-
responding input and output types.

l A node can use an input from any predecessor node, even if the nodes are not directly con-
nected.

l Any number of nodes can use an input from the same predecessor node.

l A policy diagram can often be arranged in various configurationswithout impacting the exe-
cution results. You should arrange the policy diagram in the configuration that provides the
best visual representation of the policy.

l Connections that start at a Condition or Logic node have properties that you can use to cre-
ate separate logic paths depending upon whether the condition is true or false. If you do
not define the logic for a connection, a value of Yes is assumed but does not appear on the
diagram.

To illustrate the principles for working with a policy diagram, consider the following nodes and con-
nections.

In this example diagram, the node named Flow Meter is an Xi Tag node which represents an Xi
Tag record. When this policy is executed, if the DA Reading Value that is associated with the Xi
Tag record is greater than 1000, theMeridiumAPM systemwill send an email message to the
email address that is specified in the HumanResource record that is associated with the Engin-
eer User node.

In this example, you can see that:
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l The Flow Meter and Engineer nodes represent families. The specific recordswhose val-
ues are evaluated are determined by policy instances.

l TheCondition node includes:
o The value DA Reading Value, which comes from the Flow Meter node.
o The condition >.
o The value 1000, which is definedmanually within the Condition node.

l The Email Contact node can use an input from the Flow Meter node even though the two
nodes are not directly connected.

l The Email Contact node and the Condition node can both use inputs from the Flow Meter
node.

l The execution results of the policy would be identical even if the Engineer node were con-
nected to the Flow Meter node or the Condition node. However, the current configuration
provides a clear visual representation of the policy because the Email Contact node is the
only node in the diagram that uses an input value from the Engineer node.

l Because the logic is not defined for the connection between the Condition node and the
Email Contact node, a value of Yes is assumed. Thismeans that an email message is sent
only if the condition defined in the Condition node is true.

Click here for additional information about this policy diagram example.
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Adding Nodes to the Policy Diagram
The first step in creating a policy diagram is to add nodes to the diagram.

To add a node to the policy diagram:

1. On the Policy page, on the toolbar containing the button representing the node that you
want to add, click the desired button. For example, if you wanted to add an Entity node, you
would click the button.

The node is added to the diagram canvas in a default location.

2. Position the node in the desired location by selecting it, dragging it, and dropping it in the
desired location. You can alsomove a selected node using the arrow keys.

ŒHint: You can also add a node to the policy diagram by selecting the desired button on
the toolbar, dragging it to the location where you want the node to appear, and dropping
it. The corresponding node will appear on the diagram in that location.
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Connecting Nodes in a Diagram
After you add nodes to the policy diagram, youmust connect the nodes before you can fully
define the policy logic.

To connect two nodes in a diagram:

1. On the predecessor node, point to the yellow circle on the side fromwhich you want to start
the connection.

The pointer changes to .

2. Click the yellow circle, and drag your mouse in the direction that you want to create the con-
nection.

The pointer changes to , and a line is drawn automatically in the direction that you

dragged themouse.

3. Continue dragging themouse until the line reaches the desired destination (i.e., the circle
on the node that will serve as the end of the connection). The connection will be completed
automatically.

4. Release your mouse button to set the connection.

The following limitations apply to connections:

l A connection cannot be created in a circular path (e.g., if Node 1 is connected to
Node 2, and Node 2 is connected to Node 3, you cannot connect Node 3 to Node 1).

l A node cannot be connected to itself.

l You cannot connect one node to another nodemore than once.

Note: Connections that start at Condition or Logic nodes have properties that you can use to
create separate logic paths depending upon whether the condition is true or false.
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Configuring Node Properties
After you have connected nodes in the policy diagram, youmust configure various properties for
each node in order to complete the policy diagram. All nodes except for Logic nodes have prop-
erties that must be configured.

To configure the properties of a node:

1. In the policy diagram, select the node whose properties you want to configure.

The Properties window for the node appears. The following image shows an example of
what the Properties window looks like for a Last node.

2. In the Name text box, specify a name for the node. For some nodes, the name that you spe-
cify also appears as the node label in the policy diagram.

3. Define any input values for the node.

4. Configure additional settings. The specific properties that must be configured are different
for each type of node.
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About Node Names and Labels

Node Names

You can use the Name text box in the Properties window for a node to specify a name for the
node.

For Condition and Action nodes, the default name of each node is <Node Type>, where <Node
Type> is the type of node. For example, if you add a Create Recommendation node to the policy
diagram, the name of the node that appears in the corresponding Properties window will be
Create Recommendation.

For Input and Calculation nodes, the default name of each of node is <Node Type><#>, where
<#> is one value greater than the number of nodes that have already been added to the current
policy diagram (even if they have been deleted). For example, if the policy diagram contains two
nodes, when you add a new Measurement Location node, the namewill beMeasurement Loca-
tion 3.

Node names for Input nodesmust be unique.

Node Labels

For Input and Action nodes, the name that you specify in the Properties window for a node also
appears as the node label in the policy diagram. For example, consider the following image of the
Properties window for aMeasurement Location node.

In the policy diagram, the label that appears on theMeasurement Location node corresponds to
the name in the Properties window.

For Calculation and Condition nodes, however, the node name does not appear as the node
label in the policy diagram. Instead, with the exception of the Case node, these nodes have two
labels which identify the first and second input values of the node. These labels appear above
and below the symbol that represents the node type, respectively. For example, consider the fol-
lowing image of the Properties window for a Greater Than Calculation node, where:
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l The first input value is 8.

l The second input value is defined by a predecessor node, where the selected node is
WorkHistory and the selected field is Actual Labor.

In the policy diagram, each label that appears on the Condition node identifies the input values
that are defined in each section of the Properties window, as shown in the following image.

For an input values defined by predecessor nodes, a Display list will appear in the corresponding
section of the Properties window for Calculation and Condition nodes. You can use the Display
list to specify how the corresponding label will appear. Each Display list contains the following
options:

l Node: Specifies that the label in the policy diagram should contain the name of the node
that is selected in the corresponding section of the Properties window.

Properties Window

Node label

l Field: Specifies that the label in the policy diagram should contain the caption of the field
that is selected in the corresponding section of the Properties window.

Properties Window
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Node label

l Both: Specifies that the label in the policy diagram should contain both the name of the
selected node and the caption of the selected field (separated by a period).

Properties Window

Node label
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Defining Input Values
For every node that requires an input, you will define the input value or collection using the Field
check box and subsequent options in the Properties window of the node. The input can be a
static value that you type directly into the Properties window, or the input can be a value or col-
lection that is the output of a predecessor node.

To specify a static, user-defined input value:

1. On the Properties window of the node for which you want to define an input value, verify
that the Field check box is cleared.

2. For nodes that do not require a logical input (i.e., Yes or No), in the text box, type the value
that you want to use as an input.

The following image shows an example of the static, user-defined input value 5.

-or-

For nodes that require a logical input (i.e., Yes or No), select the radio button that cor-
responds to the value that you want to use as an input.

The following image shows an example of a static input value that is defined using a radio
button, where the selected input value is No.

To specify an input value or collection that is defined by a predecessor node:

1. On the Properties window of the node for which you want to define an input value, select
the Field check box.

2. In the first list that appears, select the node that is associated with the value or collection
that you want to use as the input. This list contains the names of the nodes that are con-
nected to the selected node.

3. In the second list that appears, select the field that represents the value or collection that
you want to use as the input. This list contains all of the output options that are associated
with the node that you selected in the first list.

The following image shows an example of an input value that is defined by a predecessor
node.
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In this image, you can see that:

l The input node isWorkHistory.

l The input value comes from the value in the Actual Labor Cost field in theWorkHis-
tory record (the specificWork History record will be defined by a policy instance).

Click here for an example of defining input values.
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Input Values Example
To illustrate the different ways to define input values, consider the following nodes and con-
nection.

In this example, theWorkHistory Entity node is connected to aGreater Than Condition node.
The Properties window for the Condition node, therefore, allows you to select theWorkHistory
family and one of its fields. As shown in the following image:

l The Field check box above the greater than symbol (>) is selected.

l The field Actual Labor Cost is selected as the first input for the Greater Than node.

l The Field check box below the greater than symbol (>) is cleared.

l The value 1500 is defined as the second input.

Together, theWorkHistory Entity node and the Condition node to which it is connected indicate
that an email message should be sent when aWorkHistory record has a value greater than 1500
in the Actual Labor Cost field.

Note: Youmust use policy instances to identify the specific record(s) whose values you want
to use in the policy. For the example provided in this topic, you would need to select a specific
Work History record for each policy instance that is associated with the policy.
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About Connection Properties
For connections that start at a Condition or Logic node, a Properties window appears when you
select the connection in the policy diagram. You can use the Properties window to define logic
that determineswhich path should be followed depending upon whether the condition is true or
false. Specifically:

l If you set the connection property to Yes, the path between the predecessor node and the
successor node will be followed when the logical result of the predecessor node is true.

l If you set the property to No, the path between the predecessor node and the successor
node will be followed when the logical result of the predecessor node is false.

For example, the following image displays an example of the Properties window that appears
when you select a connection between aGreater Than node and a Create Recommendation
node:

Consider the following diagram.

Using this example, you can see that:

l TheCondition node evaluates the value in the Actual Labor Cost field inWorkHistory
records to determine if it is greater than 1500.

l TheCondition node is connected to the following successor nodes:

n Email Contact (through the No connection)

n Create Recommendation (through the Yes connection)

Based on the connection properties, you can determine that the following logic will be applied
when the policy is executed:

l If the Actual Labor Cost is not greater than 1500, an email message will be sent. This logic
is determined by the No property of the connection to the Email Contact node.

l If the Actual Labor Cost is greater than 1500, a Policy Recommendation record will be cre-
ated. This logic is determined by the Yes property of the connection to the Create Recom-
mendation node.
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Note: If logic is not defined for a connection, a value of Yes is assumed but does not appear on
the diagram.
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Copying and Pasting Nodes and Connections
You can copy one or more nodes on the diagram canvas and paste them to another location on
the canvas. Connectionswill be copied only if you select the connection and both nodes that it
connects.

Note: After you copy a node that requires a unique name (e.g., Point Value node), youmust
change the name of the copied node before you can save the policy.

To copy and paste nodes:

1. On the Policy page, on the diagram canvas, press the Ctrl key, and select all the nodes
and connections that you want to copy.

The selected nodes and connections are outlined in a darker color. In the following image,
you can see that the following items have been selected:

l WorkHistory node.

l Actual Labor > Estimated Labor node.

l The connection between them.

2. On the Policy Actions toolbar, click the button.

The selected nodes and connections are copied.

3. On the Policy Actions tab, click the button.

Copies of the selected nodes and connections are pasted to the diagram canvas and are
selected automatically.
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Note: If you copy a node that contains amapped field value from another node, the
mapped field value will not be copied unless you also copy the node fromwhich the val-
ues aremapped and the connector node between the two nodes.

4. Drag the pasted nodes and connections to the desired location.
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About Input Nodes
Input nodes represent items that are evaluated in order to determine if an action is required. You
can add several types of Input nodes to the policy diagram using the Inputs toolbar. After you add
an Input node, you can define its properties using the Properties window. All Input nodes are
shaded orange in the policy diagram. The following Input nodes are available:

l Entity

l Query

l Point Value

l Measurement Location

l AMS Asset

l User

l Constant

l Health Indicator

l Xi Tag

l GE Tag

With the exception of Query and Constant nodes, youmust use policy instances to assign specific
records to each Input node in the policy. For a Point Value node, you can also use policy
instances to assign constant values to the node.

Note: Youmust have the appropriate licenses and family-level privileges to view and use
nodes that are associated with specific families. For example, to view an AMS Asset node, the
AMS Analytics licensemust be active and youmust have View permissions on the AMS Asset
family. Otherwise, the button that creates the AMS Asset node will be disabled.
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About the Trigger Check Box
The Trigger check box appears on the Properties window for all Input nodes except Query, Con-
stant, and Point Value nodes. You can use this check box to specify whether or not the policy
should be executed based upon changes in the record that is associated with that specific node.
This check box is selected by default.

Note: This setting only affects policies that are configured to be executed when records belong-
ing to the policy instance are updated.

For example, suppose you have a policy that contains an Entity node that represents an Equip-
ment record, but this particular Entity node does not influence any of the logic in the policy that
determines if action is needed. Rather, other Entity nodes (e.g., representingMeasurement Loca-
tion records that are linked to the Equipment record) influence the logic in the policy that determ-
ines if action is needed. In this case, even though the policy is configured to be executed when
records belonging to the policy instance are updated, youmight want to specify that updates to
the associated Equipment record not result in the execution of the policy. You can do this using
the Trigger check box on the Properties window for the node.

When the Trigger check box is:

l Selected: The policy will be executed any time that the record that is associated with this
node is updated. A node for which this check box is selected looks like this in the policy dia-
gram:

l Cleared: The policy will not be executed any time that the record that is associated with this
node is updated. A node for which this check box is cleared looks like this in the policy dia-
gram:



Entity Nodes

Confidential and Proprietary Information of Meridium, Inc. • Page 146 of 343

Entity Nodes
An Entity node is an Input node that represents anyMeridiumAPMentity family. You can use the
Entity node to access information that is stored in a record belonging to anyMeridiumAPMentity
family. The following image showswhat an Entity node looks like.

The output of an Entity node is any field in the family that you select in the Family ID list on the
Properties window for the Entity node.

Properties of the Entity Node

The following image showswhat the Properties window looks like for an Entity node after you
add the node to the policy diagram.

The Properties window for an Entity node contains the items that are described in the following
table.

Item Description Notes

Primary
Record check
box

Specifies whether or not
the node represents a
primary record.

None

Trigger check
box

Specifies whether or not
changes to the record that
is associated with the node
will result in policy exe-
cution.

None

Family ID Specifies the family that the
Entity node represents.

The Family ID list contains all of theMeridium
APMentity families fromwhich you can
access record information.

This value is required.
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Example of the Entity Node

Entity nodes are often the starting point in policy diagrams because they provide successor
nodeswith fields to evaluate. For example, consider the following nodes and connection.

In this example, theWorkHistory Entity node provides the Condition node with a field, Actual
Labor Cost, to evaluate.

Click here for an example of an Entity node used within a complete policy diagram.
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Query Nodes
A Query node is an Input node that represents a query that is stored in theMeridiumAPMCata-
log. You can use aQuery node to access a specific table that is defined by the specified query.
The specified query will run each time the policy is executed, and you can use the results of the
query in subsequent calculations. The following image showswhat a Query node looks like.

If the specified query contains prompts, for each prompt that is included in the query, youmust
identify the values that should be provided to the prompts. To do so, youmust connect the Query
node to a predecessor node that represents the desired value.

A Query node generates the following outputs:

l Result Set, which represents the full results of the specified query. This option can be used
only with successor nodes that are capable of handling collections.

l Any value in the top row of the specified query.

Note: A Query node cannot be the first node in a policy diagram.

Properties of the Query Node

The following image shows an example of what the Properties window looks like for a Query
node.

The Properties window for a Query node contains the items that are described in the following
table.
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Item Description Notes

Query Path Specifies the path to the
query that will run when the
policy is executed.

You can type the pathmanually, or you can
browse to it by clicking the button.

Query section Provides values to any
query prompts.

OneQuery section appears for each prompt
in the selected query. The label that appears
after Query: identifies the prompt caption.

The Entity Key and Content GUID system
field options are also available for you to select
as a promptIf you select a predecessor node
that is one of the following node types: Entity,
Measurement Location, Health Indicator,
AMS Asset, Xi Tag, or User.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

Example of the Query Node

The following example illustrates how you can use theQuery node with other nodes in the policy
diagram to access and analyze Policy Event records using the EventsQuery in the baseline
MeridiumAPMCatalog.

Consider the following nodes and connections.

In this example, the Policy EventsQuery node is connected to the Equipment Entity node and to
a Collection Filter node, which is then connected to various additional Condition, Calculation, and
Action nodes.

As shown in the following image, you can use the Properties window for the Query node to spe-
cify the query whose results you want to use in the policy diagram. You can also see that the spe-
cified query contains a prompt, Asset Key, and that a system field from the Equipment node,
Entity Key, is used to supply values to the prompt.
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When theQuery node is connected to a successor node, in the Properties window of the suc-
cessor node, you can select the Result Set option to evaluate the full query results.

In this example, the Collection Filter node is used to filter the query results. As you can see in the
following image of the Properties window for the Collection Filter node, the query results are
filtered to include only the policy events that lasted longer than 10 seconds, occurred within the
last month, and have the name IOWExcursion.

The filtered query results are used by subsequent Calculation and Condition nodes to indicate
that certain actions should be triggered when specified conditions aremet. Specifically, the
remaining nodes in this policy work together to send an email message and to create a recom-
mendation if the filtered query containsmore than two results or if the total duration of the query
results exceeds 240 seconds.
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Point Value Nodes
A Point Value node is an Input node that represents a specific value that you can specify using a
policy instance. You can use the Point Value node to represent:

l Constant values that are usedmore than once in the policy diagram but are not the same
value for each policy instance.

l Values from fields in different families for each policy instance.

The following image showswhat a Point Value node looks like.

The output of a Point Value node is the value that you specify in a policy instance.

Properties of the Point Value Node

The following image showswhat the Properties window looks like for a Point Value node after
you add the node to the policy diagram.

The Properties window for a Point Value node contains the items that are described in the fol-
lowing table.

Item Description Notes

Trigger check
box

Specifies whether or not
changes to the record that
is associated with the node
will result in policy exe-
cution.

None

Data Type list Specifies the type of data
that the node represents.

This field is not required. However, selecting a
value in this field can help catch errors and
facilitate policy execution.

Example of the Point Value Node
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The following example illustrates how you can use the Point Value node to represent values from
fields in different families for each policy instance. Consider the following nodes and connection.

In this example, the value represented by the Point Value node is evaluated to determine
whether or not it is greater than 150. As shown in the following image, you can use the Properties
window for the Greater Than Condition node to select the value represented by the Cost Point
Value node as the first input value.

The particular record and field containing the cost value are defined by the policy instances that
are associated with this policy. For example, youmight create two policy instances, where:

n One policy instancemaps the Cost field from the Action family to the Cost Point Value
node.

n The other policy instancemaps the Total Cost field from theWorkHistory family to the
sameCost Point Value node.
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Measurement Location Nodes
AMeasurement Location node is an Input node that represents theMeasurement Location fam-
ily. You can use theMeasurement Location node to access records in theMeasurement Location
family and information about related readings. The following image showswhat aMeasurement
Location node looks like.

A Measurement Location node generates the following outputs:

l Readings, which represents the collection of all measurement readings associated with a
specifiedMeasurement Location record. This output contains a value and timestamp for
each reading in the collection and can be used only with successor nodes capable of hand-
ling collections.

l Anyfield in theMeasurement Location family.

Properties of the Measurement Location Node

The following image showswhat the Properties window looks like for aMeasurement Location
node after you add the node to the policy diagram.

The Properties window for aMeasurement Location node contains the items that are described
in the following table.

Item Description

Primary Record check box Specifies whether or not the node represents a primary
record.

Trigger check box Specifies whether or not changes to the record that is
associated with the node will result in policy execution.

Example of the Measurement Location Node
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The following example illustrates how you can use theMeasurement Location node with suc-
cessor nodes to evaluate fields in aMeasurement Location record and the collection of readings
associated with aMeasurement Location record. Consider the following nodes and connections.

In this example, theMeasurement Location node is connected to aMaxCalculation node and an
Equal Condition node.

As shown in the following image, you can use the Properties window for theMax node to select
theMeasurement Location node and the Readings option. When this option is selected, theMax
node evaluates the readings that are associated with theMeasurement Location record and
returns the reading with the highest value.

You can also select a field from theMeasurement Location family as an input for a successor
node. As shown in the following image, you can use the Properties window for the Equal node to
select theML Type field in theMeasurement Location family. This node evaluateswhether or not
theML Type field contains the exact value Numeric.
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Click here for an example of aMeasurement Location node used within a complete policy dia-
gram.
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AMS Asset Nodes
An AMS Asset node is an Input node that represents the AMS Asset family. You can use the
AMS Asset node to access records in the AMS Asset family and information about related alerts.
The following image showswhat an AMS Asset node looks like.

An AMS Asset node generates the following outputs:

l HasActive Alerts, which represents the value of yes or no depending on whether or not the
AMS Asset has any active alerts (i.e. the AMS Asset record is linked to an AMS Asset Alert
record with the value True in the Active field).

l Anyfield in the AMS Asset family.

Properties of the AMS Asset Node

The following image showswhat the Properties window looks like for an AMS Asset node after
you add the node to the policy diagram.

The Properties window for an AMS Asset node contains the items that are described in the fol-
lowing table.

Item Description

Primary Record check box Specifies whether or not the node represents a primary
record.

Trigger check box Specifies whether or not changes to the record that is
associated with the node will result in policy execution.

Example of the AMS Asset Node

The following example illustrates how you can use the AMS Asset node with successor nodes to
create conditions based upon whether or not an AMS Asset has any active alerts. Consider the
following nodes and connections.
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As shown in the following image, you can use the Properties window for the Equal node to select
the AMS Asset node and the HasActive Alerts option. When this option is selected, the output of
the AMS Asset node is either yes or no, depending on whether or not the AMS Asset is in an alert
state. Together, the AMS Asset node and the Equal node indicate that an email message should
be sent if the corresponding AMS Asset record has any active alerts.

You can also select a field from the AMS Asset family as an input for a successor node. As shown
in the following image, you can use the Properties window for the Email Contact node to select
the Description field in the AMS Asset family. If the Email Contact node is triggered, the email
message will include the information contained in the Description field of the AMS Asset record.

Click here for an example of an AMS Asset node used within a complete policy diagram.
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User Nodes
A User node is an Input node that represents the Security User and HumanResource families.
You can use a User node to access user information records that are stored in either of these fam-
ilies. The following image showswhat a User node looks.

The output of a User node is anyfield belonging to the Security User family or HumanResource
family.

Properties of the User Node

The following image showswhat the Properties window looks like for a User node after you add
the node to the policy diagram.

The Properties window for a User node contains the items that are described in the following
table.

Item Description

Primary Record check box Specifies whether or not the node represents a primary
record.

Trigger check box Specifies whether or not changes to the record that is
associated with the node will result in policy execution.

Example of the User Node

The following example illustrates how you can use the User node to access both the email
address, which exists on the HumanResource family, and the User ID, which exists on the Secur-
ity User family, for the same person. Consider the following nodes and connections.
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In this example, the Engineer User node is connected to an Email Contact node and a Create
Recommendation node.

As shown in the following image, you can use the Properties window for the Email Contact node
to select the User node and the Email Address field in the HumanResource family.

Additionally, as shown in the following image, you can use the Properties window for the Create
Recommendation node to select the User node and, in this case, a field in the Security User fam-
ily, User ID.

Note that:

l Although you can select a field in the Security User or HumanResource family on the Prop-
erties window for a successor node, you can assignonly Security User records to User
nodes via the Instances tab.When you select a HumanResource field on the Properties
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window for a successor node, the HumanResource record that is associated with the
Security User record that you have assigned to the node is used for themapping.

l Updates to the Security User or HumanResource record that is associated with a User
node will result in the policy being executed when the policy is configured to be executed
when records belonging to the policy instance are updated and the Trigger check box on
the Properties window for the User node is selected.

Click here for an example of a User node used within a complete policy diagram.
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Constant Nodes
A Constant node is an Input node that represents a specific value that remains constant when the
policy is executed, meaning that no value ismapped to that node from a policy instance. You
should use a constant node for input values that are the same for all instances and are used in
multiple places in the policy diagram. The following image showswhat a Constant node looks
like.

The output of a Constant node is the value that you specify in the Value section of the node's
Properties window.

Properties of the Constant Node

The following image showswhat the Properties window looks like for a Constant node after you
add the node to the policy diagram.

The Properties window for a Constant node contains the items that are described in the following
table.

Item Description Notes

Data Type list Specifies the type of data
that the node represents.

This field is not required. However, selecting a
value in this field can help catch errors and
facilitate policy execution.

Value text box Specifies the value that the
node represents.

None

Example of the Constant Node

Consider the following nodes and connections.
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In this example, the 200 Constant node is connected to a successor Condition node. This Condi-
tion node is also connected to another predecessor node, which is an Entity node representing
theWorkHistory family.

As shown in the following image, you can use the Properties window for the Condition node to
select the 200 Constant node and its value, which is 200.With these options selected, the Condi-
tion node evaluateswhether or not the value in the Actual Labor field of a specifiedWorkHistory
record is greater than 200.
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Health Indicator Nodes
A Health Indicator node is an Input node that represents the Health Indicator family. You can use
the Health Indicator node to access records in the Health Indicator family and information about
the readings associated with a Health Indicator’s source record. The following image showswhat
a Health Indicator node looks like.

When you associate a policy instance with a Health Indicator node, you can assign an existing
Health Indicator record to the node or create a new Health Indicator record that will be assigned
to the node. For Health Indicator records that are created via the Instances tab, you can use an
Add Value to Health Indicator node to create Health Indicator Value records and link them to the
new Health Indicator record.

A Health Indicator node generates the following outputs:

l Readings, which represents the collection of all readings associated with the Health Indic-
ator’s source record. This output contains a value and timestamp for each reading in the
collection and can be used only with successor nodes capable of handling collections.

l Anyfield in the Health Indicator family.

Properties of the Health Indicator Node

The following image showswhat the Properties window looks like for a Health Indicator
node after you add the node to the policy diagram.

The Properties window for a Health Indicator node contains the items that are described in the fol-
lowing table.

Item Description

Primary Record check box Specifies whether or not the node represents a primary
record.

Trigger check box Specifies whether or not changes to the record that is
associated with the node will result in policy execution.
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Example of the Health Indicator Node

The following example illustrates how you can use the Health Indicator node with successor
nodes to evaluate fields in a Health Indicator record and the collection of readings associated with
a Health Indicator record. Consider the following nodes and connections.

In this example, the Health Indicator node is connected to an Average Calculation node and a
Greater Than or Equal Condition node.

As shown in the following image, you can use the Properties window for the Average node to
select the Health Indicator node and the Readings option. When these options are selected, this
node evaluates the readings that are associated with the Health Indicator record and returns the
average reading value.

You can also select a field from the Health Indicator family as an input for a successor node. As
shown in the following image, you can use the Properties window for the Greater than or Equal
node to select the Alert Level field in the Health Indicator family. This node, therefore, evaluates
whether or not the value in the Alert Level field of the corresponding Health Indicator record is
greater than or equal to 1, which would indicate that the Health Indicator recordmeets theWarn-
ing or Alert status criteria.
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Click here for an example of a Health Indicator node used within a complete policy diagram.
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Xi Tag Nodes
An Xi Tag node is an Input node that represents the Xi Tag family. You can use the Xi Tag node
to access records in the Xi Tag family and the related reading data that is accessed directly from
the process historian. The following image showswhat an Xi Tag node looks like.

An Xi Tag node generates the following outputs:

l DA Reading Value, which represents themost current reading available in the process his-
torian.

l DA Readings Timestamp, which represents the date and time that themost current read-
ing was recorded in the process historian.

l HDA Readings, which represents the collection of historical readings taken over a period
of time from the process historian. This option contains a value and timestamp for each
reading in the collection and can be used only with successor nodes capable of handling
collections.

l Anyfield in the Xi Tag family.

Properties of the Xi Tag node

The following image showswhat the Properties window looks like for an Xi Tag node after you
add the node to the policy diagram.

The Properties window for an Xi Tag node contains the items that are described in the following
table.

Item Description

Primary Record check box Specifies whether or not the node represents a primary
record.

Trigger check box Specifies whether or not changes to the record that is
associated with the node will result in policy execution.

Example of the Xi Tag Node
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The following example illustrates how you can use the Xi Tag node with successor nodes to eval-
uate various different types of data related to the Xi Tag family. Consider the following nodes and
connections.

In this example, the Xi Tag node is connected to a Collection Filter node and to aGreater Than
Condition node.

As shown in the following image, you can use the Properties window for the Collection Filter
node to select the Xi Tag node and the HDA Readings option. When this option is selected, the
Collection Filter node evaluates the historical readings associated with the Xi Tag family and fil-
ters the collection to only the readings that have a timestampwithin the last seven days.

You can also use the Xi Tag node to evaluate themost recent reading value associated with an Xi
Tag record or values contained in a field of an Xi Tag record. As shown in the following image,
you can use the Properties window for the Greater Than node to evaluate whether or not the DA
Reading Value is greater than the value defined in the Numeric Upper Level 2 field of the Xi Tag
record.
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Click here for an example of an Xi Tag node used within a complete policy diagram.
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GE Tag Nodes
A GE Tag node is an Input node that represents the GE Tag family. You can use theGE Tag
node to access records in the GE Tag family and information about related events. The following
image showswhat a GE Tag node looks like.

A GE Tag node generates the following outputs:

l GE Tag Events, which represents the collection of GE Tag Event records that are asso-
ciated with a specified GE Tag record. This output contains the start time, severity level,
and type of each event in the collection and can be used only with successor nodes cap-
able of handling collections.

l Any field in the GE Tag family, as well as the Entity Key and Content GUID system fields in
the GE Tag family.

Properties of the GE Tag Node

The following image showswhat the Properties window looks like for a GE Tag node after you
add the node to the policy diagram.

The Properties window for a GE Tag node contains the items that are described in the following
table.

Item Description

Primary Record
check box Specifies whether or not the node represents a primary record.

Trigger check box Specifies whether or not changes to the record that is associated with the
node will result inpolicy execution.

Example of the GE Tag Node
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The following example illustrates how you can use theGE Tag node with successor nodes to eval-
uate a related GE Tag Event record. Consider the following nodes and connections.

In this example, the GE Tag node is connected to a Last node and to aGreater Than Condition
node. As shown in the following image, you can use the Properties window for the Last node to
select the GE Tag node and theGE Tag Events option. When this option is selected, the Last
node evaluates the events that are associated with the GE Tag record and returns themost
recent event.

You can then use subsequent nodes to evaluate information related to themost recent event. As
shown in the following image, you can use theGreater Than node to evaluate whether or not the
most recent event has a severity greater than 0.
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Comparison Nodes
Comparison nodes are Condition nodes that you can use to compare two input values using the
comparison operator that corresponds to the name of the node. The following comparison nodes
are available:

l Equal

l Not Equal

l Greater Than

l Greater Than or Equal

l Less Than

l Less Than or Equal

You can use the Conditions toolbar to add comparison nodes to the policy diagram. Comparison
nodes are shaded blue in the policy diagram. The following image showswhat a Greater Than
(>) comparison node looks like after you add it to the policy diagram.

Each comparison node requires two inputs, whichmust be single values. For Equal and Not
Equal nodes, inputs can by any type of data. For the remaining comparison nodes, inputsmust
be numeric or time-based values.

The output of a comparison node is the logical result of the comparison (i.e., yes or no). The out-
put of a comparison node can only be used as an input to Case or Logic nodes. For all other suc-
cessor nodes, the output is used by the connection to the successor node in order to determine if
the successor node will be executed.

You can use the Properties window for a connection starting at a comparison node to specify a
logic path for the connection. If you do not specify a logic path, a value of Yes is assumed. The
MeridiumAPM systemwill execute only the branches of a policy diagramwhere the logical result
of the comparisonmatches the logic path defined for the corresponding connection.

Properties of Comparison Nodes

The following image showswhat the Properties window looks like for a Greater Than node after
you add the node to the policy diagram.
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The Properties window for each comparison node contains the items that are described in the fol-
lowing table.

Item Description Notes

First value The input value that will be
compared to the second
input value.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

Operator sym-
bol

The symbol that cor-
respondswith the com-
parison operation that is
performed by the node.

None

Second value The input value that will be
compared to the first input
value.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

Display list The label that appears on
the node in the policy dia-
gram.

This list does not appear if you typed a con-
stant in the corresponding section.

Example of a Comparison Node

The following example illustrates how you can use a comparison node to compare the value in a
field of a predecessor node to a constant value. Consider the following nodes and connections.

In this example, the Greater Than node and theWorkHistory node to which it is connected indic-
ate that an email message should be sent when aWorkHistory record is saved with a value
greater than 1500 in the Actual Labor Cost field. The following image showswhat the Properties
window looks like for the Greater Than node.



Comparison Nodes

Confidential and Proprietary Information of Meridium, Inc. • Page 173 of 343

In the example diagram, the connection property between theGreater Than Condition node and
the Email Contact node is not defined. Therefore, a value of Yes is assumed but does not appear
on the diagram. Further, because this diagram does not contain a logic path to follow if the result
of the comparison is false, the policy execution will continue (i.e. send an email message) only if
the logical result of the Greater Than node is true.

Click here for an example of a comparison node used in a policy diagramwith two separate logic
paths.
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Case Nodes
A Case node is a Condition node that you can use in the policy diagram to set up scenarios in
which the output values of the node should be changed automatically based on specific input val-
ues. Throughout this documentation, we refer to each defined scenario as a Case. Each Case
within the Case node has an input value and one or more output values that theMeridiumAPM
systemwill use if the value in a defined input field matches the input value of the Case.

There are two types of Cases in the Case node, which we refer to as the If Case and Else Case
throughout this documentation:

l If Case: The type of Case that is executed if the value in a defined input field matches a spe-
cific input value that you specify. You can define one or more If Cases for a given Case
node.

l Else Case: The Case that is executed by default if the value in a defined input field does
not match a specific input value that you specified in an If Case. There is only one Else
Case for a given Case node.

You can use the Case node to:

l Change the output value of a node from one value to another.

l Combine policy logic after a Condition node in the policy diagram.

You can use the Conditions toolbar to add a Case node to the policy diagram. Case nodes are
shaded blue in the policy diagram. The following image showswhat the Case node looks like.

The input of a Case nodemust be a single value or the logical result of a comparison node. The
output of a Case node is the value that you define in the Value column corresponding to the out-
put option that you select in a successor node. Outputsmay be single values or collections.

Properties of the Case Node

The following image showswhat the Properties window looks like for a Case node after you add
the node to the policy diagram.
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The Properties window for a Case node contains the items that are described in the following
table.
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You will use the Field check box and subsequent options to define the value in this section.

If you select a comparison Condition node as a predecessor node, the logical result of the condition will be used automatically as the input value.
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Each If Case contains an If Input = text box, Remove Case button, output grid, and Add Field Mapping button.

If Case section
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This button appears to the right of the If Input = text box.
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When changes aremade to the name of an output, the name of corresponding outputs in theMapping column of other Cases are updated automatically.

You will use the Field check box and subsequent options to define the value in the Value column.

When you delete an output row from one Case, corresponding output rows are automatically deleted from all Cases.
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When you add an output row to one Case, corresponding output rows are added automatically to all Cases.
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This section contains an output grid and a button. These items have the same functionality as the corresponding items in the If Case section.

You cannot delete the Else Case from the Case node.
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Using the Case Node to Change Output Values
You can use the Case node in the policy diagram to change a node's output values so that they
can be used in successor nodes to perform calculations or actions. For example, you can use the
Case node to convert character-based values from aHealth Indicator record reading or an AMS
Asset statusmessage to numeric values that can then be used in subsequent calculations.

Consider the following policy diagram in which reading values from a character-based Health
Indicator record are converted to numeric values. The values are then added to a Health Indic-
ator record that uses numeric record values.

The following table describes each node that is used in this example.

Node Type PropertiesWindow Description

Health Indicator Represents a character-
based Health Indicator
record.
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Node Type PropertiesWindow Description

Case Indicates that the value in the
Last Char Reading Value field
of the Character Health Indic-
ator node will be compared
with defined input values to
determine the output of the
Case node.

In this example, if the value in
the Last Char Reading Value
field is:

l 1-OK, the output of the
node will be 100.

l 2-Not OK, the output
will be 50.

Otherwise, the output will be
0.

Health Indicator Represents a Health Indicator
record that uses numeric val-
ues.

Add Value to Health Indicator Indicates that the values in the
fields specified in the
Timestamp and Value
(numeric) sectionswill be
added to the numeric Health
Indicator record that is rep-
resented by the Heath Indic-
ator node with the name
Numeric Health Indicator.

The field specified in the
Value (numeric) section con-
tains the numeric equivalents
of the character-based read-
ings from the Heath Indicator
node with the nameChar-
acter Health Indicator.
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Using the Case Node to Combine Policy Logic
You can use the Case node to combine policy logic in situationswhen a Condition node's suc-
cessor nodes are the same in each logic branch. Rather than creating separate logic pathswith
duplicate nodes, you can use a Case node to define different outputs for each logical result of the
Condition. This is especially useful in large policy diagramswith multiple logic branches and
duplicate nodes.

The following image showswhat a policy that usesCondition nodes looks like without Case
nodes in the diagram.

Notice that the Add Value to Health Indicator node appears three times, and the Email Contact
node appears twice.

The following image showswhat the same policy looks like when you use Case nodes in the dia-
gram.

In this diagram, each Case node takes the place of a logic branch. Rather than splitting the dia-
gram into separate logic paths, the Case node supplies a specified output corresponding to the
logical result of the preceding Condition node. Notice that in this diagram the Add Value to Health
Indicator node and the Email Contact node appear only once.

The following image showswhat the Properties window looks like for the first Case node in the
preceding image.
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In this example, if the logical result of the Condition node namedGreater Than is:

l Yes, the output of the node will be 50.

l No, the output will be 0.

WhenOutput 1 is selected as the input of a successor node, theMeridiumAPM systemwill sup-
ply the corresponding value to the successor node.
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Logic Nodes
You can use Logic nodes to evaluate the logical results of all nodes that immediately precede the
Logic node. The following Logic nodes are available:

l And: Evaluateswhether or not the logical result of all immediately preceding nodes is yes.

l Or: Evaluateswhether or not the logical result of at least one immediately preceding node
is yes.

You can use the Logic toolbar to add Logic nodes to the policy diagram. Logic nodes are shaded
blue in the policy diagram. The following image showswhat an And node looks like:

...and this image showswhat anOr node looks like:

In the policy diagram, Logic nodesmust be preceded immediately by comparison or other Logic
nodes. The logical results of these nodeswill be used automatically as the input values for the
Logic node.

When a Logic node is executed:

l If the Logic node’s criteria ismet, the logical result of the node will be yes.

l If the Logic node’s criteria is not met, the logical result of the node will be no.

The following table summarizeswhat the result of each Logic node will be for various input com-
binations.

Input A Input B And Node Or Node

Yes Yes Yes Yes

No No No No

Yes No No Yes

Note: For Or nodes, any input value that is not yes is considered no. Thismeans that if a pre-
ceding node is not executed or if errors occur during execution, the input from the cor-
responding node will be no.

The logical results of Logic nodes are used by connections to successor nodes in order to determ-
ine if the successor node will be executed. You can use the Properties window for a connection
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starting at a Logic node to specify a logic path for the connection. If you do not specify a logic path,
a value of Yes is assumed but does not appear on the diagram. TheMeridiumAPM systemwill
execute only the branches of a policy diagramwhere the logical result of the Logic nodematches
the logic path defined for the corresponding connection.

Example of Logic Nodes

The following example illustrates how you can use Logic nodes tomonitor policy execution. To
simplify this example, we have used only constant values in the policy diagram. Consider the fol-
lowing nodes and connections.

In this example:

l The condition 5 > 3 is true, whichmeans that the result of the Greater Than node pre-
ceding the And node is yes.

l The condition 2 < 5 is true, whichmeans that the result of the Less Than node preceding
the And node is yes.

l The condition 8 = 7 is false, whichmeans that the result of the Equal node preceding theOr
node is no.

l Logic paths are not defined for the connections that start at the Logic nodes. Therefore, for
each connection, a value of Yes is assumed but does not appear on the diagram.

Based on these results, when the policy is executed:

l The logical result of the And node will be yes because all of its inputs are yes.

l The logical result of the Or node will be yes because at least one of its inputs (i.e., the input
from the And node) is yes.

l Policy execution will continue (i.e., an email message will be sent to a specified contact)
because the logic path for the connection starting at the Or node (i.e., yes) matches the
logical result of the Or node.

Continuing with this example, suppose that the first input value in this policy changes. Consider
the following nodes and connections.
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In this example:

l The condition 1 > 3 is false, whichmeans that the result of the Greater Than node pre-
ceding the And node is no.

l The condition 2 < 5 is true, whichmeans that the result of the Less Than node preceding
the And node is yes.

l The condition 8 = 7 is false, whichmeans that the result of the Equal node preceding theOr
node is no.

l Logic paths are not defined for the connections that start at the Logic nodes. Therefore, for
each connection, a value of Yes is assumed but does not appear on the diagram.

Based on these results, when the policy is executed:

l The logical result of the And node will be no because one of its inputs is no.

l The logical result of the Or node will be no because both of its inputs are no.

l Policy execution will not continue (i.e., an email message will not be sent) because the
logic path for the connection starting at the Or node (i.e., yes) does not match the logical
result of the Or node.
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About Calculation Nodes
You can use Calculation Nodes to perform calculations on various values or collections of data
that are represented by nodes in the policy diagram. You can add Calculation nodes to the policy
diagram using the Calculations toolbar. After you add a Calculation node, you can define its prop-
erties using the Properties window. Calculation nodes are shaded blue in the policy diagram.

You can use the following Calculation nodes to perform calculations on single values:

l Add

l Subtract

l Multiply

l Divide

l Remainder

l Exponent

l Round

You can use the following Calculation nodes perform calculations on collections of data (i.e. col-
lections of results from aQuery node or collections of readings associated with Measurement
Location, Health Indicator, or Xi Tag nodes):

l Collection Filter

l Last

l Min

l Max

l Average

l Sum

l Count

l Threshold Statistics
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Add, Subtract, Multiply, Divide, Remainder, and Expo-
nent Nodes
The following Calculation nodes are also calledmath nodes because they represent basicmath-
ematical calculations:

l Add: Adds one value to another value.

l Subtract: Subtracts one value from another value.

l Multiply: Multiplies one value by another value.

l Divide: Divides one value by another value.

l Remainder: Calculates the value remaining after one value is divided by another value.

l Exponent: Raises one value to the power of another value.

The following image showswhat amath node looks like after you add it to the policy diagram. The
symbol that appears in themiddle of the node corresponds to the type of node (e.g., +).

Eachmath node has two inputs. Input requirements differ depending upon the type of math node
that you are using.

l For Multiply, Divide, Remainder, and Exponent Nodes, inputsmust be single, numeric val-
ues.

l For Add and Subtract nodes, inputs can be single, numeric values or certain time-based
values.

The output of all math nodes is a single field, Answer, which represents the result of the cal-
culation.

Properties of Math Nodes

The following image showswhat the Properties window looks like for an Add node after you add
the node to the policy diagram.
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The Properties window for eachmath node contains the items that are described in the following
table.

Item Description Notes

First value The first input value that will
be used in the calculation.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

Calculation sym-
bol

The symbol that cor-
respondswith themath-
ematical calculation that is
performed by the node.

None

Second value The second input value that
will be used in the cal-
culation.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

Display list The label that appears on
the node in the policy dia-
gram.

This list does not appear if you typed a con-
stant in the corresponding section.

The following table illustrates how the input values that you define for each node correspond to
themathematical calculations performed by the node. This table includes themathematical cal-
culation and output for each type of node when the first input value is 3 and the second input
value is 2, as shown in this example of an Exponent node:

Node Type Mathematical Calculation Output Value

Add 3+2 5
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Node Type Mathematical Calculation Output Value

Subtract 3-2 1

Multiply 3*2 6

Divide 3/2 1.5

Remainder 3%2 1

Exponent 3^2 9

Using time-based values with Add and Subtract Nodes

In addition to operating on single, numeric input values, Add and Subtract nodes can perform cal-
culations on certain time-based input values.

The following tables summarize the possible combinations of timestamps and time spans that
you can use with Add and Subtract Nodes. First Value is the input value defined in the top section
of the Properties window, and Second Value is the input value defined in the bottom section of
the Properties window.

Add Node

First Value Second Value Output Example

Timestamp Time span Timestamp 1/11/2000 + 10 Days
= 1/21/2000

Time span Timestamp Timestamp 10 Days + 1/11/2000
= 1/21/2000

Time span Time span Time span 12 Days + 10 Days =
22 Days

Timestamp Timestamp Invalid N/A

Subtract Node

First Value Second Value Output Example

Timestamp Time span Timestamp 1/11/2000 - 10 Days =
1/1/2000

Time span Timestamp Invalid N/A

Time span Time span Time span 12 Days - 10 Days = 2
Days
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First Value Second Value Output Example

Timestamp Timestamp Time span 1/11/2000 - 1/1/2000
= 10 Days

Example of a Math Node

The following example illustrates how you can use an Add node to add a constant value to a
value defined by a predecessor node. Consider the following nodes and connection.

In this example, the Add node adds 100 to the value in the Actual Labor Cost field of a particular
Work History record. The following image showswhat the Properties window looks like for the
Add node.

Click here for an example of math nodes used within a complete policy diagram.
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Round Nodes
A Roundnode is a Calculation node which you can use in a policy diagram to:

l Round a value to a specific number of decimal places. This is called decimal rounding.

-or-

l Round a value to a specific number of significant figures. This is called precision rounding.

The following image showswhat a Round node looks like.

When you use decimal rounding, you can specify the number of decimal places to which you
want to round the input value. For example, if the input value is 3.51 and you indicate that you
want to round to the nearest tenth (by specifying the value 1 in the Digits text box on the Prop-
erties window), the input value will be rounded to 3.5.

When you use precision rounding, you can specify the number of digits that you want keep from
the input value. For example, if the input value is 7,658,321 and you indicate that you want to
keep the first three values (by specifying the value 3 in the Digits text box on the Properties win-
dow), the input value will be rounded to 7,660,000 (where the third digit, 5, is rounded to 6, and
the remaining digits are changed to 0).

The input of a Round nodemust be a single, integer value. The output of a Round node, Answer,
contains the rounded value.

Properties of the Round Node

The following image showswhat the Properties window looks like for a Round node after you
add the node to the policy diagram.
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The Properties window for a Round node contains the items that are described in the following
table.

Item Description Notes

Value section Specifies the value that will be
rounded.

You will use the Field check
box and subsequent options
to define the value in this sec-
tion.

Digits section The value in this section
serves a different purpose
depending on the option you
select in theMode section.
You can select:

l Decimal rounding:
Specifies the number of
decimal places to which
you want to round the
input value.

l Precision rounding:
Specifies the number of
digits that you want
keep from the input
value.

You will use the Field check
box and subsequent options
to define the value in this sec-
tion.

If the list in theMode section
contains the value:

l Decimal rounding, you
must type a value
between 0 and 15 in
this text box.

l Precision rounding,
youmust type a value
greater than zero.

Regardless of the values that
you specify for the Round
node, when you validate the
policy logic, to keep the policy
diagram easier to read, it dis-
plays only two decimals. You
can see the actual values by
accessing the Properties win-
dow for the appropriate node.
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Item Description Notes

Mode list Specifies the type of rounding
that the node will perform.

This list contains the following
options:

l Decimal rounding

l Precision rounding

By default, theMode list con-
tains the value Decimal
rounding and the Digits text
box is empty (this is the same
as typing 0 [zero]). This
means that decimal values
will be rounded to the nearest
whole number.

Example of the Round Node

The following example illustrates how you can use the Round node in the policy diagram to round
the value of an Xi Tag reading, represented by the Pressure node, to the nearest ten. Consider
the following nodes and connection.

As shown in the following image, you can use the Properties window for the Round node to spe-
cify the type of rounding which you want to use. In this example, precision rounding is selected as
the type of rounding and 1 is specified as the number of digits from the input value that will be
kept. Thismeans that if, for example, the input to the node is 68, the output value will be 70.
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TheRound node in this example could be connected to various successor nodes in order to facil-
itate calculations. You could, for example, connect the Round node to a Case node, and then
define a specific case to be executed based on the rounded input (i.e., 10, 20, 30, and so on).
Using the Round node in this way facilitates the execution of the Case node by limiting the num-
ber possible inputs.

Click here for an example of a Round node used within a complete policy diagram.
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R-Script Nodes
AnR-Script node is a Calculation node that you can use in a policy diagram to return a result that
is calculated by an RScript created outside the policy using the RScript Editor.

The inputs for an R-Script nodemust correspond to the type of inputs expected by the RScript.
The output of an R-Script node contains the value calculated by the RScript.

Properties of the R-Script Node

The following image showswhat the Properties window looks like for an R-Script node after you
add the node to the policy diagram.

The Properties window for an R-Script node contains the items that are described in the fol-
lowing table.
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Item Description Notes

RScript Path Specifies the path to the
RScript that will run when
the policy is executed.

You can type the pathmanually, or you can
browse to it by clicking the button.

Additional Prop-
erty fields

Specify an input for the
RScript that will be used to
calculate a result.

The number of Property fields displayed in the
Properties window is determined by the num-
ber of properties specified in the selected
RScript.

Example of the R-Script Node

The following example illustrates how you can use an R-Script node to evaluate certain values in
other nodes and return a particular value. Consider the following nodes and connection.

As shown in the following image, you can use the Properties window for the R-Script node to
select a particular RScript that was created using the RScript Builder. This RScript accepts input
for the Liner Base DF and Lining Condition Adjustment variables, which are defined in the
RScript itself. In this example, the Liner Base DF property and the Lining Condition Adjustment
property (which correspond to the variables) in the Properties window are set to receive values
from the Inorganic Base DF Lookup Entity node and the Lining Condition Adjustment Look up
Entity node, respectively. In the case of the Inorganic Base DF Lookup Entity node, the value is
from the Damage Factor field of the Inorganic Base DF Lookup family. In the case of the Lining
Condition Adjustment Lookup Entity node, the value is from the Adjustment Multiplier field of the
Lining Condition Adjustment Lookup family.

The RScript selected in the R-Script node uses the input values to calculate and return a value. In
this example, the Return Value node will return the value calculated by the R-Script node for the
policy.
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Collection Filter Nodes
A Collection Filternode is a Calculation node which you can use to apply one or more filters to col-
lections that are represented by nodes in the policy diagram. Filtersmay, for example, specify a
range of values or dateswithin which readingsmust fall in order to be evaluated by successor
nodes. The following image showswhat the Collection Filter node looks like.

The input of a Collection filter nodemust be a collection of data. The output of a Collection Filter
node, Filtered Collection, includes only the rows in a collection that pass all filter criteria that is
defined in the Collection Filter's Properties window.

Properties of the Collection Filter node

The following image showswhat the Properties window looks like for a Collection Filter node
after you add the node to the policy diagram.

The Properties window for a Collection Filter node contains the items that are described in the fol-
lowing table.

Item Description Notes

Collection sec-
tion

Specifies the collection that
you want to filter.

You will use the Field check box and sub-
sequent options to define the collection in this
section.

Add Filter but-
ton

Add a new filter row to the
Collection Filter node.

Each filter row consists of a column, operator,
condition, and button.
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Item Description Notes

Column list Specifies the column
whose values you want to
use in the filter.

This list contains the columns that are avail-
able in the selected collection.

Operator list Specifies the comparison
operator that you want to
apply to the values in the
selected column.

This list contains the following operators:

l Greater than (>)

l Greater than or equal (>=)

l Less than (<)

l Less than or equal (<=)

l Equal (=)

l Does not equal (!=)

Condition value The value that will be com-
pared against the values in
the corresponding
column to determine the
output of the node.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

button Deletes the corresponding
filter row from the Col-
lection Filter node.

None

Example of the Collection Filter Node

The following example illustrates how you can use the Collection Filter node to filter query results
such that only certain results are used in subsequent calculations. Consider the following nodes
and connection.

In this example, a Query node, Policy EventsQuery, is connected to a Collection Filter node.

As shown in the following image, you can use the Properties window of the Collection Filter node
to definemultiple filters that are applied to the full table of results from the query. Specifically, the
query results are filtered to include only the policy events that lasted longer than ten seconds,
occurred within the last month, and have the name IOWExcursion.
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The output of the Collection Filter node, i.e. the filtered results of the query, can then be used by
successor nodes to perform a variety of calculations.

Click here for an example of a Collection Filter node used within a complete policy diagram.
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Last Nodes
A Lastnode is a Calculation node which you can use in a policy diagram to retrieve the last row in
a collection, whose fields you can then use in successor nodes to perform various calculations or
actions. The following image showswhat a Last node looks like.

The input for a Last nodemust be a collection. The output for the Last node is any field in the row
that the Last node retrieves. For reading collections associated with Measurement Location,
Health Indicator, or Xi Tag nodes, the last row is themost recent reading. For collections asso-
ciated with Query nodes, the last row depends on the order in which the query is sorted.

Properties of the Last Node

The following image showswhat the Properties window looks like for a Last node after you add
the node to the policy diagram.

The Properties window for a Last node contains the items that are described in the following
table.

Item Description Notes

Collection sec-
tion

Specifies the collection
fromwhich you want to
retrieve the last row.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

Example of the Last Node

The following example illustrates how you can use a Last node to retrieve themost recent read-
ing associated with aMeasurement Location record and use this value in a subsequent cal-
culation. Consider the following nodes and connections.
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As shown in the following image, you can use the Properties window for the Last node to select
theMeasurement Location node and the Readings option. When this option is selected, the Last
node evaluates the readings that are associated with theMeasurement Location record and
returns the last row in the collection, which contains themost recent reading.

You can use themost recent reading in various subsequent calculations. In this example, the
Greater Than node evaluates the value of themost recent reading to determine whether or not it
is greater than 1,000.

Click here for an example of a Last node used within a complete policy diagram.
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Min and Max Nodes
Min andMax nodes are Calculation nodeswhich you can use in a policy diagram to determine the
row of a collection which contains the smallest or largest value, respectively, in a specified
column. The following image showswhat aMax node looks like.

The input for aMin or Max nodemust be a collection with a column containing numeric or time-
based values. The output of aMin or Max node is any field in the row that theMin or Max node
retrieves. If there ismore than one point with the sameminimumor maximum value in the range,
then the row with themost recent timestamp is returned.

Properties of Min and Max Nodes

The following image showswhat the Properties window looks like for aMax node after you add
the node to the policy diagram.

The Properties windows for Min andMax nodes contain the items that are described in the fol-
lowing table.

Item Description Notes

Collection sec-
tion

Specifies the collection for
which you want to determ-
ine the row containing the
smallest or largest value in
the column selected in the
Collection Column sec-
tion.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.
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Item Description Notes

Collection
Column section

Specifies the column that
contains the values from
which you want to determ-
ine the smallest or largest
value.

This list contains the columns that are avail-
able in the selected collection.

The column that you select must contain
numeric or time-based values.

Example of the Max Node

The following example illustrates how you can use aMax node to determine the row of the query
has the largest value in the Duration field, and then use a successor node to evaluate a different
field in the same row. Consider the following nodes and connections.

As shown in the following image, you can use the Properties window for the Longest Duration
Max node to select the Query node and the Result Set option. The Duration (seconds) column of
the Result Set is also selected, indicating that the query row with the largest value in the Duration
(seconds) columnwill be returned.

As shown in the following image, you can then use the Properties window for the Equal node to
determine if the Severity field in the query row with the longest duration contains the valueWarn-
ing.
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Average Nodes
An Average node is a Calculation node which you can use in a policy diagram to calculate the
average value of data in a specified column of a collection. The following image showswhat an
Average node looks like.

The input for an Average nodemust be a collection with a column containing numeric or time-
based values. The output of an Average node, Value, contains the average value of data in the
specified column.

Properties of the Average Node

The following image showswhat the Properties window looks like for an Average node after you
add the node to the policy diagram.

The Properties window for an Average node contains the items that are described in the fol-
lowing table.

Item Description Notes

Collection sec-
tion

Specifies the collection that
contains the values that you
want to average.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

Collection
Column section

Specifies the column that
contains that values that
you want to average.

This list contains the columns that are avail-
able in the selected collection.

The column that you select must contain
numeric or time-based values.

Example of the Average Node
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The following example illustrates how you can use an Average node to evaluate the readings that
are associated with a Health Indicator record and return the average reading value. Consider the
following nodes and connection.

As shown in the following image, you can use the Properties window for the Average node to
select the Health Indicator node and the Readings option. The Value column of the Readings col-
lection is also selected, indicating that the output of the node is the average of the values in the in
the Value column.
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Sum Nodes
A Sumnode is a Calculation node which you can use in a policy diagram to calculate the total
value of data in a specified column of a collection. The following image showswhat the Sum node
looks like.

The input for a Sum nodemust be a collection containing numeric or time-based values. The out-
put of a Sum node, Value, contains the result of the calculation for the specified column.

Properties of the Sum Node

The following image showswhat the Properties window looks like for a Sum node after you add
the node to the policy diagram.

The Properties window for a Sum node contains the items that are described in the following
table.

Item Description Notes

Collection sec-
tion

Specifies the collection that
contains the values for
which you want to calculate
the total value.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

Collection
Column section

Specifies the column that
contains that values for
which you want to calculate
the total value.

This list contains the columns that are avail-
able in the selected collection.

The column that you select must contain
numeric or time-based values.

Example of the Sum Node
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The following example illustrates how you can use a Sumnode in the policy diagram to determine
the total value of theMeasurement Location readings that were taken within the last week. Con-
sider the following nodes and connections.

In this example, the Collection Filter node is used to filter the readings associated with theMeas-
urement Location node to only the readings that occurred within the last week. The Sumnode is
then used to calculate the total of the values in the Value column of the filtered collection. The fol-
lowing image shows the what Properties window looks like for the Sum node.

The remaining nodes indicate that a recommendation should be created if the total value of the
readings is less than or equal to 100.
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Count Nodes
A Count node is a Calculation node which you can use in a policy diagram to calculate the total
number of rows in a collection. The following image showswhat the Count node looks like.

The input for a Count nodemust be a collection. The output for a Count node, Value, contains the
result of the calculation.

Properties of the Count Node

The following image showswhat the Properties window looks like for a Count node after you add
the node to the policy diagram.

The Properties window for a Count node contains the items that are described in the following
table.

Item Description Notes

Collection sec-
tion

Specifies the collection for
which you want to calculate
the total number of rows.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

Example of the Count Node

The following example illustrates how you can use a Count node in the policy diagram to determ-
ine if anyMeasurement Location readingswere recorded within the last week. Consider the fol-
lowing nodes and connections.

In this example, the Collection Filter node is used to filter the readings associated with theMeas-
urement Location node to only the readings that occurred within the last week. The Count node is
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then used to calculate the number of readings that occurred. The following image showswhat the
Properties window for the Count node looks like.

The remaining nodes indicate that an email message should be sent if the number of readings is
greater than zero.
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Threshold Statistics Nodes
A Threshold Statistics node is a Calculation node that you can use in a policy diagram to determ-
ine the frequency and duration over which input values cross a defined threshold (i.e. meet a
defined condition). The following image showswhat a Threshold Statistics node looks like.

The input for a Threshold Statistics nodemust be a collection with columns containing
timestamps and numeric values. A Threshold Statistics node generates the following outputs:

l Count, which represents the number of times that input values crossed the defined
threshold.

l Accumulated Time, which represents the amount of time over which input values crossed
the defined threshold.

Properties of the Threshold Statistics Node

The following image showswhat the Properties window looks like for a Threshold Statistics node
after you add the node to the policy diagram.

The Properties window for a Threshold Statistics node contains the items that are described in
the following table.
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Item Description Notes

Collection sec-
tion

Specifies the collection for
which you want to calculate
a threshold statistic.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

Timestamp
Column list

Specifies the column that
contains the timestamps
that you want to use to cal-
culate the accumulated
time during which the input
values cross the defined
threshold.

This list contains the columns that are avail-
able in the selected collection.

Value Column
list

Specifies the column that
contains the input values
that will be compared to the
threshold value.

This list contains the columns that are avail-
able in the selected collection.

Threshold sec-
tion

Specifies the threshold
value that will be compared
to the values that are
defined in the Value
Column list.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

Operator sec-
tion

Specifies the operator that
will be used to compare
inputs values to the
threshold value.

This list contains the following operators:

l Less than (<)

l Less than or equal (<=)

l Equal (=)

l Greater than or equal (>=)

l Greater than (>)

The Equal operator is the only operator that
can be used with character values. For all
other operators, the values that you select in
the Value Column list and the Threshold sec-
tionmust be numeric.

Example of the Threshold Statistics Node

The following example illustrates how you can use a Threshold Statistics node with Condition
nodes to evaluate how many times and for how long the reading values that were recorded in the
process historian exceeded a defined threshold. Consider the following nodes and connections.
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In this diagram, the Temperature Xi Tag node is connected to the Above 600 F Threshold Stat-
istics node, which is also connected to twoGreater Than nodes: Accumulated Time > 3 Days and
Count > 1.

As shown in the following image, you can use the Properties window for the Threshold Statistics
node to:

l Indicate that you want to evaluate the collection of HDA Readings associated with an Xi
Tag record against some threshold.

l Identify that the Time stamp and Value columns of the HDA Readings collection store the
timestamps and values that you want to evaluate.

l Indicate that the values in the Value columnwill be evaluated to determine whether or not
they are greater than or equal to 600.

As shown in the following image, you can use the Properties window for the Count > 1Greater
Than node to select the input Count from the Threshold Statistics node.
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As shown in the following image, you can use the Properties window for the Accumulated Time >
3 DaysGreater Than node to select the input Accumulated Time from the Threshold Statistics
node.

When these options are selected, the condition nodes evaluate the number of times and amount
of time over which the reading values recorded in the process historian exceeded the threshold of
600 degrees Fahrenheit. To illustrate this example, consider the following graph, where the x-
axis displays dates, the y-axis displays reading values, and the blue line displays reading values
that were recorded by the process historian on specific dates. Note also that the red horizontal
line identifies the threshold value 600.
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In the graph, you can see that the process historian recorded a reading value above 600 two
times, where one value was 620 (on 1/10) and the other value was 630 (on 1/20). These values
are treated as two separate occurrences of exceeding the threshold value because the reading
value actually dropped below 600 between those two dates. In this scenario, the condition Count
> 1 would be true, but the condition Accumulated Time > 3 Dayswould be false.

Now consider the following graph in which the value recorded on 1/15/2012 was also above 600.
In this scenario, theMeridiumAPM system determines that the threshold value was exceeded
only one time, not three times. Specifically, whenever a reading value exceeds the threshold
value, if the threshold value continues to be exceeded with each subsequent reading value, the
MeridiumAPM system treats it as one occurrence of exceeding the threshold. Whenever a sub-
sequent reading value drops below the threshold value, the next time another reading value
exceeds it again, theMeridiumAPM system treats that as a separate occurrence.

Here, you can see that the first reading value that exceeded the threshold value is 620. After that,
two consecutive reading values also exceeded the threshold: 625 and 630. These additional read-
ing values, however, are not treated as a second occurrence of exceeding the threshold value
because they are consecutive. Therefore, the condition Count > 1 would be false and the con-
dition Accumulated Time > 3 Dayswould be true.

Click here for an example of a Threshold Statistics node used within a complete policy diagram.
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About Action Nodes
Action nodes represent actions that will be performedwhen a policy is executed and the con-
ditions preceding the Action node aremet. You can add several types of Action nodes to the
policy diagram using the Actions toolbar and provide specific information for each node using the
Properties window. Most Action nodes are shaded green in the policy diagram. The following
Action nodes are available:

l Email Contact

l Create Recommendation

l Create Event

l Close Event

l Rule

l Return Value

l Deactivate This Instance

l Add Value to Health Indicator

l Create Production Event
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Email Contact Nodes
An Email Contact node represents an action to send an email message. The following image
showswhat an Email Contact node looks like.

When an Email Contact node is executed, an email message will be sent to the recipient(s) that
are specified on the Properties window for the Email Contact node.

Properties of the Email Contact Node

The following image showswhat the Properties window looks like for an Email Contact node
after you add the node to the policy diagram.

The Properties window for an Email Contact node contains the items that are described in the fol-
lowing table.
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Item Description Notes

To Address sec-
tion

The email address(es) to
which themessage should
be sent.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

When the Field check box is cleared, you can
type one or more email addresses directly in
the text box, or you can click the button

to display the Choose User window.

If you specifymore than one email address in
the text box, each email address should be
separated by a comma or semicolon.

Message sec-
tion

The content of the email
message.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

Using the Choose User Window

You can use the Choose User window to select one or more HumanResource records that are
associated with the people to whom you want to send themessage. The following image shows
what the Choose User window looks like.
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TheChoose User window contains a grid that displays the results of the Email AddressQuery. If
you want to filter the results that appear in the grid, you can the text boxes and the Find Now but-
ton above the grid. The following columns are available in the grid:

l Last Name

l First Name

l Email Address

The following items are displayed below the grid:

l Information and options about the results. These optionsmimic the options that are dis-
played at the bottom of the results section of the Search Tool.

l The following buttons:

n Choose: Populates the text box in the To Address section of the Email Contact
node with the value in the Email Address field for the selected HumanResource
record(s). This button is enabled only when one or more HumanResource records
are selected in the grid. When you select more than one HumanResource record
and click the Choose button, each Email Address value populated in the text box in
the To Address section will be separated by a semicolon.

n Cancel: Closes the Choose User window.

You can also close the window by clicking the button in the top, right corner of the window.
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Example of the Email Contact Node

Click here for an example of an Email Contact node used within a complete policy diagram.
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Create Event Nodes
A Create Event node represents an action to create a Policy Event record, which stores inform-
ation about events that are associated with Equipment or Functional Location records. The fol-
lowing image showswhat a Create Event node looks like.

When a Create Event node is executed, a Policy Event record will be created using the values
that you specify on the Properties window for the node. One Policy Event record will be created
for each Create Event node in the policy diagramwith a unique name (i.e., the value in the Event
Name section on the Properties window).

If a Policy Event record is created for an event that has a duration, additional Policy Event records
with the same namewill not be created until the event is closed (i.e. the End Time field in the
Policy Event record is populated with the time and date associated with the end of the event).

Properties of the Create Event Node

The following image shows an example of what the Properties window looks like for a Create
Event node after you add the node to the policy diagram.
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The Properties window for a Create Event node contains the items that are described in the fol-
lowing table. The values that you define in each section will be used to populate the cor-
responding fields in the Policy Event record that is created.
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Item Description Notes

Asset list Specifies the node representing the
Equipment or Functional Location
record that is associated with the
event, (i.e., the Equipment or Func-
tional Location record to which the
Policy Event record will be linked).

This value is required.

This list contains the names of the
nodes that are predecessors to the
Create Event node.

Event Name
section

Specifies the name of the event. This value is required.

You will use the Field check box and
subsequent options to define the
value in this section.

The value that you specify is dis-
played in the policy diagram in par-
entheses below the node name.

Description sec-
tion

Specifies a description of the event. You will use the Field check box and
subsequent options to define the
value in this section.

Event Type list Specifies the type of event. You can
select one of the following values:

l Generic: Indicates that the
event is not associated with a
specific type of event.

l Excursion: Indicates that the
event is associated with an
operation that is outside of an
established operating window.

 The valueGeneric is selected by
default.
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Item Description Notes

Severity list Specifies the severity of the event.
You can select one of the following
values:

l Information: Indicates that the
event exists simply to provide
information about activity con-
ducted for the associated piece
of equipment or location. For
example, if the event is
triggered by conditions that call
for a routine inspection on a
piece of equipment, youmight
select Information in this list.

l Warning: Indicates that the
event exists to communicate
some sort of low-risk warning
about the associated piece of
equipment or location. For
example, if the event is
triggered by conditions that
indicate that a piece of equip-
ment is nearing its end of life,
youmight select Warning in
this list.

l Alert: Indicates that the event
exists to communicate some
sort of high-risk warning about
the associated asset. For
example, if the event is
triggered by conditions that
indicate than a piece of equip-
ment is about to fail, youmight
select Alert in this list.

The value Information is selected by
default.

Start Time sec-
tion

Specifies the timestamp that is asso-
ciated with the beginning of the event.

This value is required.

You will use the Field check box and
subsequent options to define the
value in this section. If you type a
date, youmust use the correct
format.
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Item Description Notes

End Time sec-
tion

Specifies the timestamp that is asso-
ciated with the end of the event.

You should only define a value in
this section when the Has Duration
field is set to True.

ŗIMPORTANT: If the policy con-
tains a Close Event node, you
should not specify values in this
section. You should specify values
in the End Time section on the
Properties window that is dis-
played for the Close Event node.

You will use the Field check box and
subsequent options to define the
value in this section. If you type a
date, youmust use the correct
format.

Close Descrip-
tion section

Specifies a description of why the
event was closed. ŗIMPORTANT: If the policy con-

tains a Close Event node, you
should not specify values in this
section. You should specify values
in the Close Description section
on the Properties window that is
displayed for the Close Event
node.

You will use the Field check box and
subsequent options to define the
value in this section.

Has Duration
section

Specifies whether or not there is an
end time associated with the event.

You will use the Field check box and
subsequent options to define the
value in this section. The value that
you definemust be a logical result
(i.e., Yes or No).

ŗIMPORTANT: If the policy con-
tains a Close Event node, you
must set the value in this field to
True.

Time Line
Reset section

This field is not currently used. None

Example of the Create Event Node
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Click here for an example of a Create Event node used within a complete policy diagram.
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Close Event Nodes
A Close Event node represents an action to populate fields in an existing Policy Event record to
signify that the associated event has been closed. You can add a Close Event node to a policy
that already contains a Create Event node (which will create a Policy Event record when policy
conditions aremet). The following image showswhat a Close Event node looks like.

When a Close Event node is executed, the following fields will be populated in the associated
Policy Event record:

l End Time

l Close Description

The associated Policy Event record is the record that was created as a result of the execution of a
policy containing a Create Event node whose:

l Name valuematches the value in the Event Name section on the Properties window for
the Close Event node.

l HasDuration field is set to True.

l Start Time field contains a value.

l End Time field does not contain a value.

In the policy diagram, a dotted line will appear between Create Event and Close Event nodes that
are associated with the same Policy Event record (i.e., with the same value specified in the Event
Name section on the Properties window for each node).

Properties of the Close Event Node

The following image shows an example of what the Properties window looks like for a Close
Event node after you add the node to the policy diagram.
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The Properties window for a Close Event node contains the items that are described in the fol-
lowing table. You will use the Field check box and subsequent options to define the values in
each section. The values that you define in each section will be used to populate the cor-
responding fields in the associated Policy Event record.

Item Description Notes

Event Name
section

Specifies the name of the
event that you want to
close.

ŗIMPORTANT: The
value(s) that you specify
in this sectionmust
exactlymatch the value
(s) specified in the Event
Name section on the
Properties window that is
displayed for the asso-
ciated Create Event node
(i.e. the value in the
Name field in the asso-
ciated Policy Event
record).

The value that you specify is displayed in the
policy diagram in parentheses below the node
name.

End Time sec-
tion

Specifies the timestamp
that is associated with the
end of the event.

This value is required.

If you type a date, youmust use the correct
format.
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Item Description Notes

Close Descrip-
tion section

Specifies a description of
why the event was closed.

None

Example of the Close Event Node

Click here for an example of a Close Event node used within a complete policy diagram.
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Create Recommendation Nodes
A Create Recommendation node represents an action to create a Policy Recommendation
record. The following image showswhat a Create Recommendation node looks like.

When a Create Recommendation node is executed, a Policy Recommendation record will be cre-
ated using the values that you specify on the Properties window for the node.

Properties of the Create Recommendation Node

The following image shows an example of what the Properties window looks like for a Create
Recommendation node after you add the node to the policy diagram.
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The Properties window for a Create Recommendation node contains the items that are
described in the following table. You will use the Field check box and subsequent options to
define the values in each section. The values that you define in each section will be used to pop-
ulate the corresponding fields in the Policy Recommendation record that is created.

Item Description Notes

State Assignee
User ID section

Specifies the user that is
assigned to the initial
state.

The state assignee valuemust match exactly
a valid User ID for an active Security User.
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Item Description Notes

Associated Refer-
ence section

Specifies the Reference
ID of the event or entity
that originated the Recom-
mendation.

This section corresponds to the Originating
Reference field in a Policy Recommendation
record.

Create Work
Request section

Specifies whether or not a
work request for the EAM
system that you have con-
figured inMeridiumAPM
will be created from the
Policy Recommendation
record.

The value in this sectionmust be a logical res-
ult (i.e., Yes or No).

Equipment
ID section

The Record ID of the
Equipment record to
which the Policy Recom-
mendation record is
linked.

None

Event Start
Date section

Specifies the time stamp
that is associated with the
beginning of the event for
which the Policy Recom-
mendation record is cre-
ated.

If you type a date, youmust use the correct
format.

Functional Loca-
tion ID section

The Record ID of the
Functional Location
record to which the
Policy Recommendation
record is linked.

-or-

The Record ID of the
Functional Location
record that is linked to the
Equipment record to
which the Policy Recom-
mendation record is
linked.

None

Recommendation
Headline section

A short description of the
recommended action.

None
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Item Description Notes

Recommendation
Priority section

Specifies a priority value
used to rank importance
of the recommendation.

If you type a value, it must be a valid value
according to any field-level rules that you
have specified for the Recommendation Pri-
ority field.

Target Com-
pletion
Date section

The date bywhich the
recommended action
should be completed.

This value is required.

If you type a date, youmust use the correct
format.

Note: If you add a custom field to the Policy Recommendation family, that field will also appear
in the Properties window for the Create Recommendation node.

Example of the Create Recommendation Node

Click here for an example of a Create Recommendation node used within a complete policy dia-
gram.
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Rule Nodes
A Rule node represents an action to execute a custom rule that provides functionality that the
existing nodes in PolicyManager do not provide. The following image showswhat a Rule node
looks like.

ŗIMPORTANT: The improper implementation of a rule through the Rule node could severely
impact the performance of policy executions. If you want to use this node, you should contact
Meridium, Inc.for additional instructions and assistance.

Properties of the Rule Node

The following image showswhat the Properties window looks like for a Rule node after you add
the node to the policy diagram.

The Properties window for a Rule node contains the items that are described in the following
table.

Item Description Notes

Rule Path text
box

Specifies the Catalog path
to the rule project that con-
tains the rule that should be
executed when the policy is
executed.

 Youmust type the pathmanually ( e.g., type
Public\Rules_Library\Cli-
ent\Default Rules\AQA_IEU_Rules).

Rule Class list Specifies the class con-
taining the rule that should
be executed when the
policy is executed.
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Return Value Nodes
A Return Value node represents an action to return a specific value. You can use this node to
include specified values in the execution results of a policy. The following image showswhat a
Return Value node looks like.

When a policy is executed, if more than one Return Value node with the same name is executed,
only one of these nodeswill return a value. Therefore, when using Return Value nodes in a policy
diagram, you should:

l Specify a unique name for each Return Value node.

-or-

l Define policy logic such that only one Return Value node with a given name can be
executed when the policy is executed.

Properties of the Return Value Node

The following image shows an example of what the Properties window looks like for a Return
Value node after you add the node to the policy diagram.

The Properties window for a Return Value node contains the items that are described in the fol-
lowing table.

Item Description Notes

Return Value
section

Specifies the value that you
want to return.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.
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Deactivate This Instance Nodes
A Deactivate This Instance node represents an action to deactivate the current policy instance
after an action is taken. You can use this node to ensure that an action is taken only once per
instance. The following image showswhat a Deactivate This Instance node looks like.

When a Deactivate This Instance node it executed, the policy instance whose values caused the
node to be executed will be deactivated automatically. If more than one policy instance is asso-
ciated with the policy, all other policy instanceswill remain unchanged.

Once the conditions that caused the instance to be deactivated have been addressed, you can
reactivate the policy instancemanually from the Instances tab in PolicyManager or the Policies
tab in Asset Health Manager.

Properties of the Deactivate This Instance Node

The following image showswhat the Properties window looks like for a Deactivate This Instance
node after you add the node to the policy diagram.

Other than specifying a name for the node, there are no properties to configure for a Deactivate
This Instance Node.

Example of the Deactivate This Instance Node

The following example illustrates how you can use a Deactivate This Instance node to ensure
that only one Policy Recommendation record is created as a result of the policy conditions being
met for a specific policy instance. Consider the following nodes and connection.

In this example, the Xi Tag node and the Condition node to which it is connected indicate that a
Policy Recommendation record should be created when the DA Reading Value associated with
the Xi Tag node exceeds 200.

Consider that the following policy instances are associated with the Xi Tag node:
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l Pump 101, whose DA Reading Value is greater than 200.

l Pump 102, whose DA Reading Value is not greater than 200.

Based on this policy diagram, when the policy is executed, a Policy Recommendation record for
Pump 101 will be created. Because the policy includes a Deactivate This Instance node that is
connected as a successor to the Create Recommendation node, after the Policy Recom-
mendation record is created, theMeridiumAPM systemwill deactivate automatically the policy
instance that is associated with Pump 101. The policy instance that is associated with Pump 102
will remain active.

Because the policy instance that is associated with Pump 101 is no longer active, even if the DA
Reading Value associated with the pump continues to exceed 200, additional Policy Recom-
mendation recordswill not be created.

Click here for an example of a Deactivate This Instance node used within a complete policy dia-
gram.
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Add Value to Health Indicator Nodes
An Add Value to Health Indicatornode represents an action to create a Health Indicator Value
record and link it to a Health Indicator record created via PolicyManager. These records can be
viewed andmanaged in the Asset Health Manager (AHM) module. The following image shows
what an Add Value to Health Indicator node looks like.

When an Add Value to Health Indicator node is executed, a Health Indicator Value record will be
created using the timestamp and numeric value that you specify on the Properties window for the
node. The new Health Indicator Value record will be linked to a Health Indicator record that you
specify.

Note: If the Health Indicator record to which you want to add values does not exist, you can cre-
ate a new Health Indicator record via the Instances Tab of the Health Indicator node to which
the Add Value to Health Indicator node is connected.

Properties of the Add Value to Health Indicator Node

The following image showswhat the Properties window looks like for an Add Value to Health
Indicator node after you add the node to the policy diagram.

The Properties window for an Add Value to Health Indicator node contains the items that are
described in the following table.
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Item Description Notes

Health Indic-
ator Record list

Specifies the node that rep-
resents the Health Indicator
record to which the new
Health Indicator Value
record will be linked.

The node that you select must represent a
Health Indicator record that was created via
PolicyManager.

Timestamp sec-
tion

Specifies the timestamp of
the new Health Indicator
Value record.

This value is stored in the
Timestamp field in the
Health Indicator Value
record.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

The value in this sectionmust be a timestamp.

Value
(Numeric) sec-
tion

Specifies the value of the
new Health Indicator Value
record.

This value is stored in the
Value (Numeric) field in the
Health Indicator Value
record.

You will use the Field check box and sub-
sequent options to define the value in this sec-
tion.

The value in this sectionmust be numeric.

Example of the Add Value to Health Indicator Node

Click here for an example of an Add Value to Health Indicator node used within a complete policy
diagram.
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Create Production Event Nodes
A Create Production Event node represents an action to create a Production Event record. The
following image showswhat a Create Production Event node looks like.

When a Create Production Event node is executed, a Production Event record will be created
using the values that you specify on the Properties window for the node.

Properties of the Create Production Event Node

The following image shows an example of what the Properties window looks like for a Create
Production Event node after you add the node to the policy diagram.

The Properties window for a Create Production Event node contains the items that are
described in the following table. You will use the Field check box and subsequent options to
define the values in each section. The values that you define in each section will be used to pop-
ulate the corresponding fields in the Production Event record that is created.
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Item Description Notes

Causing Asset
Key section

Specifies the Equipment
record that represents the
piece of equipment that
caused the event.

The value in the Causing Asset Key section
must match exactly the Entity Key of the asset
that caused the event.

Description sec-
tion

Specifies a detailed descrip-
tion of the event.

None

End
Date section

Specifies the date that the
event ended.

Along with the start date, the end date determ-
ineswhether or not the production event will
be available in the Production Event list on
the Production Data Entry page.

Headline
 section

Specifies a short descrip-
tion of the event.

None

Source Pro-
duction
Unit section

Specifies the production
unit to which loss is attrib-
uted.

The created Production Event record will be
automatically linked to the specified Pro-
duction Unit record.

Start
Date section

Specifies the date that the
event started.

Along with the end date, the start date determ-
ineswhether or not the production event will
be available in the Production Event list in the
Losses section on the Production Data Entry
page.

Note: If you add a custom field to the Production Event family, that field will also appear in the
Properties window for the Create Production Event node.
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About Specifying Dates and Times to Evaluate
You can use the Collection Filter calculation node to specify a date and time that should be used
when you evaluate values. For example, consider the following example of the Properties win-
dow for a Collection Filter node,Within Last Year.

In the bottom grid, you can see the columns that you can use to filter data based on dates and
times.

As shown in the example, youmight use these dates to indicate that you want to evaluate pro-
cess historian reading values that were recorded in the past 365 days. The returned value could
then be used as an input to a successor node.

You can define specific dates and times in the standard format YYYY-MM-DD hh: mm: ss. When
you enter specific dates and times, the standard format will also be used to display dates and
times in items that are created automatically as a result of executing policies (e.g., dates and
times that are stored in Policy Recommendation records, dates and times that are displayed in
email messages).

Note: With the exception of the Policy Manager Start Page, whichmay display other date
formats, the standard format is used throughout the PolicyManager module regardless of any
global date format settings that have been defined or the format that is defined in your Windows
Region and Language settings.

Alternatively, you can specify dates and times that are relative to the date and time at which the
policy is being executed.

For relative date formats, except for now, all date and time formats are evaluated against the date
and time that the policy is being executed. For example, if you specify Sunday, theMeridiumAPM
systemwill use themost recent Sunday (at 12:00:00 A.M.) relative to the date and time that the
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policy is being executed. If a policy is executed on Friday, July 13, the evaluated start date would
be Sunday, July 8, as illustrated in the image below, where:

l The yellow star identifies the policy execution date.

l The red box indicates the evaluated date relative to the policy execution date.

Each relative date and time format can contain the following items:

l Constant: Specifies a specific day or month. A constant is required.

l Operator: Specifies whether or not time should be added to or subtracted from the con-
stant. You can use the + (plus sign) or - (minus sign) operators. An operator is optional.

l Variable: Specifies the amount of time to add to or subtract from the constant. A variable is
required only if you specified an operator.

For example, consider the following start time date format:

Sunday

This format uses only the constant Sunday to indicate that the date range to evaluate should
begin on 12:00 A.M. of themost recent Sunday, prior to the execution date.

You could also indicate, however, that the date range to evaluate should begin at 4:00:00 A.M. on
themost recent Sunday. To do so, you would need to add the following operator and variable to
the date format:

+ 4 hours

The complete date format would be:

Sunday + 4 hours

The following image illustrates the constant, operator, and variable components of this date
format:
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Constants
The following table describes the acceptable constants and their meanings.

Note that:

l Where values in the Format column are separated by a comma, you can type either value
to convey the samemeaning.

l Youmust use the exact values that are listed in the Format column, (i.e., you cannot enter
these values in any language other than English).

Constant Meaning

Constants for Days

*, start The day and time that the policy execution began.

now The current day and time.

t, today 12:00 A.M. of the current day.

y, yesterday 12:00 A.M. of the previous day.

Sun, Sunday 12:00 A.M. of themost recent Sunday.

Mon, Monday 12:00 A.M. of themost recent Monday.

Tue, Tuesday 12:00 A.M. of themost recent Tuesday.

Wed,Wednesday 12:00 A.M. of themost recentWednesday.

Thu, Thursday 12:00 A.M. of themost recent Thursday.

Fri, Friday 12:00 A.M. of themost recent Friday.

Sat, Saturday 12:00 A.M. of themost recent Saturday.

Constants for Months

Jan, January 12:00 A.M. of themost recent January 1st.

Feb, February 12:00 A.M. of themost recent February 1st.

Mar, March 12:00 A.M. of themost recent March 1st.

Apr, April 12:00 A.M. of themost recent April 1st.

May 12:00 A.M. of themost recent May 1st.

Jun, June 12:00 A.M. of themost recent June 1st.

Jul, July 12:00 A.M. of themost recent July 1st.
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Constant Meaning

Aug, August 12:00 A.M. of themost recent August 1st.

Sep, September 12:00 A.M. of themost recent September 1st.

Oct, October 12:00 A.M. of themost recent October 1st.

Nov, November 12:00 A.M. of themost recent November 1st.

Dec, December 12:00 A.M. of themost recent December 1st.
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What is the Difference Between Start and Now?
When you specify dates and times that should be evaluated when the policy is executed, among
other options, you can specify a time that is relative to:

l The time at which the policy execution process began. To do so, you would use the
value start to indicate the start of the policy execution.

-or-

l The time at which a specific node is executed. To do so, you would use the value now to
indicate the start of the node execution.

Note: These exact values (start and now) must be used, (i.e., you cannot enter these values in
any language other than English).

For example, consider the following image, which shows a policy diagram and a time line that
indicates the start of the policy execution (noted by a gold star) and the specific times at which
each node is executed.

You can see from this image that the policy execution begins at 1:00 A.M. The first node, Meas-
urement Location, is executed at 1:00:10 A.M. The second node, Collection Filter, is executed at
1:00:25 A.M., and so on.

If the Collection Filter node included a start time of start - 365d, as shown in the following image,
theMeridiumAPM systemwould evaluate values beginning with 1:00:00 A.M.
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Alternatively, if the Collection Filter node included a start time of now - 365d, as shown in the fol-
lowing image, theMeridiumAPM systemwould evaluate values beginning with 1:00:25 A.M.
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Variables
The following table describes the acceptable variables and their meanings.

Note that:

o Where values in the Variables column are separated by a comma, you can type either
value to convey the samemeaning.

o Youmust use the exact values that are listed in the Variables column, (i.e., you cannot
enter these values in any language other than English).

Variables Meaning

s, sec, second,
seconds

Adjusts the time by the specified number of seconds (e.g., 7
seconds).

m, min, minute,
minutes

Adjusts the time by the specified number of minutes (e.g., 10
minutes).

h, hour, hours Adjusts the time by the specified number of hours (e.g., 5 hours).

d, day, days Adjusts the time by the specified number of days (e.g., 30 days).

mo, month, months Adjusts the time by the specified number of months (e.g., 6
months).

y, year, years Adjusts the time by the specified number of years (e.g., 2 years).

w, week, weeks Adjusts the time by the specified number of weeks (e.g., 3 weeks).

[ddd].HH:MM:SS Adjusts the time by the specified time period (e.g., 15.12:15:35).

Note: You can use decimals for any variable except for those specifying days andmonths.
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About Specifying an Amount of Time to Evaluate
Some node properties allow you to specify an amount of time that should be used when eval-
uating values. For example, consider the following Properties window for a Greater Than Condi-
tion node.

Note: The yellow highlighting has been added to the image to highlight the text box into which
you could specify an amount of time.

Below the Field check box, you can see the text box that allows you to type a value. Youmight
use this value to indicate, for example, that you want to evaluate reading values that were recor-
ded in the past month and perform some action if the reading values exceeded 100 for a total of
one week (not necessarily one week straight).

To further illustrate this example, consider the following policy diagram and node properties.

Policy Diagram

Node Properties

Node PropertiesWindow Description

Measurement Location Represents theMeas-
urement Location family.
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Node PropertiesWindow Description

Collection Filter Filters the reading values
to only the valueswhich
have start timeswithin the
last month. The notations
start - 1month and start are
used to determine the spe-
cific date range that should
be used when determining
which reading values to
include in the evaluation
process.

Threshold Statistics Evaluates the reading val-
ues (associated with the
Measurement Location
that will be identified by a
policy instance) to determ-
ine if any of them are
greater than 100.
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Node PropertiesWindow Description

Accumulated Time > 1 week Indicates that if reading val-
ues greater than 100 were
recorded for a total of one
week or more in the past
month, theMeridiumAPM
system should perform the
action identified by the suc-
cessor node Email
Contact.

Note: The amount of
time identified by the nota-
tion 1week is used to
determine the duration
against which the
returned reading values
(i.e., the values that were
returned from the
threshold comparison)
are compared.

Email Contact Sends an email message
to jsmith@-
companyabc.com.

When specifying an amount of time, you can use any of the following formats.

Format Description Example

<n> s, sec,
second, seconds

Specifies a number of seconds, where
<n> is the desired number.

15 seconds

<n> m, min,
minute, minutes

Specifies a number of minutes, where
<n> is the desired number.

10minutes

<n> h, hour,
hours

Specifies a number of hours, where <n>
is the desired number.

3 hours
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Format Description Example

<n> d, day, days Specifies a number of days, where <n> is
the desired number.

5 days

<n> w, week,
weeks

Specifies a number of weeks, where <n>
is the desired number.

7 weeks

d.hh:mm:ss Specifies a number of days, hours,
minutes, and seconds.

300.23:13:22

(300 days, 23 hours, 13
minutes, and 22 seconds)

Note the following guidelines and limitations of time span formats:

l You can use decimals for any format except for those specifying days.

l You can use negative numbers if needed.

l You cannot specify a number of months (e.g., 1 month) because somemonths have a dif-
ferent number of days (e.g., July has 31 days, and September has 30 days). Instead, you
can specify a number of days (e.g., 30 days).

l You cannot specify a number of years (e.g., 1 year) because some years have a different
number of days. For example, leap years contain 366 days, and non-leap years contain
365 days.

l Youmust use the exact values that are listed in the Format column, (i.e., you cannot enter
these values in any language other than English).
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Example Diagram: Monitoring a Single Value
The following image shows the policy diagram for the single valuemonitoring example.

This policy diagram contains the following nodes.

Node Name Node Type Description

Temperature Xi Tag Provides reading values that are passed to the Above
600 F node.

Above 600 F Threshold Stat-
istics

Compares the reading values returned by the Tem-
perature node to the threshold value 600. If any read-
ing values are greater than or equal to 600, the Count
> 1 node is evaluated.

Count > 1 Condition node Compares the number of times the reading values
were greater than or equal to 600 to 1.

Create Recom-
mendation

Create Recom-
mendation

Creates a Policy Recommendation record.

Email Contact Email Contact Sends an email message.

Engineer User Supplies a User ID and email address to the Email
Contact node.

Asset Entity Represents the Equipment family and supplies a
value from the Equipment ID field to the Policy Recom-
mendation record. When the policy is executed,
because the Asset ID field in the Policy Recom-
mendation record is populated with the value in the
Equipment ID field in an Equipment record, the Policy
Recommendation record will be linked automatically
to that Equipment record.
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Example Diagram: Monitoring Multiple Values
The following image shows the policy diagram for a policy that monitorsmultiple values.

This policy diagram contains the following nodes:

Node Name Node Type Description

Pressure Xi Tag ProvidesDA Reading Values that are evaluated by
the the Pressure < 100 node.

Bearing Temp Xi Tag ProvidesDA Reading Values that are evaluated by
the the Bearing Temp > 200 node.

Flow Xi Tag ProvidesDA Reading Values that are evaluated by
the the Flow > 200 node.

Vibration Alert AMS Asset Provides information about alerts related to AMS
Asset records. This information is evaluated by the
Vibration Alert = True node.
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NodeName Node Type Description

Vibration Level Measurement
Location

Provides Measurement Location readings that are
evaluated by the Last Reading and Value > .15 nodes.

Asset Entity Represents the Equipment family and supplies a crit-
icality indicator to the Condition node Criticality Indic-
ator = A.

Pressure < 100 Condition Evaluates the process historian pressure readings to
determine if any readings are less than 100.

Bearing Temp >
200

Condition Evaluates the process historian temperature readings
to determine if any readings are greater than 200.

Flow > 200 Condition Evaluates the process historian flow readings to
determine if any readings are greater than 200.

Vibration Alert =
True

Condition Evaluates AMS Asset records to determine if any are
linked to AMS Asset Alert recordswith the value True
in the Active field.

Last Reading Last Evaluates the collection of readings associated with
the Vibration Level node and returns the last row in
the collection, which, in this case, contains themost
recent reading.

Value > .15 Condition Evaluates the value in the Value field of theMeas-
urement Location reading returned by the Last Read-
ing node to determine if it is greater than .15.

Criticality Indic-
ator = A

Condition Evaluates the value in the Criticality Indicator field in
the Equipment record to determine if it contains the
value A.

Engineer User Supplies user information to the Create Recom-
mendation andEmail Contact nodes.

Create Recom-
mendation

Create Recom-
mendation

Creates a Policy Recommendation record if all of the
preceding conditions aremet.

Deactivate This
Instance

Deactivate This
Instance

Automatically deactivates the policy instance whose
values caused the Deactivate This Instance node to
be executed.

Email Contact Email Contact Sends an email message.
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Example Diagram: Creating Health Indicator and
Health Indicator Value Records
The following image shows the policy diagram for the example policy that creates a Health Indic-
ator record and a Health Indicator Value record.

This policy diagram contains the following nodes.

Node Name Node
Type Description

Flow, Pressure, Lube Check,
OpsCheck, and Vibration

Health
Indicator

Represents various existing Health Indicator
recordswhose primary source records are
Measurement Locations.

These records provide the values used in suc-
cessor nodes to determine the overall health of
the pump.

Alert Level + 1 Add Adds 1 to the value in the Alert Level field in the
corresponding Health Indicator record. The res-
ulting value (n+1) is used as the denominator in
the successor Divide nodes.

20 / <Health Indicator name>
Alert

Division Divides 20 by the result of the corresponding
Add node. This value represents the Health
Index contribution for each node. 20 is used as
the numerator to ensure that each individual
Health Indicator has equal weight, (i.e., since
there are five Health Indicators, 20 is one-fifth of
100).
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NodeName Node
Type Description

Various Add Combine the results from the Division nodes.
This sum represents the overall health index of
the pump on a numeric scale between 1 and
100, where a higher value is better than a lower
value.

Round to nearest integer Round Rounds the value of the overall health index to
the nearest integer.

Health Index Add
Value to
Health
Indicator

Adds the rounded value of the overall health
index to a new Health Indicator Value record
and links the record to a Health Indicator record.

Health Indicator Health
Indicator

Represents the Health Indicator record to which
the Health Indicator Value record will be linked
when the policy is executed.

Continuing with the example, consider that the following Health Indicator records contain the fol-
lowing values in the Alert Level field:

l Flow Rate: 0

l Pressure: 1

l Lubrication: 0

l General Operation: 1

l Vibration: 1

When the policy is executed:

l TheCalculation nodes that are described in step 2 will yield the following values for the
Health Indicators:

n Flow Rate: 20 (i.e., 20/[0+1]=20)

n Pressure: 10 (i.e., 20/[1+1]=10)

n Lubrication: 20 (i.e., 20/[0+1]=20

n General Operation: 10 (i.e., 20/[1+1]=10)

n Vibration: 10 (i.e., 20/[1+1]=10)

l TheCalculation nodes that are described in step 3 will yield a sum of 70 (i.e.,
20+10+20+10+10=70)

l A new Health Indicator record, as specified in the policy instance associated with the
Health Indicator node, will be created automatically that indicates the overall health of the
pump.

l A Health Indicator Value record associated with the new Health Indicator record will be
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created automatically. The Value (Numeric) field will be populated with the value 70.

l You can view the new Health Indicator record in AHM just like you can view Health Indic-
ator recordswhose primary sources areMeasurement Location, Xi Tag, or KPI records.
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Example Diagram: Creating and Updating a Policy
Event Record
The following image shows the policy diagram for the creating and updating a Policy Event
record example.

The policymodel diagram the following nodes.

Node Name Node Type Description

Temperature Xi Tag Provides reading values that are passed to the
Latest Temperature Reading node.

Latest Temperature
Reading

Last Provides reading values that are passed to the
Value ≥ 550 and Value < 550 nodes for evaluation.

Value ≥ 550 Condition node Compares the reading value returned by the Latest
Temperature Reading node. If the reading value is
greater than or equal to 550, the Create Event
node is triggered.

Value < 550 Condition node Compares the reading value returned by the Latest
Temperature Reading node. If the reading value is
less than 550, the Close Event node is triggered.

Asset Entity Represents the asset that associated with the
Policy Event record that is created by the Create
Event node.
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NodeName Node Type Description

Create Event (High
temperature excur-
sion)

Create Event Creates a Policy Event record.

Close Event (High tem-
perature excursion)

Close Event Updates the Policy Event record to indicate that
the event is closed.
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Primary Records and Primary Nodes
In many cases, you will create policies that monitor a lot of different information about a specific
item, such as a piece of equipment. In these cases, the policy will contain an Input node to identify
the piece of equipment andmultiple, additional Input nodes, where each additional Input node
represents a specific piece of information that you want to monitor about the piece of equipment.
For each of these additional Input nodes, within a policy instance, you will need to assign a spe-
cific record to the node.

For example, consider a policy that monitors pressure, temperature, and failure cost for a specific
piece of equipment. In other words, the policy includes the following nodes:

l Equipment

l Pressure

l Temperature

l Failure Cost

You would assign a specific Equipment record to the Equipment node to identify the piece of
equipment that you want to monitor. Then, to the Pressure node, youmight assign aMeas-
urement Location record because theMeasurement Location record and the Readings to which
it is linked store pressure readings for the piece of equipment. Likewise, for the Failure Cost
node, youmight map aWorkHistory record to it because theWorkHistory record stores the fail-
ure cost for the piece of equipment.

Whenmapping theMeasurement Location andWorkHistory records to their associated Input
nodes, you can define the search criteria manually so that it will return onlyMeasurement Loca-
tion andWorkHistory records that are linked to the Equipment record representing the piece of
equipment you aremonitoring. Alternatively, you can configure the policy such that the search cri-
teria will be defined in this way automatically. To do so, you can identify the Equipment record as
the primary record. After identifying the Equipment record as the primary record, when you per-
form a search for the record that you want to assign to another Input node, the search will be
filtered automatically to return only records that are linked to the primary record (the Equipment
record).

Throughout this documentation, we use the following terms regarding this functionality:

l Primary record: The record that is being used to filter the search results when searching
for records to assign to nodes.

l Primary node: The node with which the primary record is associated.

In policies that contain a primary node and primary record, a visual indicator (a yellow star)
appears in the following locations:

l In the policy diagram, in the upper left corner of the primary node, as shown in the following
image.



Primary Records and Primary Nodes

Confidential and Proprietary Information of Meridium, Inc. • Page 280 of 343

l In the policy instance, in the Source column in the row representing the primary record, as
shown in the following image.

The previous example and explanation assume that the policy instance does not contain any
rows representing records that are not assigned to an Input node. In other words, it assumes that
each row in the policy instance represents a record that is assigned to a node in the policy dia-
gram. In some cases, a policy instancemight contain a row representing a record that is not
assigned to a node in the policy diagram. In these cases, you can still specify this record as the
primary record, but there will not be a primary node with which to associate it.
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Workflow for Identifying Primary Records
To identify a primary record, you will need to complete the following steps:

1. In the policy diagram, identify the primary node (i.e., the node that will be associated with
the primary record). This step is optional. It must be completed only if you want the primary
record to be associated with a node in the diagram.

2. In the policy instance, specify the primary record. This step is required regardless of
whether or not you have identified the primary node.
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Example: Primary Node and Primary Record
The following example illustrates a policy in which a primary node and primary record have been
identified.

Consider the following image of a policy that monitors the pressure readings recorded for a par-
ticular piece of equipment.

The Equipment node has been identified as the primary node, as indicated by the yellow star that
appears on the top left corner of the node in the diagram.

Continuing with the example, before you can execute this policy, policy instancesmust be cre-
ated, and recordsmust be assigned to the Input nodes, Equipment and Pressure, as illustrated in
the following image of the Instances tab.

Because you have specified the Equipment node as the primary node, a yellow star appears to
the left of the node name in the Source column. For this node, you will need to specify the primary
record, (i.e., the Equipment record). In the following image, the Equipment record with the
Record ID ~ #1 STEAMREHEATER ~ HXST 130 has been specified.



Example: Primary Node and Primary Record

Confidential and Proprietary Information of Meridium, Inc. • Page 283 of 343

For the Pressure node, you will need to specify the associated record that stores the pressure
readings that you want to monitor for the piece of equipment, (i.e., theMeasurement Location
record that is linked to the Equipment record that has been specified as the primary record).
Because you have specified the Equipment record with the Record ID ~ #1 STEAMREHEATER
~ HXST 130 as the primary record, the process for assigning records to the Pressure node is
streamlined in that the search criteria defined by default on the Search<Node> window, where
<Node> is the name of the policy node for which you accessed the window, will return onlyMeas-
urement Location records that are linked to the Equipment Record ~ #1 STEAMREHEATER ~
HXST 130, as shown in the following image.
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Example: Primary Record Only
The following example illustrates a policy in which a primary record has been identified, but a
primary node has not been identified.

For example, consider that you use AHM to analyze the piece of equipment represented by the
Equipment record with the Record ID ~ #1 STEAMREHEATER ~ HXST 130. Additionally, you
have created the policy shown in the following image tomonitor the pressure readings that are
recorded for this piece of equipment.

Before you can execute this policy, policy instancesmust be created, and a recordmust be
assigned to the Input node, Pressure, as illustrated in the following image of the Instances tab.

In the grid in the Details area, in the row associated with the primary record (the row containing a
yellow star in the Source column), you will need to specify the Equipment record that you analyze
in AHM, (i.e., the Equipment record with the Record ID ~ #1 STEAMREHEATER ~ HXST 130)
as shown in the following image.
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For the Pressure node, you will need to specify the associated record that stores the pressure
readings that you want to monitor for the piece of equipment, (i.e., theMeasurement Location
record that is linked to the Equipment record that has been specified as the primary record).
Because you have specified the Equipment record with the Record ID ~ #1 STEAMREHEATER
~ HXST 130 as the primary record, the process for assigning records to the Pressure node is
streamlined in that the search criteria defined by default on the Search<Node> window, where
<Node> is the name of the policy node for which you accessed the window, will return onlyMeas-
urement Location records that are linked to the Equipment record ~ #1 STEAMREHEATER ~
HXST 130, as shown in the following image.
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Identifying the Primary Node in a Policy
If the policy includes an Input node that will be associated with the primary record, you can specify
that node as the primary node.When you do this, a yellow star will be added to the upper left
corner of the node in the policy diagram to indicate the node is associated with the primary
record. You can identify only one primary node in a policy. Any Input node except for a Constant,
Query, or Point Value node can be identified as the primary node. After you identify the primary
node, youmust specify the primary record itself in order to streamline the process for assigning
records to other nodes.

To identify the primary node in a policy:

1. Access the Policy page for the policy for which you want to identify a primary node. The fol-
lowing image shows an example of the policy diagram for the policy Pressure Excursion
Events.

2. In the policy diagram, select the Input node that you want to specify as the primary node.

The Properties window appears in the policy diagram. In the following image, the Equip-
ment node is selected.
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3. On the Properties window, select the Primary Record check box.

A yellow star appears on the top left corner of the node in the policy diagram, indicating that
the node is the primary node in the policy.

At this point, before you can execute the policy, youmust:

l Create at least one policy instance.

l Within each policy instance that you create, specify the primary record that is asso-
ciated with the primary node. Doing so will streamline the process for assigning
records to other nodes in the policy diagram.
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Specifying the Primary Record in a Policy when a
Primary Node is Identified
When a primary node has been identified in the policy, you can specify the primary record in order
to streamline the process for assigning records to other nodes. You can also specify a primary
record when a primary node has not been identified in the policy.

The following instructions assume that one or more instances have been created for the policy for
which you want to specify the primary record.

To specify the primary record in a policy when a primary node is identified:

1. On the Policy page for the policy for which you want to specify a primary record, access
the Instances tab.

A yellow star appears to the left of the primary node name in the grid in the Details area, as
shown in the following image.

2. Assign the primary record to the primary node.

The Record ID of the selected record appears in the Instance Value column. The following
image shows an example where the Equipment record with the Record ID ~ #1 STEAM
REHEATER ~ HXST130 has been specified as the primary record, which is associated
with the primary node Equipment.

At this point, you can continue assigning records to other nodes in the policy instance. As a
result of specifying the primary record, when you use the Search <Node> window, where
<Node> is the name of the policy node for which you accessed the window, to select
records to assign to other nodes, the search criteria that is defined by default will return
only records that are linked to the primary record. Continuing with the example used in
these instructions, the search criteria that is defined by default will return only records that
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are linked to the Equipment record with the Record ID ~ #1 STEAMREHEATER ~
HXST130.
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Specifying the Primary Record in a Policy when a
Primary Node is Not Identified
When a primary node has not been identified in the policy, you can specify the primary record in
order to streamline the process for assigning records to other nodes. You can also specify the
primary record when a primary node has been identified in the policy.

The following instructions assume that one or more instances have been created for the policy for
which you want to specify the primary record.

To specify the primary record in a policy when a primary node is not identified:

1. On the Policy page for the policy for which you want to specify a primary record, access
the Instances tab.

An empty row appears in the grid in the Details area, displaying a yellow star in the Source
column, as shown in the following image.

2. In the empty row with the yellow star in the Source column, click in the Instance Value cell
to access the Search <Node> window, where <Node> is the name of the policy node for
which you accessed the window.

3. Use the Search <Node> window to select the primary record.

The Record ID of the selected record appears in the Instance Value column. The following
image shows an example where the Equipment record with the Record ID ~ #1 STEAM
REHEATER ~ HXST130 has been specified as the primary record, which is not asso-
ciated with a primary node.

At this point, you can continue assigning records to other nodes in the policy instance. As a
result of specifying the primary record, when you use the Search <Node> window to
select records to assign to other nodes, the search criteria that is defined by default will
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return only records that are linked to the primary record. Continuing with the example used
in these instructions, the search criteria that is defined by default will return only records
that are linked to the Equipment record with the Record ID ~ #1 STEAMREHEATER ~
HXST130.
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Creating Policy Instances
Policy instances represent the recordswhose values a policymonitors. Policy instanceswill be
associated automatically with the policy that you are viewing when you create the policy
instances. In other words, policy instances cannot be created outside of the context of the policy
with which they are associated. After you create policy instances, before you can execute a
policy, youmust assign specific records to policy nodes.

Note: Policy instances can be created only if you are viewing a saved policy, and youmust be a
member of theMI Policy Designer Security Group or theMI Policy User Security Group in order
to create a policy instance.

To create a policy instance:

1. Open the policy for which you want to create a new policy instance.

2. On the Instances tab, click the button.

A new policy instance appears in the grid in the Search area, and a grid appears in the
Details area displaying one row for each node in the policy that requires values to be
mapped from a specific record. If a primary node has been identified in the policy diagram,
a yellow star appears in the Source column to the left of that node name. If a primary node
has not been identified in the policy diagram, the grid also contains one additional, empty
row to represent the primary record that you will later define.

The following image shows an example of the Instances tab when a primary node (Equip-
ment) has been identified.

The following image shows an example of the Instances tab when a primary node has not
been identified.

At this point, youmust assign specific records to the policy nodes.
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Assigning Specific Records to Nodes
Before you can execute a policy, youmust assign records to each Input node in the policy with the
exception of Query and Constant nodes. If a primary node has been identified in the policy dia-
gram, the record that you assign to that node will become the primary record. If a primary node
has not been identified in the policy diagram, you can optionally choose whether or not to specify
a primary record that will not be associated with a policy node.

Note that for Point Value nodes, youmust assign a specific record and a specific field. You can
use the following instructions to assign the record. To assign the field, in the grid in the Details
area, you can use the list that appears below the Record ID of the selected record.

To assign specific records to nodes:

1. Open the policy associated with the policy instance for which you want to assign a record to
a node.

2. On the Instances tab, in the grid in the Search area, select the row representing the policy
instance for which you want to assign a record to a node. In the following image, Instance 1
is selected in the grid in the Search area, and rows are displayed in the grid in the Details
area for the Equipment and Pressure nodes.

Note: A yellow star appears next to the Equipment node name because the Equipment
node has been identified as the primary node.

3. In the grid in the Details area, select the row representing the node to which you want to
assign a record.

The row is highlighted in the grid, and the corresponding node is selected in the policy dia-
gram. In the following image, the row associated with the Equipment node is selected.
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4. In the selected row, click the button.

The Search<Node> window appears, where <Node> is the name of the policy node for
which you accessed the window. The Search In text box contains the family caption of the
family represented by the selected node. The search is run automatically, and a list of
records that exist in that family are returned in the search results section.

If you have specified the primary record in the policy, additional search criteria will be
defined on this window by default that will return only records that are linked to the primary
record.

5. If you want to limit the search results further, do so using the Linked To list and Look For
text box.

Note: Any text that you type in the Look For text boxwill apply to the families selected in
both the Search In and Linked To fields.

6. When you are finished specifying the search criteria, click the Find Now button.

The search results are filtered based upon your selections.
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7. In the search results, select the row representing the record that you want to assign to the
policy node, and click the Choose button.

The Search <Node> window closes, and the Record ID of the selected record appears in
the Instance Value column in the grid in the Details area.

8. Repeat steps 3 through 7 until you have assigned a record to every row in the grid in the
Details area.

Note: If you have specified a primary record in the policy, you will be able to type in the
other cells in the Instance Value column, as opposed to using the Search <Node> win-
dow to select a record. When you do this, the type-ahead functionality displays a drop-
down list of up to five records that are linked to the primary record and whose Record IDs
contain the value that you typed in the cell. If you have not specified a primary record in
the policy, youmust use the Search <Node> window to select records to assign to
nodes.

8. Click the button.

The policy instance is saved.
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Activating a Single Policy Instance
To activate a single policy instance:

1. Open the policy associated with the policy instance that you want to activate.

2. On the Instances tab, in the grid in the Search area, select the row representing the policy
instance that you want to activate.

A grid appears in the Details area, displaying all the nodes in the policy to which a specific
recordmust be assigned (i.e., all Input nodes except for Query nodes and Constant
nodes).

3. Above the grid in the Details area, select the Active check box.

The grid in the Search area is updated to display a checkmark in the Active cell in the row
representing this policy instance.

4. Above the grid in the Details area, click the button.

The policy instance is activated. In addition, in the Policy Instance record, the value in the
Active field is set automatically to True.
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Activating All Policy Instances Associated with a Policy
To activate all policy instances associated with a policy:

1. Open the policy associated with the policy instances that you want to activate.

2. On the Instances tab, below the grid in the Search area, click the button.

All policy instances that are associated with the policy are activated. In addition, in the
Policy Instance records, the value in the Active field is set automatically to True.
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Deactivating a Single Policy Instance
To deactivate a single policy instance:

1. Open the policy associated with the policy instance that you want to deactivate.

2. On the Instances tab, in the grid in the Search area, select the row representing the policy
instance that you want to deactivate.

A grid appears in the Details area, displaying all of the nodes in the policy to which a spe-
cific recordmust be assigned (i.e., all Input nodes except for Query nodes and Constant
nodes).

3. Above the grid in the Details area, clear the Active check box.

The grid in the Search area is updated to remove the checkmark from the Active cell in the
row representing this policy instance.

4. Above the grid in the Details area, click the button.

The policy instance is deactivated. In addition, in the Policy Instance record, the value in
the Active field is set automatically to False.
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Deactivating All Policy Instances Associated with a
Policy
To deactivate all policy instances associated with a policy:

1. Open the policy associated with the policy instances that you want to deactivate.

2. On the Instances tab, below the grid in the Search area, click the button.

All policy instances that are associated with the policy are deactivated. In addition, in the
Policy Instance records, the value in the Active field is set automatically to False.
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Creating a New Health Indicator Record from the
Instances Tab
If a policy diagram contains a Health Indicator record, within a policy instance that is associated
with that policy, you can assign an existing Health Indicator record to that node or create a new
Health Indicator record to assign to that node. The following instructions explain how to create a
new Health Indicator record that will be assigned to a Health Indicator node. You can then use
the Add Value to Health Indicator node to create Health Indicator Value records and link them to
the new Health Indicator record.

To create a new Health Indicator record that will be assigned to a Health Indicator node:

1. Open the policy associated with the policy instance for which you want to assign a new
Health Indicator record to a Health Indicator node.

2. On the Instances tab, in the grid in the Details area, select the row representing the Health
Indicator node to which you want to assign a new Health Indicator record.

3. In the Instance Value cell, click the button.

The Create New Calculated Health Indicator window appears, displaying theGeneral
tab.

4. In the Asset text box, click the button.

The Search window appears.



Creating a New Health Indicator Record from the Instances Tab

Confidential and Proprietary Information of Meridium, Inc. • Page 301 of 343

5. In the Search In list, select the Equipment family.

6. In the Look For text box, type a keyword to limit your results to records containing that
word within the Record ID. If you specify a keyword, your results will contain records that
match your family criteria and contain the keyword that you specified. A keyword can con-
tain any number of characters, any alphanumeric value, and any special character. A
keyword is optional.

7. If you want the search to be case-sensitive, select theMatch Case check box. Selecting
the check box indicates that you want to return only the records that contain the keyword
you specified using the exact case that you specified in the Look For text box.

-or-

If you do not want the search to be case-sensitive, do not select theMatch Case check
box.

Note: The Match Case option works only onOracle schemas.When you perform a
search using a SQL Server database, the search will be case-insensitiveeven when the
Match Case check box is selected.

8. If additional search criteria appear below theMatch Case check box:

l If you want to refine the search results further to include only recordswith specific val-
ues in those fields, select the desired values in the available prompts.
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-or-

l If you do not want to refine the search results further to include only recordswith specific
values in those fields, clear the IncludeSearch Fields check box.

Note: If the underlying query prompts have been configured to contain the value All by
default, if you do not want to refine the search results further, you can accept the
default prompt valueswithout clearing the Include Search Fields check box.

9. Click the Find Now button.

The search results appear.

10. In the search results, select the Equipment record to which you want to link the Health Indic-
ator record, and click the Choose button.

The Create New Calculated Health Indicator window returns to focus, and the Asset text
box is populated with the Record ID of the selected Equipment record.

11. In the Name field, type a name for the health indicator. This value is required.

12. In the Description field, type a brief description of the health indicator. This value is
optional.

13. Click the Thresholds tab.
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14. Type values in the threshold text boxes to indicate the thresholds against which values that
are defined for this health indicator (that are stored in Health Indicator Value records) will
be compared. For example, if Health Indicator Value records that are linked to this Health
Indicator record will store a numeric value representing an overall health index on a scale
of 1 to 10, where 1 represents critical health and 10 represents excellent health, youmight
define the thresholds like this:

15. Click the Create button.
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The new Health Indicator record is created, and the Instances tab is updated to show the
Record ID of the new record in the Instance Value column in the grid in the Details area.
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Saving Changes to a Policy Instance
To save changes to a policy instance:

l On the Instances tab, above the grid in the Details area, click the button.

The changes that you havemade to the policy instance are saved.
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Deleting Policy Instances
To delete a policy instance:

1. Open the policy associated with the policy instance that you want to delete.

2. On the Instances tab, in the grid in the Search area, select the row representing the policy
instance that you want to delete.

3. Below the grid, click the button.

The policy instance is removed from the grid, and the Policy Instance record representing
the policy instance is deleted.
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About Validating the Policy Logic
While viewing a policy, you can trigger a validation process that will validate the policy logic auto-
matically and display the results in a stand-alone window on the diagram canvas.

When the policy logic is validated, no actionswill be taken (e.g., no Policy Recommendation
recordswill be created). This prevents the policy from generating potentially invalid data while
you are confirming that the policy logic is working as expected.

You can validate logic for one policy instance at a time. In order to validate the logic for a policy
instance, valuesmust be supplied to all Input nodes. The values can be provided in one of the fol-
lowing ways:

l You can type the valuesmanually.

l You can use values that are stored in the records that are included in a policy instance.

Additionally, you can copy the values in records belonging to the policy instance if you want to:

l Use a combination of record values and values that you typemanually for validation.

-or-

l  Use record values as a starting point, but you plan tomodify them before performing the
validation.
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Validating the Logic Using Manual Values
The following instructions assume that the Validation tab is selected on the Policy page.

To validate the policy logic using manual values:

1. In the grid in the Search area, select the row that contains the value AdHoc in the
Instances column.

2. In the grid in the Details area, in the Values column, type a value in each text box. These
valueswill be used in the validation process.

3. Above the grid in the Details area, click the button.

The validation process begins. When the validation process is complete, the nodes are
color-coded on the diagram canvas to indicate the outcome of the validation process. For
example, in the following image, dark yellow is used to color nodes that passed the val-
idation test without errors or warnings.
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Validating the Logic Using Policy Instance Values
The following instructions assume that the Validation tab is selected on the Policy page and that
the grid in the Search area contains instances for which values are displayed in the Details area.

To validate the policy logic using values in the records belonging to a policy instance:

1. In the grid in the Search area, select the row containing the policy instance whose logic you
want to validate.

The grid in the Details area displays values from the records that are included in that policy
instance. For example, in the following image, you can see that the value 20 is stored in the
Actual Labor field in theWorkHistory record included in the policy instance.

2. Above the grid in the Details area, click the button.

The validation process begins. When the validation process is complete, the nodes are
color-coded on the diagram canvas to indicate the outcome of the validation process. For
example, as shown in the following image, dark yellow is used to color nodes that passed
the validation test without errors or warnings.
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Copying Policy Instance Values for Validation
Via the Validation tab on the Policy page, you can copy the values in records belonging to the
policy instance if you want to:

l Use a combination of those record values and values that you typemanually for validation.

-or-

l  Use those record values as a starting point, but modify them before performing the val-
idation.

To copy policy instance values:

1. In the grid in the Search area, select the row containing the policy instance whose values
you want to copy.

For example, in the following image, the row associated with Instance 1 is selected in the
grid in the Search area, and the input values associated with this policy instance are dis-
played in the grid in the Details area.

2. Above the grid in the Details area, click the button.

The row associated with the AdHoc policy instance is selected in the grid in the Search
area, and the input values associated with Instance 1 are used as the input values for the
AdHoc policy instance.

At this point, the policy instance values have been copied. You can now modify themmanu-
ally and then start the validation process.
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About Configuring Policies to be Executed
When a policy is executed, records or values that meet the conditions that are defined in the
policy logic are used to trigger actions that are defined by the Action nodes in the policy diagram.
Only active policies will be executed. Further, only the active policy instances that are associated
with an active policy will be executed.

You can configure a policy to be executed:

l When records included in the policy instances are updated.

l On a predefined schedule.
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Configuring Policies to Be Executed When Records
Are Updated
The following instructions explain how to configure a policy to be executed when records belong-
ing to a policy instance are updated. Note that:

l Only active policies will be executed.

l Only the active policy instances that are associated with an active policy will be executed.

l If the Trigger check box on the Properties window of a node is cleared, updates to the
records that are associated with that particular node will not result in the execution of the
policy even when the policy is configured to be executed when records belonging to a
policy instance are updated.

To schedule a policy to be executed when records are updated:

1. Open the policy that you want to configure to be executed when records belonging to a
policy instance are updated.

2. On the Execution Settings tab, select the Automatic Evaluation check box.

3. Click the button.

The policy is saved.
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Configuring Policies to Be Executed on a Predefined
Schedule
In order for a policy to be executed on a predefined schedule:

l An administrative user must create a scheduled item to define how often the system should
check for policies that are due to be executed.

l Youmust define the policy execution schedule for the policy.

The following instructions explain how to define the policy execution schedule for an active policy.

Note: The policy execution schedule should be less frequent than the schedule defined in the
scheduled item. Otherwise, the policy will be executed only when the scheduled item runs. For
example, if the scheduled item runs every day, the policy execution schedule should be less fre-
quent than every day (e.g., every week).

To configure a policy to be executed on a predefined schedule:

1. Open the policy that you want to configure to be executed on a predefined schedule.

2. On the Execution Settings tab, select the Execute on a Schedule check box.

3. Click the button.

The Schedule window appears. By default, the value One Time is selected in the Recur-
rence list.
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4. If you want the policy to be executed only one time, skip to step 6.

5. If you want the policy to be executedmore than one time, to select the frequency bywhich
the policy will be executed, in the Recurrence list, select the desired option, and complete
the remaining options to define the schedule. The following table describes the schedule
bywhich you can configure a policy to be executed.

Frequency Options Example Default

Hourly Every x hours. Every five hours. Every hour.

Daily

Every x days.

-or-

Every weekday.

Every two days.

-or-

Every weekday.

Every day.

Weekly Every x weeks on
<day(s)>.

Every two weeks on
Monday and Friday.

Every week on
Monday.

Monthly

Every x months on
day n.

-or-

Every x months on
the n<day>.

Every threemonths
on day 15.

-or-

Every threemonths
on the second Fri-
day.

Everymonth on day
1.
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Frequency Options Example Default

Yearly

Every x years on
<month><day>.

-or-

Every x years on
n<day> of
<month>.

Every year on July
1.

-or-

Every year on the
first Friday of July.

Every year on Janu-
ary 1.

6. If you want the policy to be executed starting on a date or time other than the current date
and time, click inside the Starts text box.

A calendar appears.

The current date is highlighted on the calendar, and the current time is displayed below the
calendar next to the Time label. The time format is determined by your selection in the
Time Zone list on the Execution Settings tab.

7. In the calendar, select the day on which the policy execution schedule should begin.

8. Using the Hour slider, slide the square until the hour changes to the hour at which the
policy execution schedule should begin.

9. Using theMinute slider, slide the square until theminute changes to theminute at which
the policy execution schedule should begin

10. Click the Done button to close the calendar.

The Starts text box is updated to reflect the selected date and time. In addition, a summary
of the specified schedule appears below the Starts text box.
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11. ClickOK.

The Execution Settings tab on the Policy page returns to focus. A summary of the spe-
cified schedule and start time appears in the text box. In addition, the next date on which
the policy will be executed appears below the Next Date label. The schedule that has been
configured for the scheduled item appears below theMaster Schedule label.

12. On the Policy Actions toolbar, click the button.

The policy is saved.
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About the Execution Results
The results of a policy execution are displayed on the Execution History tab on the Policy page.
When you select a:

l Policy instance in the grid in the Search area, the execution results for that instance are dis-
played in the Details area.

l Row in the grid in the Details area, the nodes that are associated with that instance are
color-coded in the policy diagram to indicate the results of the execution.

The grid in the Details area displays the date and time that the policy was executed and a sum-
mary of the execution results. Summaries of the execution results include items such aswarning
messages, errors, returned values, and actions. For example, youmight see the following sum-
mary information:

l No Action Taken: The policy was executed but no actionswere triggered. For example,
thismight occur if the records belonging to the policy instance did not meet the conditions
defined in the policy logic.

l <Action Taken>: The policy was executed and resulted in actions. The actions are listed in
the Summary column of the grid (e.g., Email sent to dhanson@meridium.com).

l Errors Occurred. No Action Taken: There was an error in the policy logic and no action
was taken. For example, thismight occur if an Email Contact node did not contain a value
in the To Address field.

You can filter the results to show only the executions that resulted in actions or only the exe-
cutions that resulted in errors.

In the case of policy executions that result in a warning or error, the Policy Execution Details
window is displayed automatically in the policy diagram. Additionally, in the policy diagram, you
can select nodes that have been executed to view additional details related to the execution.

Note: If changes have beenmade to the policy since it was last executed, you will not be able
to view the results of the last execution process. The row in the grid in the Search area will be
disabled, and when you pause on the row, amessage will appear stating that changes have
beenmade and the execution data cannot be displayed.
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Interpreting Node Color-Coding in the Policy Diagram
After a policy has been executed, when you select a row in the Details area on the Execution His-
tory tab, the nodes in the diagramwill be color-coded as follows to indicate the results of the exe-
cution process:

l Dark Yellow: Indicates that the node was executed successfully, (i.e., the source value
was valid and produced the intended result).

l Gray: Indicates that the node was not executed.

l Pink: Indicates that the node was not executed successfully because the source value
caused an error to occur.

l Pale yellow: Indicates that the source node was not executed successfully because the
source value caused a warning to occur.

For example, the following image illustrates that:

l TheAMS Asset, Condition, and top Return Value nodeswere executed successfully.

l The bottomReturn Value node was not executed.
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Aspects of the Execution Details Windows
When a policy execution results in warning or errors, the Policy Execution Details window
appears automatically on the diagram canvas. The Policy Execution Details window displays
the specific error or warningmessage. The following image shows an example of the Policy Exe-
cution Details window.

Likewise, on the diagram canvas, when you select a node that has been executed, the Node Exe-
cution Details window appears on the diagram canvas. The following table provides details on
the information that is displayed in the Node Execution Details window depending upon the out-
come of the execution.

If the: ...The Node Execution
Details window displays: For example:

Node was executed
successfully.

The output of the node
(e.g., an input value, logical
result, or action).

The following image shows an example of
the Node Execution Details window for a
Condition node that was executed suc-
cessfully with a logical result of Yes (e.g.,
seven equals seven).

Note that the same node could have also
been executed successfully with a logical
result of No (e.g., eight is not equal to
seven).
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If the: ...The Node Execution
Details window displays: For example:

Node execution res-
ulted in an error.

A logmessage that is
colored red.

For example, the following image shows
an example of the Node Execution Details
window for a Condition node that was
executed and resulted in an error (i.e.,
Null cannot be compared to 0).

Node execution res-
ulted in a warning.

A logmessage that is
colored yellow.

N/A
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Dashboards Folder
The following table lists the dashboards that are stored in the Catalog location \\Public\Meridi-
um\Modules\PolicyManager\Dashboards. The dashboard name is listed in the table. The dash-
board name and caption are the same.

Dashboard
Behavior and Usage

PolicyMan-
ager Start
Page

Displays the baseline PolicyManager dashboard on the Dashboard page,
which serves as the start page for the PolicyManager module.
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Queries Folder
The following table lists the queries that are stored in the Catalog location \\Public\Meridi-
um\Modules\PolicyManager\Queries. The queries are listed in the table by name. The query
name and caption are the same unless otherwise noted.

Query Behavior and Usage

Email AddressQuery Returns values in the First Name, Last Name, and Email
Address fields in HumanResource recordswhose Email
Address field contains a value. This query is used to dis-
play results in the grid on the Choose User window.

EventsQuery Returns information about the Severity, Name, Descrip-
tion, Type, Start Time, End Time, and Duration (in
seconds) of Policy Events. This query can be used with
the Query node in the policy diagram to bring in policy
events related to pieces of equipment or functional loc-
ations.

The EventsQuery includes an Asset Key prompt, which
can be passed to the Query node via the Entity Key sys-
tem field of a family-based predecessor node.

By default, the results of the EventsQuery are sorted in
ascending order by start time.

This query workswith an SQL database. See Events
Query (Oracle) for use with anOracle database.

EventsQuery (Oracle) Returns the same values as the Events query. This query,
however, works in anOracle database.

Policies AddressQuery Returns values in the Policy Name, Policy Description,
and Active fields of a Policy record. This query is used to
display results on the Policies Search page.
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Dashboard Queries Folder
The following table lists the queries that are stored in the Catalog location \\Public\Meridi-
um\Modules\PolicyManager\Queries\DashboardQueries. The queries are listed in the table by
name. The query name and caption are the same unless otherwise noted.

Query
Behavior and Usage

MyPolicy Recom-
mendations

Returns all Policy Recommendation records that are:

l Assigned to the Security User who is currently logged in.

-and-

l Not in a Closed state.

The results of this query appear in theMy Policy Recommendations
section on the Policy Manager Start Page.

MyRecent Policies Returns Policy records that were last updated by the Security User
who is currently logged in within the last 30 days. The results of this
query are displayed in theMy Recent Policies section on the Policy
Manager Start Page.

Policy Executions Returns Policy records that have been executed within the last 30
days. The results of this query are displayed in the Policy Executions
section on the Policy Manager Start Page.

Policy Recom-
mendations - 30
days past due

Returns all Policy Recommendation records:

l Whose Target Completion Date field contains a value that cor-
respondswith a date that is at least 30 days prior to today's
date.

-and-

l That are not in a Closed state.

The results of this query are displayed in the Policy Recom-
mendations section on the Policy Manager Start Page.

Policy Results Returns all Policy records that have been executed within the last 30
days. The results of this query are displayed in the Policy Results sec-
tion on the Policy Manager Start Page.
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Policy Manager Families Delivered with Read-Only
Properties
To ensure that the PolicyManager module functions as intended, the following PolicyManager
families are delivered with read-only properties:

l Policy

l Policy Event

l Policy Instance
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Policy
Policy records store basic information about policies. The following table provides an alphabetical
list and description of the fields that exist in the Policy family and that are displayed on the
baseline Policy datasheet (unless otherwise noted). The information in the table reflects the
baseline state and behavior of these fields.

Note:The values in Policy records cannot bemodified in RecordManager. Youmust view the
policy in the PolicyManager module in order to change values in the record.

Field Data
Type Description Behavior and Usage

Active Logical Indicateswhether
the policy is activate
or inactive.

Reflects the selection in the Active
check box on the Execution Settings
tab on the Policy page.When the
check box is:

l Selected, the value in this field is
set to True, meaning that the
policy is active and can be
executed.

l Cleared, the value in this field is
set to False, meaning that the
policy is inactive and cannot be
executed.

Automatic
Evaluation

Logical Indicates that the
policy logic will be
executed auto-
matically when
records belonging to
the policy instance
are updated.

Reflects the selection in the Automatic
Evaluation check box on the Exe-
cution Settings tab on the Policy
page.When the check box is:

l Selected, the value in this field is
set to True, meaning that the
policy logic will be executed
every time a record ismodified.

l Cleared, the value in this field is
set to False, meaning that the
policy logic will not be executed
every time a record ismodified.

Description Text A brief summary of
the policy.

Contains the value that appears in the
Description text box on the Policy
Details tab on the Policy page.
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Field Data
Type Description Behavior and Usage

Last Sched-
uled Exe-
cution

Date Themost recent date
on which the policy
was executed.

This field is populated in one of the fol-
lowing ways, depending upon whether
or not a schedule has been defined for
the policy and whether or not the policy
has been executed. If a schedule:

l Is not defined for the policy or
the policy has not yet been
executed, this field is empty.

l Has been defined for the policy
and the policy has been
executed at least once, this field
is populated automatically with
the Last Date value that
appears on the Execution Set-
tings tab on the Policy page.

Model Binary Stores code defining
the logic that is rep-
resented by the
policy diagram.

This field is disabled and does not
appear on the Policy datasheet.

Name Character The name of the
policy.

Contains the value that appears in the
Name text box on the Policy Details
tab on the Policy page.

This field is required, and the value
must be unique.

Next
Scheduled
Execution

Date The next date that
the policy is sched-
uled to be executed.

This field is populated in one of the fol-
lowing ways, depending upon whether
or not a schedule has been defined for
the policy. If a schedule:

l Is not defined for the policy, this
field is empty.

l Has been defined for the policy,
this field is populated auto-
matically with the Next Date
value that appears on the Exe-
cution Settings tab on the
Policy page.
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Field Data
Type Description Behavior and Usage

Owner Character The owner of the
policy.

Contains the PolicyOwner value that
appears on the Policy Details tab on
the Policy page. Only the owner of the
policy can save changes to the policy.

This field is required. This field is con-
figured to track revision history by
default. You can look at the revision his-
tory for this field to determine the own-
ership history for a particular policy.

Schedule Character A summary of the
policy schedule.

This field is populated in one of the fol-
lowing ways, depending upon whether
or not a schedule has been defined for
the policy. If a schedule:

l Is not defined for the policy, this
field is empty.

l Has been defined for the policy,
this field contains the value in
the Execute on a Schedule text
box on the Execution Settings
tab on the Policy page.

Scheduled Logical Indicateswhether or
not the policy has a
defined execution
schedule.

This field is populated in one of the fol-
lowing ways, depending upon whether
or not a schedule has been defined for
the policy. If a schedule:

l Is not defined for the policy, this
field is set to False.

l Has been defined for the policy,
the value is set to True.

Timezone Character The time zone asso-
ciated with the policy.

This field contains the value (UTC)
Coordinated Universal Time by
default. You canmodify this value by
selecting a different value in the Time
Zone list on the Executions Settings
tab on the Policy page.
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Policy Event
Policy Event records store information about events that are associated with Equipment or Func-
tional Location records that aremonitored by a policy. The following table provides an alpha-
betical list and description of the fields that exist in the Policy Event family and that are displayed
on the baseline Policy datasheet (unless otherwise noted). The information in the table reflects
the baseline state and behavior of these fields. This list is not comprehensive.

Field Data Type Description Behavior and Usage

Close
Description

Text A description of why the
event was closed.

Populated with the value that
you specify on the Properties
window for a Create Event or
Close Event node.

Description Text A description of the
event.

Populated with the value that
you specify on the Properties
window for a Create Event
node.

This value will appear as a
hyperlink in the Summary
column in the grid on the Exe-
cution History tab that you
can click to access the Events
tab on the Asset Health Man-
ager page.

End Time Date The date on which the
event ended. This field is
used only when the Has
Duration field is set to
True.

Populated with the value that
you specify on the Properties
window for a Create Event or
Close Event node.
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Field Data Type Description Behavior and Usage

Event Type Character The type of event. This
field contains one of the
following values:

l Generic: Indicates
that the event is
not associated with
a specific type of
event.

l Excursion: Indic-
ates that the event
is associated with
an operation that is
outside of an estab-
lished operating
window.

Populated with the value that
you specify on the Properties
window for a Create Event
node.

HasDuration Logical Indicateswhether or not
there is an end time asso-
ciated with the event.

Populated with the value that
you specify on the Properties
window for a Create Event
node.

Name Character The name of the event. Populated with the value that
you specify in the Event
Name section on the Prop-
erties window for a Create
Event node.

Policy
Instance
GUID

Binary Contains code that is
used internally by the
MeridiumAPM system.

This field is disabled.
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Field Data Type Description Behavior and Usage

Severity Character The severity of the event.

This field contains one of
the following values:

l Information: Indic-
ates that the event
exists simply to
provide inform-
ation about activity
conducted for the
associated piece of
equipment or loc-
ation.

l Warning: Indicates
that the event
exists to com-
municate some
sort of low-risk
warning about the
associated piece of
equipment or loc-
ation.

l Alert: Indicates
that the event
exists to com-
municate some
sort high-risk warn-
ing about the asso-
ciated piece of
equipment or loc-
ation.

Populated with the value that
you specify on the Properties
window for a Create Event
node.

Start Time Date The date on which the
event started.

Populated with the value that
you specify on the Properties
window for a Create Event
node.

Time Line
Reset

Logical This field is not currently
used.

N/A
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Policy Instance
Policy Instance records store information about policy instances that are associated with a policy.
The following table provides an alphabetical list and description of the fields that exist in the Policy
Instance family. The information in the table reflects the baseline state and behavior of these
fields.

Note: The values in Policy Instance records cannot bemodified in RecordManager. Youmust
update the instance in the PolicyManager module in order to change values in the record.

Field Data Type Description Behavior and Usage Datasheet

Active Logical Indicates
whether the
instance is
activate or
inactive.

Reflects the selection in
the Active check box on
the Instances tab on the
Policy page.

l When the check
box is selected, the
value is set to
True, meaning that
the instance is act-
ive and can be
executed.

l When the check
box is cleared, the
value is set to
False, meaning
that the instance is
inactive and can-
not be executed.

Policy
Instance

ID Character The name of
the instance.

Contains the value that
you type in the Instance
text box on the Instances
tab on the Policy page.
The default value for this
field is Instance <#>,
where <#> is a number
representing the number
of policy instances that
are already associated
with the current policy.

Policy
Instance
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Field Data Type Description Behavior and Usage Datasheet

Mapping Binary Contains code
that maps val-
ues from
records belong-
ing to the policy
instance to
policy diagram
nodes.

This field is disabled. None

Policy
GUID

Binary Contains code
used internally
by the
MeridiumAPM
system.

This field is disabled. None
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Policy Recommendation
Policy Recommendation records store basic information about recommendations that have been
created as a result of a policy. The following table provides an alphabetical list and description of
some of the fields that exist in the Policy Recommendation family and appear on the Policy
Recommendation datasheet. The information in the table reflects the baseline state and behavior
of these fields. This list is not comprehensive.

Field Data Type Description Behavior and Usage

CreateWork
Request?

Logical Specifies whether or not
a work request for the
EAM systemthat you
have configured in
MeridiumAPMwill be
created from the Policy
Recommendation
record.

Populated with the
value that you specify on
the Properties window
for the Create Recom-
mendation node.

Completed Date Date The date on which the
recommended action
was completed.

You can use the Cal-
endar feature tomanu-
ally select the date on
which the recom-
mended action was com-
pleted.

Completion Com-
ments

Text Details about the com-
pleted recommendation.

You can type a value
manually.

Equipment ID Character The Record ID of the
Equipment record to
which the Policy Recom-
mendation record is
linked.

Populated with the
value that you specify on
the Properties window
for the Create Recom-
mendation node.
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Field Data Type Description Behavior and Usage

Functional Location
ID

Character The Record ID of the
Functional Location
record to which the
Policy Recommendation
record is linked.

-or-

The Record ID of the
Functional Location
record that is linked to
the Equipment record to
which the Policy Recom-
mendation record is
linked.

Populated with the
value that you specify on
the Properties window
for the Create Recom-
mendation node.

Originating Refer-
ence

Character The Reference ID of the
event or any other entity
that originated the Policy
Recommendation
record.

Populated with the
value that you specify on
the Properties window
for the Create Recom-
mendation node.

Recommendation
Basis

Character The policy that created
the recommendation.

Populated automatically
with the name of the
Policy record to which
the Policy Recom-
mendation record is
linked.

Recommendation
Description

Text Information about the
policy logic that caused
the Policy Recom-
mendation record to be
created.

Populated
automatically.

Recommendation
Headline

Character A short description of the
recommended action.

Populated with the
value that you specify on
the Properties window
for the Create Recom-
mendation node.

Recommendation
ID

Character A unique value that iden-
tifies the Policy Recom-
mendation record.

Populated automatically
and disabled.
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Field Data Type Description Behavior and Usage

Recommendation
Priority

Character The value used to rank
importance of the Policy
Recommendation
record.

On the datasheet, this
field contains a list of val-
ues that you have spe-
cified via field-level rules.

Populated by the value
you specify on the Prop-
erties window for the
Create Recom-
mendation node.

Recommendation
Type

Character The type of recom-
mendation record.

Populated automatically
with the value Policy
(PCY).

Target Completion
Date

Date The date bywhich the
recommended action
should be completed.

Populated with the
value that you specify on
the Properties window
for the Create Recom-
mendation node.

WorkRequest
Equipment

Character The ID of the SAP,
Oracle EBS eAM, or
Maximo Equipment that
is associated with the
work request that was
created from this Policy
Recommendation
record.

Disabled and populated
automatically after the
work request is created.

WorkRequest Func-
tional Location

Character The ID of the SAP,
Oracle EBS eAM, or
Maximo Functional Loca-
tion that is associated
with the work request
that was created from
this Policy Recom-
mendation record.

Disabled and populated
automatically after the
work request is created.

WorkRequest
Reference

Character The ID of the SAP,
Oracle EBS eAM, or
Maximowork request
that was created from
this Policy Recom-
mendation record.

Disabled and populated
automatically after the
work request is created.
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Parameters for the Policy Manager URL
There is one root URL associated with PolicyManager: meridium://Policies. A link constructed
from the path alone will open the Policy Manager Start Page. This URL accepts the parameters
that are described in the following table.

Parameter
Name Description Accepted Value

(s) Notes

EntityKey Specifies the Policy
record that you want
to open on the Policy
page.

0

-or-

The Entity Key of
the desired
Policy record.

l 0: Displays a new
policy on the Policy
page.

l <EntityKey>: Displays
the Policy record with
the specified Entity Key
on the Policy page.

InstanceKey Specifies the policy
instance that you
want to open.

The Entity Key of
the desired
Policy Instance
record.

None

Page Specifies the page
that you want to view.

Search Displays the Policies
Search page.
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Examples of Policy Manager URLs
l meridium://Policies

Displays the Policy Manager Start Page.

l meridium://Policies?Page=Search

Displays the Policies Search page.

l meridium://Policies?EntityKey=0

Displays a new policy on the Policy page.

l meridium://Policies?EntityKey=3488054

Displays the Policy page for the Policy record with the Entity Key 3488054.

l meridium://Policies?EntityKey=3488054&InstanceKey=5798423

Displays the Policy page for the Policy record with the Entity Key 3488054. The Instances
tab is selected automatically, and the Policy Instance record identified by the Entity Key
5798423 will be selected in the grid.
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Policy
A strategic plan that defines actions that should be taken when certain conditions exist. A policy
consists of a Policy record and the policy diagram defining the policy logic.
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Policy Diagram
A collection of nodes and connections that are added to the diagram canvas to define the policy
logic.
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Policy Instance
A collection of recordswhose values you want to monitor (e.g., Equipment 101). A policy
instance consists of a Policy Instance record and the records that belong to the policy instance,
where each policy instance includes one record for each input node in the policy diagram.

For example, assume that a policy diagram contains two Entity nodes: one for the Equipment fam-
ily and one for theWorkHistory family. In this case, a policy instance that is associated with this
policy will include two records: Tank 101 (Equipment record) and Repair - Tank 101 (WorkHis-
tory record).
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Primary Record
The record bywhich search results are filtered when you assign a record to a node. Specifically,
when you search for the record that you want to assign to a node, the search results will return
only records that are linked to the record that is designated as the primary record.

For example, consider a policy that contains two Entity nodes: one for the Equipment family and
one for theWorkHistory family. You could assign an Equipment record to the Equipment node
and specify that the Equipment record is the primary record. After doing so, when you search for
aWorkHistory record to assign to theWorkHistory node, the search results will return onlyWork
History records that are linked to that Equipment record.
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Primary Node
The node to which the primary record has been assigned.
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